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1 Reason for Change

This CR proposes the Section 6 of the SUPL 3.0 RD. The contents are from the SUPL 2.0 RD and this CR is written based on the RD baseline proposed by the input contribution(INP 0027).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to changes and update SUPL 3.0 RD accordingly.
6 Detailed Change Proposal

6. Requirements
(Normative)






	
	
	
	

	
	

	
	




The requirements in this section define the full SUPL Enabler.
6.1 Modularisation

<< This section depicts the whole release as a collection of different functional modules. This is NOT an architectural model or diagram but a collection of functional modules where each one is a group of requirements identified as related with the offering/delivering of a functionality.

Modules can be absolutely needed to be able to build a service using the release or it can be a merely optional part adding value. In some way, functional modules can be described as mandatory functionality (core functionality) or optional functionality (value-added functionality). 

Thus, this section will only include a description of each identified functional module and the general character (mandatory / optional) considered for it. 

RELATED WITH THE “FUNCTIONAL MODULE” COLUMN IN THE TABLES IN THE FOLLOWING SECTIONS:

Each requirement listed in the tables in the following sections shall include an indication of the functional module(s) it is intended to pertain to (from the list identified in this section) and if it considered mandatory or optional within each one. 

Each requirement can be part of more than one module and can have a different character in each one (mandatory in some of them and optional in others). 

Examples of functional modules would be: File distribution, Provisioning, Content protection, Remote management, etc.

DELETE THIS COMMENT >>

<Modularisation text goes here>

6.2 High-Level Functional Requirements










	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-HLF-01
	SUPL SHALL support positioning procedures performed in collaboration with the target SET and a network resident SUPL function.
	SUPL V1.0
	

	SUPL-HLF-02
	SUPL SHALL support Network-initiated location requests. Network-initiated locating use cases SHALL support P2P (point-to-point) connections and they, if technically feasible, MAY support P2M (point-to-multipoint) connections for emergency. For example, a P2M (point-to-multiple) connection which broadcasts to multiple devices/users is useful for emergency services, especially in a building or hot spot area.
	SUPL V1.0
	

	SUPL-HLF-03
	SUPL SHALL support SET-initiated location requests.
	SUPL V1.0
	

	SUPL-HLF-04
	Immediate location requests SHALL be supported.
	SUPL V1.0
	

	SUPL-HLF-05
	Location information is the result of a successful SUPL location transaction, and SHALL at a minimum, consist of latitude, longitude and timestamp (time at which location estimate is made) but can contain other information, including shape, uncertainty, altitude, speed, direction, QoP, etc.
	SUPL V1.0
	

	SUPL-HLF-06
	A SUPL Agent SHALL be able to specify the desired QoP, including but not limited to accuracy, response time and age of location, in requesting the location of a SET.  
	SUPL V1.0
	

	SUPL-HLF-07
	Where multiple transmission methods are available in a network, and the primary transmission method fails or is not available (e.g., GPRS in a voice call with a class B handset) then it SHALL be possible to use an alternative bearer to successfully perform a full session that has been interrupted by the primary transmission method becoming unavailable. 
	SUPL V1.0
	

	SUPL-HLF-08
	The SUPL architecture and protocol specification SHOULD not be the limiting factor in the location reporting interval from the SUPL system. E.g., for an underlying Location Technology and Bearer Technology combination that provides a 10 second reporting interval, SUPL should not degrade this reporting interval.
	SUPL V2.0
	

	SUPL-HLF-09 Triggered Location Requests
	Triggered location requests SHALL be supported.  Triggered location requests are requests, which require event-based location reporting, or location reporting triggered by some other condition.
	SUPL V2.0
	

	SUPL-HLF-10 Priority
	It SHALL be possible to differentiate between the priorities of different location requests.
E.g., it may be necessary to differentiate emergency service requests from commercial services.
	SUPL V2.0
	

	SUPL-HLF-11
	SUPL SHALL support SET-initiated location request for the transfer of the SET’s position information to a third party.
	SUPL V2.0
	

	SUPL-HLF-12
	SUPL SHALL support SET-initiated location request to obtain the location of another Target SET
	SUPL V2.0
	


Table 1: High-Level Functional Requirements

6.2.1 Security





	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-SEC-01
	SUPL SHALL ensure that any location information that is stored or exchanged is secure and thus is not accessible to unauthorized access, i.e., unauthorized disclosure, usage, loss or corruption of location data is prevented.
- If SUPL provides the ability for the SET or SUPL network to store location information, the location data SHALL be stored in a secure manner and SHALL be available for retrieval by authorized applications.
- Note that the authorization here is governed by the Policy owner privacy requirements (i.e., user privacy preferences/profile) and local regulations. Stored location data SHALL only be accessible to those applications that are authorized by the Policy owner.
- Emergency services and lawful purposes are exempted from this requirement in that they can override any user privacy preference setting. 
	SUPL V1.0
	

	SUPL-SEC-02
	SUPL SHALL deliver its content (data which facilitates the SUPL transaction) in a trustworthy and reliable manner, e.g., Location information SHALL be protected against eavesdropping or modification of the data traffic.
	SUPL V1.0
	

	SUPL-SEC-03
	It SHALL be possible to authenticate the SUPL Agent, SUPL network and SET user.
	SUPL V1.0
	

	SUPL-SEC-04
	SUPL 2.0 specifications SHOULD provide mechanisms to prevent Denial of Service (DoS) attacks
	SUPL V2.0
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

Non identified.


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6.2.1.2 Authorization

Non identified.


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6.2.1.3 Data Integrity

Non identified.


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6.2.1.4 Confidentiality

Non identified.


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



6.2.2 Charging




	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-CRG-01
	SUPL SHALL support the ability for the SUPL provider to apply different charging schemes depending on the service provided.
Note that the cost of SUPL to a SET user may be a QoP parameter, which is negotiated between the SET user application and the SUPL Provider
	SUPL V1.0
	

	SUPL-CRG-02
	SUPL SHALL record the appropriate information to enable charging schemes, including but not limited to: SET identity, QoP requested, QoP provided, timestamp. 
	SUPL V1.0
	


Table 3: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration




	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-ADMC-01
	The architecture SHALL enable SUPL service management and location information control in both the SET and the network, depending on the SUPL Provider’s requirements.
	SUPL V1.0
	

	SUPL-ADMC-02
	Where the SUPL provider supports the use case to supply the SET with assistance data only, the SET SHALL control the location information.
	SUPL V1.0
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability




	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-USAB-01
	As SUPL is time-sensitive, all SUPL events and transactions SHALL be time-stamped and SHALL use the most recent up-to-date data available (High Data Quality).
The content of the service SHALL be based on up-to-date data. Consistency and coherency are other important factors. 
	SUPL V1.0
	

	SUPL-USAB-02
	SUPL SHALL be available for value-added commercial applications as well as for emergency service applications within the technical limitations of each access network (Service Support). Additionally, the SUPL architecture SHALL be able to differentiate between emergency services and commercial services.
Note 1: In some networks it is not possible to support simultaneous voice and data communication, Hence if simultaneous communication is not supported, SUPL will not be available during voice communication. 
	SUPL V2.0
	


Table 5: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability




	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-IOP-01
	The SUPL reference architecture SHALL allow co-existence with existing location related standards specified by 3GPP2, 3GPP and IEEE, i.e., the SUPL architecture SHALL NOT negatively impact the operation and performance of existing standards in any way.
	SUPL V2.0
	

	SUPL-IOP-02
	SUPL SHALL support the positioning of roaming SET users. This will include roaming in the context of the bearer utilised for the secure user plane, the SET user, the MLS application and both the SET user and the MLS application. SUPL SHALL support SET roaming between a network which adopts SUPL and a network which adopts existing LCS standards (e.g., [X.S0002], [23.271]). The SUPL architecture needs to work within the framework of these roaming standards and provide support where gaps specific to SUPL are identified.  

If the roaming network does not have location capability such as A-GPS, alternative solutions MAY be applied. In order to provide seamless QoP to a SET user, it SHALL be possible for SET user roaming in a network which does not support A-GPS to be served by a SUPL provider via its home network.
	SUPL V1.0
	

	SUPL-IOP-03
	The SUPL architecture SHALL provide backward compatibility mechanisms (e.g., protocol versioning).
	SUPL V1.0
	

	SUPL-IOP-04
	The architecture SHALL support the ability for a SET to provide its SUPL specific capabilities to the SUPL network.  

	SUPL V1.0
	

	SUPL-IOP-05
	The architecture SHALL support the ability for a SUPL provider to provide its SUPL specific capabilities to the SET. 

	SUPL V1.0
	

	SUPL-IOP-06
	SUPL SHALL provide the capability to negotiate between SUPL elements such that the SUPL session MAY fallback to an earlier version, if such fallback is allowed by the SUPL Provider and if the requested service is available in the earlier version.
	SUPL V2.0
	

	SUPL-IOP-07
	SUPL SHALL support the ability to negotiate positioning protocols versions
	SUPL V2.0
	


Table 6: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy



	Label
	Description
	Release
	Functional module

	
	

	
	

	SUPL-PRIV-01
	SUPL SHALL ensure that the end-user’s privacy is protected in all transactions consistent with the user's privacy preferences, except for emergency or lawful purposes depending on local/regional regulations. 
Note that multiple layers of privacy protection MAY be provided.  
	SUPL V1.0
	

	SUPL-PRIV-02
	SUPL SHALL support a general and synchronised privacy framework.
Note that MLS application, SUPL Agent, SUPL network and SET can be part of several domains: Mobile Network Operator, IT domain or device domain. Therefore, several service architectures can be derived from these three domains.

As the MLS application, SUPL Agent, SUPL network and SET can be part of the above-mentioned domains, the same level of privacy management SHALL be performed for all service architectures.  
	SUPL V1.0
	

	SUPL-PRIV-03
	SUPL SHALL support privacy check after positioning if the Policy owner has defined different privacy settings for different geographical locations.
	SUPL V2.0
	

	SUPL-PRIV-04
	SUPL SHALL support the notification and verification conditional on the current location of the SET of SUPL user. In this case the notification and, if defined in the SUPL user's privacy settings, verification SHALL be performed after the target SET is positioned but before reporting the location of target SET to MLS Client.
	SUPL V2.0
	


Table 7: High-Level Functional Requirements – Privacy Items

6.3 Location Technology
	Label
	Description
	Release
	Functional module

	SUPL-LOCT-01
	The architecture SHALL support Cell ID positioning.
Deployment of each technology option is a SUPL provider decision. However, in a Mobile Network, Cell ID SHALL always be the backup positioning method when other positioning methods fail. 
	SUPL V1.0
	

	SUPL-LOCT-02
	The architecture SHALL support Enhanced Cell ID positioning.
Enhanced Cell-ID (E-CI) positioning is defined as enhancing Cell ID positioning by using additional measurements from the Mobile Network that are available in the SET. 
	SUPL V1.0
	

	SUPL-LOCT-03
	The architecture SHALL support A-GPS positioning. 
	SUPL V1.0
	

	SUPL-LOCT-04
	The architecture SHALL support standalone-positioning technologies, e.g., autonomous GNSS. 
	SUPL V2.0
	

	SUPL-LOCT-05
	The architecture SHALL support EOTD positioning if EOTD measurements are available. 
	SUPL V1.0
	

	SUPL-LOCT-06
	The architecture SHALL support OTDOA positioning if OTDOA measurements are available. 
	SUPL V1.0
	

	SUPL-LOCT-07
	The architecture SHALL support AFLT positioning if AFLT measurements are available. 
	SUPL V1.0
	

	SUPL-LOCT-08
	The architecture SHALL support the delivery of assistance data from the SUPL network to the SET.
	SUPL V1.0
	

	SUPL-LOCT-09
	SUPL architecture SHALL support an extensible framework so that new location technologies, supported by the network, can be added efficiently and in-line with the overall architecture.
	SUPL V1.0
	

	SUPL-LOCT-10
	The architecture SHALL support A-GNSS positioning according to 3GPP and 3GPP2 specifications. 
	SUPL V2.0
	


6.4 Table 8: High-Level Functional Requirements – Location Technology Items
6.5 Emergency Services
	Label
	Description
	Release
	Functional module

	SUPL-EMER-01
	SUPL SHALL allow support for location requests associated with emergency services where applicable by local regulatory requirements.
	SUPL V2.0
	

	SUPL-EMER-02
	It SHALL be possible for emergency services location requests to have a higher priority than other location requests based on local regulatory requirements.
	SUPL V2.0
	


6.6 Table 9: High-Level Functional Requirements – Emergency Services Items
6.7 Triggered Location Requests
	Label
	Description
	Release
	Functional module

	SUPL-TRIG-01
	SUPL SHALL support the periodic trigger of the triggered location request.
	SUPL V2.0
	

	SUPL-TRIG-02
	SUPL SHALL support the area event trigger of the triggered location request. The area event is the event where the SET enters, leaves or is within a pre-defined geographical area.
	SUPL V2.0
	


6.8 Table 10: High-Level Functional Requirements – Triggered Location Requests Items
6.9 Overall System Requirements









	Label
	Description
	Release
	Functional module

	
	

	
	

	OSR-01
	The SUPL reference architecture and specifications SHALL be compatible with all underlying network technologies (Data Bearer Independence).  For example, air interface standards (GSM, WCDMA/TD-SCDMA, LTE, CDMA, HRPD, UMB, WLAN, WiMAX) and transport media (packet data services, SMS, etc) MUST be supported.
	SUPL V2.0
	

	OSR-02
	SUPL SHALL NOT impose any requirements on the underlying data bearer service. Hence it MUST NOT be necessary to modify the architecture or functionality in underlying network technology.
	SUPL V1.0
	

	OSR-03
	The SUPL reference architecture will introduce new logical functions. It MUST be possible for these functions to be either hosted in existing LCS elements (for example the GMLC) or in completely new physical entities.
	SUPL V1.0
	

	OSR-04
	The architecture SHALL support storage of location information for a SET user in order to provide it at a later time.
	SUPL V1.0
	

	OSR-05
	SUPL SHALL be made adaptable to different legislative environments and variable security requirements so that it is legal to deploy and use SUPL, enabling applications utilizing location information under the laws of different countries.
	SUPL V1.0
	

	OSR-06
	SUPL SHALL NOT prevent the Application Service Provider from choosing a SUPL provider.
	SUPL V1.0
	

	OSR-07
	SUPL SHALL support the positioning of a SET attached to a WLAN network.
	SUPL V3.0
	

	OSR-08
	SUPL SHALL support the positioning of a SET attached to an I-WLAN network.
	SUPL V2.0
	

	OSR-09
	SUPL SHALL support the positioning of a SET attached to a WiMAX network.
	SUPL V2.0
	

	OSR-10
	SUPL SHALL support the positioning of a SET attached to an I-WiMAX network.
	SUPL V2.0
	


Table 11: High-Level System Requirements
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