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1 Reason for Change

Resolution of comments in section 5.4 (B016, B017, B018, B019, B020, B021, B022, B033, B034, B035, B036). 

	B016
	2009.03.17
	T
	5.4.1,

5.4.1.1
	Source: Telcordia

Form:  doc #0013

Comment: Title of Section 5.4.1 (“Subscribing to Location Notification”) appears to cover a super-set of other flows – including flow as currently included in Section 5.4.2 (“Subscribing to Location for a List of Targets”).

Either Title of Section 5.4.1should be changed, or Section 5.4.2 should be changed to a 4th-level heading under Section 5.4.1.

Proposed Change:  Modify section titles for 5.4.1 and 5.4.1.1  as follows:

5.4.1 Subscribing to Location Notification of a Single Target
5.4.1.1 Subscribing to Receive Current Location Notification of Information for a Single Target

Note: See related comment below, intended to clarify the intent of current material in Section 5.4.1.1 (consistent with the above title).
	Status: OPEN 

Done

	B017
	2009.03.17
	T
	5.4.1.1
	Source: Telcordia

Form:  doc #0013

Comment: Need to clarify what specific flow is being illustrated in Figure 3.  The initial sentence of this section states:

“The Figure 3 shows the flow when a LOCSIP Location Client subscribes to the location information of the Target.”
We suggest that this initial flow be limited to a basic flow for retrieval of the current location information of a single Target.  This would clearly differentiate it from the flows in Section 5.4.1.2 (periodic reporting), 5.4.1.3 (notification of potentially future events) and 5.4.2 (subscription to lists of Targets).

Proposed Change:  Modify initial sentence as follows:
“The Figure 3 shows the flow when a LOCSIP Location Client subscribes to receive the current location information of the a single Target.”

Also, should delete NOTE 2 (near end of the section), since it suggests repeated notifications based on some future conditions. Such a NOTE is more appropriate when applied to steps 9–13 of Section 5.4.1.3, for subsequent Area Event triggers (as already included in NOTE 2 of Section 5.4.1.3) – or when applied to steps 9-13 of Section 5.4.1.2, for periodic triggers (as already included in NOTE at end of Section 5.4.1.2).
	Status: OPEN 

Done

	B018
	2009.03.17
	T
	5.4.1.1
	Source: Telcordia

Form:  doc #0013
Comment: The final note in this section seems to be incorrect:  “NOTE 3: When the Location Client and the Location Server are in the same domain, the Watcher Agent is not needed.”

Since one role of the Watcher Agent is to limit the number of subscriptions for the Location Client (consistent with section 5.3.1.4 of [OMA PRSAD]), doesn’t such a Watcher Agent need to be in the path of all SIP SUBSCRIBE requests, in order to enforce such thresholds?

Proposed Change:  Replace NOTE 3 (in its entirety) with the following:

“The remaining figures in this document only illustrate the simplified case where the Location Client and Location Server are associated with the same SIP/IP Core network, and there is no Watcher Agent involved.”  
	Status: OPEN 

Done

	B019
	2009.03.17
	T
	5.4.1.2
	Source: Telcordia

Form:  doc #0013

Comment: When the Location Server initially receives the SIP SUBSCRIBE request in step 2, it should take action to retrieve the Target’s location information at that time, rather than waiting for the periodic reporting interval to expire before retrieving the initial location information for the Target.  (Otherwise, the Location Client might need to wait for an extended time before receiving any reports concerning the Target’s location.)  

The current description in Section 5.4.1.2 does not allow for the case where the Location Server initially sends a SIP NOTIFY request with an empty or neutral body (e.g., because it does not have immediate access to the Target’s location information) but shortly thereafter retrieves the Target’s location – and sends it in a SIP NOTIFY request without waiting until the periodic reporting interval next expires. 

Proposed Change:  To accommodate the above case, should modify step 9 as follows:
9.  Upon receipt of the SIP SUBSCRIBE request, as well as when When the time specified by the periodic trigger is reached, the Location Server retrieves, if not already available, the location information of the Target and determines if a notification is to be sent out based on the subscription filter.
	Status: OPEN 

Done

	B020
	2009.03.17
	E
	5.4.1.3
	Source: Telcordia

Form:  doc #0013

Comment: Missing punctuation at end of “NOTE 1”

Proposed Change: Insert closing period (“.”) after final sentence in NOTE 1.
	Status: OPEN 

Done

	B021
	2009.03.17
	E
	5.4.2 (step 1)
	Source: Telcordia

Form:  doc #0013

Comment: Grammatical change

Proposed Change: In step 1, replace “…according to [RFC3265][RFC4662]  The ...” with “ ... according to [RFC3265] and [RFC4662].  The …”
	Status: OPEN 

Done

	B022
	2009.03.17
	E
	5.4.3 (step 3)
	Source: Telcordia

Form:  doc #0013

Comment: Grammatical and Punctuation changes

Proposed Change: In step 3 (2nd sentence), replace period (“.”) with comma (“,”) and modify as follows:

“If the “Expires” header is set to 0, the subscription will be terminated., indicating the canceling cancellation of a subscription operation.” 
	Status: OPEN 

Done

	B033
	2009.03.03
	T
	5.4.1.1
	Source: Ericsson

Form: OMA-CONR-2009-0014
Comment: Watcher Agent should work as a proxy in order to align with Presence (see SIMPLE TS G.1.2.9)
Proposed Change: Modify the service flow diagram and update the description. Watcher Agent performs service authorization and forwards LOCSIP requests.
	Status: OPEN 

Done

	B034
	2009.03.03
	T
	5.4.1.3
	Source: Ericsson

Form: OMA-CONR-2009-0014
Comment: In Step 1 the list of trigger is unnecessary detailed and not aligned with TS 

Proposed Change: Make reference to {LOCSIPTS] instead.
	Status: OPEN 

Done

	B035
	2008.03.21
	T
	5.4.2
	Source: Ericsson

Form: OMA-CONR-2009-0014

Comment: The resource list should be resolved before step 6 since the first NOTIFY request contains the RLMI with the members list. 

Proposed Change: 
1. modify step 3 as:

“The RLS resolves the resource list and performs the necessary authorisation checks on the originator to ensure it is allowed to use the resource list.”
2. modify step 10 as below:

“The RLS resolves the resource list and generates the necessary SIP SUBSCRIBE requests to the Location Server for each individual Target on the resource list.”
3. Move “Note 1” to under step 3.
	Status: OPEN 

Done

	B036
	2009.03.03
	T
	5.4.2

5.4.4.2
	Source: Ericsson

Form: OMA-CONR-2009-0014
Comment: LOCSIP will use RLS XDMS and shared group XDMS will not be used.
Proposed Change: 
· Section 5.4.2 step 1, second paragraph. Change “shared group/list” to “resource list”.
· Section 5.4.4.2, change “Group/List” to “Resource List” in both title and text.
	Status: OPEN 

Done

	
	
	
	
	
	


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP TS document accordingly.

6 Detailed Change Proposal
Change 1:  Update section 5.4 according to the comments from consistency review
5.4 Flows

The flows in the following subchapters describe the logical flows that involve LOCSIP architectural functional entities but do not necessarily fully conform to all the details of protocols that will be used.

The procedure of XDM handling is not described in the high level procedure but can be assumed to take place depending on implementation either prior to or during the flow.

The Location Policy stored in the XDMS is needed when location authorization is performed.
The information stored in the XDMS is needed when:

· Retrieving the location for a group of users

· Performing access control and policy control in location data.
5.4.4 Subscribing to Location Notification of a Single Target
5.4.1.1 Fetching the Current Location of a Single Target
The Figure 3 shows the flow when a LOCSIP Location Client fetches the current location of a single Target. 
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Figure 3: Fetching the Current Location of Single Target
1. A Location Client that wants to retrieve the location information of a Target, sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications are to be sent.

2. The SIP/IP Core of the Location Client routes the request to the Watcher Agent.
3. The Watcher Agent performs the necessary authorisation checks per local policy to ensure the Location Client is allowed to use Location Service. 
4. Once authorisation checks are passed the Watcher Agent forwards the request to the Location Server via SIP/IP Core network.

5. 

6. 
7. 
8. 
9. 
10. 
11. The SIP/IP Core network of the Location Client resolves the address of the Target and routes the request to the SIP/IP Core network of the Location Server.
12. The SIP/IP Core network routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

13. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of the Target. 
14. Once authorisation checks are fully passed, the Location Server issues a SIP 200 OK to the SIP/IP Core network. If the authorization is pending a Target user interaction, the Location Server returns a SIP 202 Accepted response, which means the request has been accepted and understood, but does not necessarily imply that the subscription has been authorized yet.
15. The SIP/IP Core network of the Location Server forwards the response to the SIP/IP Core network of the Location Client.
16. The SIP/IP Core network of Location Client forwards the response to the Watcher Agent.
17. The Watcher Agent forwards the response to the SIP/IP Core network of the Location Client.
18. The SIP/IP Core network of the Location Client forwards the response to the Location Client.

Steps 13 to 16 are optional and do not have to be performed if step 19 can be performed directly after step 12.

19. As soon as the Location Server sends a SIP 200 OK or a SIP 202 (Accepted) response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. If the Location Information is not available or if the request is not yet authorized, it sends a SIP NOTIFY request with an empty or neutral body. The SIP NOTIFY request is sent to the SIP/IP Core network  of the Location Client.
20. The SIP/IP Core network of the Location Client forwards the SIP NOTIFY request to the Location Client.

21. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

22. The SIP/IP Core network forwards the SIP 200 OK response to Location Server.
23. The Location Server retrieves needed location information. The Location Server then determines that a notification is to be sent. The determination is based on the filter criteria, requested QoS and available location information. 
24. The Location Server enforces the policy control function.  It may perform the appropriate actions and/or transformations before delivering the location information to the Location Client.
25. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. The SIP NOTIFY request contains location estimate, a feature tag for location service, and possibly an indication of subscription termination if it is the last notification.  The SIP NOTIFY request may also contain the QoS information and/or some location policies applicable to the Location Client.
NOTE 1: If the positioning attempt fails or is rejected due to privacy control, the SIP NOTIFY request includes proper failure reason and the indication of subscription termination.

26. The SIP/IP Core network of the Location Client forwards the SIP NOTIFY request to the Location Client
27. 
28. 
29. 
30. 
31. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

32. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE 2: The remaining figures in this document only illustrate the simplified case where the Location Client and Location Server are associated with the same SIP/IP Core network, and there is no Watcher Agent involved.
5.4.1.2 Subscribing to the Notification of Periodic Trigger
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Figure 4: Flow for Subscribing to the Notification of Periodic Trigger

1. A Location Client sends a SIP SUBSCRIBE request to the Location Server requesting the location of the Target to be delivered periodically. This is done by including a filter document for periodic trigger in the body of the SIP SUBSCRIBE request. 
2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Location Server.

3. The Location Server authorizes the subscription and interprets the subscription filter. If the authorization succeeds, the Location Server sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the filter is understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the Location Client.
Steps 5 to 8 are optional and do not have to be performed if step 10 can be performed directly after step 3.
5. The Location Server sends a SIP NOTIFY request with an empty or neutral body to the SIP/IP Core network.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

7. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

9. Upon receipt of the SIP SUBSCRIBE request, as well as when the time specified by the periodic trigger is reached, the Location Server retrieves, if not already available, the location information of the Target and determines if a notification is to be sent out based on the subscription filter. 

10. The Location Server enforces the location policy and generates a SIP NOTIFY request including the location result. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. 
11. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

12. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

13. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE: Steps 9 to 13 will be repeated during subscription period in order to get location of the Target periodically. 
5.4.1.3 Subscribing to the Notification of Area Event Trigger

[image: image4.emf]Location Client SIP/IP Core Location Server

1. SUBSC

RIBE

2. SUBSCRIBE

3. 200 OK

4. 200 OK

5. NOTIFY

6. NOTIFY

7. 200 OK

8. 200 OK

10. NOTIFY

11. NOTIFY

12. 200 OK

13. 200 OK

» » »

9. Retrieve target location 

and check if trigger 

condition is fulfilled


Figure 5: Flow for Subscribing to the Notification of Area Event Trigger

1. The Location Client sends a SIP SUBSCRIBE request to the Location Server in order to start an area event trigger session. This is done by including a filter in the body of the SIP SUBSCRIBE request. The filter indicates the condition for area event trigger.
· 
· 
· 
· 
2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Location Server.
3. The Location Server authorizes the subscription and interprets the subscription filter. It sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the subscription filter is understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the Location Client.
Steps 5 to 8 are optional and do not have to be performed if step 10 can be performed directly after step 3.
5. The Location Server sends a SIP NOTIFY request with an empty or neutral body to the SIP/IP Core network.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

7. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

9. The Location Server monitors the location of the Target and check if the trigger condition is fulfilled. In this case, a notification is triggered. 
10. The Location Server sends a SIP NOTIFY request along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. The SIP NOTIFY request may contain the location estimate and a timestamp. If it is the last notification, the SIP NOTIFY request should also contain an indication of subscription termination.
11. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.
12. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

13. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE 1: Steps 10 to 13 are optional depending on if the trigger condition is met. If the trigger condition has never been met and the stop time is reached, a SIP NOTIFY request will be sent back to the Location Client indicating the subscription is terminated. Please refer to the flow “Expiry of a Subscription”.
NOTE 2:  Steps 9 to 13 will be repeated during the subscription period if the filter condition indicates repeated reporting is needed. 
5.4.1.4 Expiry of a Subscription
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Figure 6: Flow for Subscription Expiry Notification

1. The lifetime of a subscription expires and there is no refreshing transaction to update the subscription.

2. The Location Server issues a SIP NOTIFY request indicating the subscription has expired.

3. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

4. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.
5. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.
5.4.1.5 Subscription Authorization Failure
A Watcher Agent or Location Server can deny a subscription request from a Location Client if the Service Provider has blocked the Location Client from subscribing to Target’s location. In this case, the Watcher Agent or Location Server sends a 403 Forbidden message in response to a subcription request. 
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Figure 7: Flow for Subscription Authorization Failure
1. A Location Client that wants to retrieve the location information of a Target sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Watcher Agent or Location Server, based on the address of the Target and the feature tag for location service.

3. The Watcher Agent or Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of Target. In this scenario, the Service Provider has blocked the Location Client from receiving the Target’s location information and therefore, the authorization fails.
4. The Watcher Agent or Location Server sends a SIP 403 Forbidden response to the SIP/IP Core. 
5. The SIP/IP Core forwards the response to the Location Client.

5.4.5 Subscribing to Location for a List of Targets


[image: image7.emf]Location Client SIP/IP Core RLS

1. SUBSCRIBE

2. SUBSCRIBE

3. Authorization Check

4. 200 OK

5. 200 OK

12. NOTIFY

13. 200 OK

11. NOTIFY 

14. 200 OK

7. NOTIFY

8. 200 OK

6. NOTIFY 

9. 200 OK

10. Subscribe to the location 

of all members in the list and 

handle notifications


Figure 8: Flow for Subscribing to Location for a List of Targets
1. A Location Client that wants to retrieve the location information of a list of Targets, sends a SIP SUBSCRIBE request containing the Target list, an indication of “eventlist” support and the duration of subscription, according to [RFC3265] and [RFC4662]. The SIP SUBSCRIBE request may include the required QoS and filter criteria when the notifications are to be sent. 

The Target list can be either a pre-defined list or a Request-Contained Resource List. The pre-defined list refers to an existing resource list stored in RLS XDMS and is identified by the request URI. The Request-Contained Resource List includes a URI-list in the SIP SUBSCRIBE request according to [URILISTSUB].

2. The SIP/IP Core network forwards the request to the correct RLS based on the address of Target list and resource list service indication.
3. The RLS performs the necessary authorisation checks on the originator to ensure it is allowed to use the resource list. 

4. Once authorisation checks are successful, the RLS issues a SIP 200 OK to the SIP/IP Core. 

5. The SIP/IP Core network forwards the response to the Location Client.

6. The RLS resolves the Target list into individual targets and generates a SIP NOTIFY request including the RLMI document as a result of the SIP SUBSCRIBE request. The RLMI document describes all the members in the list, as well as the location information for the Targets about which it already knows.
Note 1: For Resource List, the RLS fetches the resource list document from the XDMS using XCAP, as defined in [XDM_Core]. For Request-Contained Resource List, the RLS extracts the URIs in the URI-list directly from the body part of initial SIP SUBSCRIBE request.

7. The SIP/IP core forwards the SIP NOTIFY request to the Location Client.

8. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

9. The SIP/IP Core forwards the SIP 200 OK response to RLS.

10. The RLS generates the necessary SIP SUBSCRIBE requests to the Location Server for each individual Target in the list.

11. When the notification condition is fulfilled, the RLS generates a SIP NOTIFY request with multipart format.  The RLS includes the RLMI document, copies/aggregates the body of the received SIP NOTIFY request(s) from Location Server into the body of the outgoing SIP NOTIFY request and sends it to the Location Client.
12. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.
13. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 
14. The SIP/IP Core forwards the SIP 200 OK response to RLS.

NOTE 2: Steps 11 to 14 will be repeated within subscription period whenever the filter condition is fulfilled, for instance when any Target in the list enters the defined trigger area. 
5.4.6 Canceling/Refreshing a Location Subscription

5.4.6.1 Location Client Initiated Canceling/Refreshing
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Figure 9: Flow for Location Client Initiated Subscription Cancellation/Refreshing

1. A Location Client sends a SIP SUBSCRIBE request on the same dialog as the existing subscription, with an “Expires” header field indicating the new duration of the subscription, according to [RFC3265]. To refresh the subscription, the “Expires” header field should be set to the new expiration time.  To terminate the subscription, the “Expires” header field should be set to 0.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

3. The Location Server accepts the SIP SUBSCRIBE request and updates the duration of subscription to the new expiration time specified by the “Expires” header. If the “Expires” header is set to 0, the subscription will be terminated, indicating the cancellation of a subscription operation. After that, the Location Server sends a SIP 200 OK response to the SIP/IP Core. 
4. The SIP/IP Core forwards the response to the Location Client.

5. Location Server sends a SIP NOTIFY request to the SIP/IP Core network according to [RFC3265]. For refreshing subscription, the SIP NOTIFY request contains  a "Subscription-State" header with value "active" together with an "Expires" header indicating the time remaining on the subscription.  For cancelling subscription, the SIP NOTIFY request contains a “Subscription-State” header field with value “terminated”. 
6. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
7. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

8. The SIP/IP Core forwards the SIP 200 OK response to the Location Server.

5.4.6.2 Location Server Initiated Canceling/Refreshing
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Figure 10: Flow for Location Server Initiated Subscription Cancellation/Refreshing

1.
The Location Server sends a SIP NOTIFY request with a “Subscription-State” header field to inform the new state of location subscription according to [RFC 3265]. If the subscription is cancelled,  the “Subscription-State” is set to “terminated”. If the subscription is refreshed, the “Subscription-State” header field is set to “active” and the new expiration time is included in the SIP NOTIFY request.
2. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

3. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

4. The SIP/IP Core network forwards the SIP 200 OK to the Location Server.
5.4.7 Subscribing to Changes of XDMS
5.4.7.1 Location Server Subscribing to Changes in Location Policy Data
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Figure 11: Subscribing to Changes in Location Policy Data
1. A Location Server that wishes to subscribe to the changes made to the Location Authorization/Policy Rules document, sends a SIP SUBSCRIBE request with the “Event” header field set to “xcap-diff” as described in [XDM_Core]. The Request-URI of the SIP SUBSCRIBE request is set to the public user identity of the Target whose documents the Location Server wishes to subscribe to. 

2. The SIP/IP Core forwards the request to the appropriate XDMS.

3. The XDMS accepts the subscription and responds with a SIP 200 OK.

4. The SIP/IP Core forwards the response to the Location Server.

5. The XDMS sends the first SIP NOTIFY request, which is used in order to synchronize the XDMS and Location Server on a common “baseline” document as described in [IETF-XCAP_Diff].

6. The SIP/IP Core forwards the SIP NOTIFY request to the Location Server.

7. The Location Server accepts the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core forwards the SIP 200 OK response to the XDMS.

9. The Location Server fetches using HTTP (XCAP) GET request the version of the document indicated (with the Etag) in the received SIP NOTIFY request, as defined in [IETF-XCAP_diff] and [XDM_Core].

10. The version of the document requested is provided by the XDMS.

11. When changes occur in the Location Authorization/Policy Rules document, the XDMS informs the Location Server about the changes through a SIP NOTIFY request with the changed data.
12. The SIP/IP Core forwards the SIP NOTIFY request to the Location Server.

13. The Location Server responds to the SIP NOTIFY request with a 200 OK response.

14. The SIP/IP Core forwards the 200 OK response to the XDMS.

5.4.7.2 RLS Subscribing to Changes in Group/List
The RLS SHALL support subscriptions to changes in the group/list documents stored in XDMS as specified in [XDM_Core] “Subscriptions to Changes in the XML Documents”.

5.4.8 Authorization using GPM
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Figure 12: Flow for permissions checking with GPM

1. The Location Server sends an authorization request to the GPM. This request may include parameters such as the identity of the requester, the required QoS, the location of the Target, etc
2. The GPM performs the authorization checks by internal means that are out of scope of this document.

3. The GPM returns an authorization response to the Location Server. The response may contain indications pertaining to what kind of location information the Location Server is allowed to return to the Location Client.

Note: the authorization request should be performed every time the Location Server delivers location information.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 23)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 23 (of 23)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

_1280315242.vsd
Location Client


SIP/IP Core


Location Server


1. SUBSCRIBE


2. SUBSCRIBE


3. 200 OK


4. 200 OK


5. NOTIFY


6. NOTIFY


7. 200 OK


8. 200 OK


10. NOTIFY


11. NOTIFY


12. 200 OK


13. 200 OK


9. Retrieve target location and check if notification should be sent out



_1294735834.vsd
Location Client


LC SIP/IP 
Core


Watcher Agent


1. SUBSCRIBE


13. 200 OK


LS SIP/IP 
Core


Location Server


2. SUBSCRIBE


16. NOTIFY


12. Authorization


14. 200 OK


3. 202 Accepted


4. 202 Accepted


10. SUBSCRIBE


11. SUBSCRIBE


5. NOTIFY


6. NOTIFY


7. 200 OK


8. 200 OK


19. 200 OK


20. Retrieve Target Location and evaluate filter criteria


21. Enforce Location Policy


22. NOTIFY


26. NOTIFY


27. NOTIFY


28. 200 OK


29. 200 OK


25. 200 OK


9. SUBSCRIBE


15. 200 OK


17. NOTIFY


18. 200 OK


23. NOTIFY


24. 200 OK



_1294736660.vsd
Location Client


SIP/IP 
Core


Watcher Agent/
Location Server


1. SUBSCRIBE


2. SUBSCRIBE


4. 403 Forbidden


5. 403 Forbidden


3. Authorization Failure



_1299490970.vsd
Location Client


LC SIP/IP 
Core


Watcher Agent


1. SUBSCRIBE


8. 200 OK


LS SIP/IP 
Core


Location Server


2. SUBSCRIBE


13. NOTIFY


7. Authorization


9. 200 OK


14. NOTIFY


15. 200 OK


5. SUBSCRIBE


6. SUBSCRIBE


11. 200OK


12. 200 OK


16. 200 OK


17. Retrieve Target Location and evaluate filter criteria


18. Enforce Location Policy


19. NOTIFY


20. NOTIFY


21. 200 OK


22. 200 OK


4. SUBSCRIBE


10. 200 OK


3. Service Authorization



_1294735962.vsd
Location Client


SIP/IP Core


RLS


1. SUBSCRIBE


2. SUBSCRIBE


10. Subscribe to the location of all members in the list and handle notifications


3. Authorization Check


4. 200 OK


5. 200 OK


12. NOTIFY


13. 200 OK


11. NOTIFY 


14. 200 OK


7. NOTIFY


8. 200 OK


6. NOTIFY 


9. 200 OK



_1280315287.vsd
Location Client


SIP/IP Core


Location Server


1. SUBSCRIBE


2. SUBSCRIBE


3. 200 OK


4. 200 OK


5. NOTIFY


6. NOTIFY


7. 200 OK


8. 200 OK


10. NOTIFY


11. NOTIFY


12. 200 OK


13. 200 OK


»


»


»


9. Retrieve target location and check if trigger condition is fulfilled



_1280315331.vsd
Location Server


SIP/IP Core


XDMS


1. SUBSCRIBE


2. SUBSCRIBE


3. 200 OK


4. 200 OK


11. NOTIFY


12. NOTIFY


13. 200 OK


14. 200 OK


5. NOTIFY


6. NOTIFY


7. 200 OK


8. 200 OK


9. HTTP (XCAP) GET


10. HTTP (XCAP) OK



_1273991540.vsd
Location Client


SIP/IP 
Core


Location Server


1. SUBSCRIBE


2. SUBSCRIBE


3. 200 OK


4. 200 OK


5. NOTIFY


6. NOTIFY


7. 200 OK


8. 200 OK



_1274614209.vsd
Location Client


SIP/IP   Core


Location Server


2. NOTIFY


3. NOTIFY


4. 200 OK


5. 200 OK


1. Subscription Expires



_1275892941.vsd
Location Server


GPM


1. Authorization request


3. Authorization response


2. Authorization



_1273991486.vsd
Location Client


SIP/IP 
Core


Location Server


1. NOTIFY


2. NOTIFY


3. 200 OK


4. 200 OK



