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1 Reason for Change

Resolution of comments C032. 

	C032
	2009.03.20
	T
	
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: It’s not clear how the emergency service is supported by LOCSIP

Proposed Change: 

Add clarification to the TS
	Status: OPEN 
CLOSED


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP TS document accordingly.

6 Detailed Change Proposal

Change 1:  Add Emergency location service support in Location Client 
5.1.2 Emergency Location Subscription 

In case of emergency location subscription, the Location Client SHALL include a "Priority" header field parameter with value “emergency” in the SUBSCRIBE request, indicating the importance of the request to the Location Server, 
The IMS network SHALL be able to discriminate between emergency sessions and other sessions and allow special treatment of emergency sessions (e.g. with respect to filtering, higher priority, routing, QoS).
Change 2:  Remove QoS class emergency in Location QoS 

5.1.9 Content of the Location QoS Document
Location QoS Document specifies parameters which define the expected quality of location information (location QoS parameters).  Location QoS parameters are location type, maximum uncertainty, maximum response time,  maximum age,  required civic elements, and QoS class. 
The Location QoS Document starts with a top-level XML element called "location-qos", which contains one or more location QoS parameters.  The semantics of multiple elements inside a “location-qos” element is a logical AND.
The "locationType" element defines the type of location information that is requested by the Location Client.  Possible values are “geodetic” (to receive location inforamtion in geospatial format based on a subset of GMLv3), “civic” (to receive civic location information) or “all” (to receive location information in both civic and geodetic form). The example is given below.

<location-qos>

  <locationType>geodetic</locationType>

</location-qos>

The maximum uncertainty parameter is defined with “maxUncertainty” element. This element specifies maximum size of a positioning uncertainty area or volume at a given confidence.  The "horizontal" and "vertical" elements are numerical values that contain a decimal value in meters.  Maximum uncertainty values MUST be greater than zero. The "confidence" attribute of this element includes the confidence level (expressed as a percentage) that the uncertainty is evaluated at.  The default confidence attribute value is 95%.  

An example of Location QoS Document which is specified with preferred maximum uncertainty parameter is given below.

<location-qos>

  <maxUncertainty confidence=”67”>

           <horizontal>150</horizontal>

  </maxUncertainty>

</location-qos>

The “maxResponseTime” element defines maximum allowable time needed for the Location Server to send a response with the Location Information after having received a location request. The value of “maxResponseTime " element is expressed as a non negative integer in units of seconds.
An example of Location QoS Document which specifies maximum preferred horizontal uncertainty of 150 meters and maximum response time of 60 seconds is given below.

<location-qos>
  <maxUncertainty confidence=”67”>

           <horizontal>150</horizontal>

  </maxUncertainty>

  <maxResponseTime>60</maxResponseTime>

</location-qos>

The “maxAge” element indicates the maximum age of Location Information. The value of “maxAge" element is expressed as a non negative integer in units of seconds. An example given below illustrates the case when Location Client would like to receive current Location Information. 

<location-qos>

   <maxAge>0</maxAge>

</location-qos>

The "requiredCivic" element represents the requirements of a Location Client for civic address information.  A Location Client can specify the address elements that need to be present in the civic address in order for the location information to meet their quality requirements.

The "requiredCivic" element contains a whitespace-separated list of element names.  These can be interpreted as XPath [W3C.REC-xpath-19991116] expressions that are evaluated in the context of the "civicAddress" element [RFC5139].  These XPath statements are restricted to use of qualified names only (using the response document namespace context) and the "/" separator; that is,  the only permitted axis is the "child::" axis.  All child nodes of elements (including attributes and textual content) are treated as belonging to an element.” (from [I.D.thomson-location-quality])
An example of Location QoS Document which specifies that country, state (or equivalent) and post code civic address elements of Location  Information are provided, is given below. This example is based on an example of specifying required civic address fields in [I.D.thomson-location-quality].

<location-qos>

       <requiredCivic

           xmlns:ca="urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr">

         ca:country ca:A1 ca:PC

       </requiredCivic>

</location-qos>

The Location Server SHOULD NOT restrict civic address information to the fields indicated in “requiredCivic” element. Additional fields MAY be provided.
The QoS class is defined with “class” attribute in top element “location-qos”. The attribute may have one of two values: “assured” and “bestEffort”.   The "bestEffort " value is considered as the default value in the case that there is no QoS class attribute definition provided in the request. An example of Location QoS Document is given below. Document specifies that the location request should be discarded if Location Server cannot provide Location Information with maximum of 150 meters horizontal uncertainty size at 95% confidence, and the maximum age should not be greater than 600 seconds..

<location-qos class=”assured”>

  <maxUncertainty>

           <horizontal>150</horizontal>

  </maxUncertainty>
  <maxAge>600</maxAge>
</location-qos>

Change 3:  Emergency location subscription handling in Location Server 

5.2.1 Handling of location subscriptions 

Before accepting a SUBSCRIBE request, the Location Server SHALL perform authorization of the subscription attempt of the Location Client per Target’s Location Information policy.  If the Location Server accepts the SUBSCRIBE request, the Location Server SHALL process the SUBSCRIBE request in accordance with [RFC3265] and [RFC3856] with the following clarification:

The location conditions SHALL be excluded when evaluating the authorization rules. This allows a Location Client to subscribe to the Target when the Location Information doesn’t exist and receive notifications later whenever the Location Information is available. 

If the Target is identified by a SIP URI and also a tel URI, the Location Server SHALL consider these URIs equivalent for the purposes of event package subscriptions.

The Location Server SHALL accept only SUBSCRIBE requests which include a Feature tag for location service (as described in Appendix D). 
The Location Server MAY have a local policy to limit the maximum number of simultaneous subscriptions to a Location Information. The local policy MAY be on a per-Target basis. If the Location Server determines to reject an initial subscription due to the current number of active subscriptions to the Target being equal to or greater than the maximum, the Location Server SHALL send a 503 (Maximum number of subscriptions exceeded) response. The response SHOULD include the Retry-After header field (e.g. based on the expiry of active subscriptions), in order to suggest to the Location Client not to retry the subscription prior to the Retry-After time.

The Location Server processes the Location Information before delivering it to the Location Clients by applying the following steps in this order:

1) Location Rules (see section 5.2.1.1) 
2) Event notification suppression (see section 5.2.1.2)
3) Location QoS handling (see section 5.2.1.3)

4) Location event notification filtering (see section 5.2.1.4)
5) Event notification throttling (see section 5.2.1.5)

6) Generating Entity Tags (see section 5.2.1.6)
7) Notification generation (see section 5.2.1.7)
Before applying Location Rules, LOCSIP MAY either:

· Evaluate and apply Location Rules itself or

· Delegate the evaluation of Location Rules to GPM 

The policies to authorize the Location Client’s subscription request are described in Appendix C "LOCSIP XDMS Application Usages". Rules handling with GPM is described in chapter 5.9.
The Location Server SHALL be able to detect an emergency session when the value of “Priority” header in the SUBSCRIBE request is “emergency”. The Location Server SHALL handle emergency subscription with higher priority level and skip the location rules enforcement. 
Change 4:  Notification Generation for Emergency Location Subscription
6.1.1.1 Generation of Notifications

At the last step of subscription to Location Information processing, the Location Server SHALL generate new NOTIFY requests for each Location Client and transmit each of those to the respective Location Client when the content of the new notification is different from the last one that was transmitted to the Location Client.

If the Location Server supports the notifier procedures defined in [IETF-SubNotEtag] and the Location Client requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the Location Server SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag]. 

The Location Server SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.
The Location Server SHALL reflect back the “Priority" header in the NOTIFY requests, e,g, set the value of “Priority” header to “emergency” for the emergency location subscription.
Change 5:  Describe emergency location service handing in Watcher Agent 

5.8 Watcher Agent 
LOCSIP reuses the Watcher Agent (WA) entity from OMA Presence SIMPLE framework. 

The WA SHALL support the service authorization and traffic optimization for location subscriptions, according to the procedures described in [PRS_SPEC] “Watcher Agent”, with the following clarifications:

The following functions are supported by Presence WA but not used in LOCSIP:

1) The event notification suppression as described in section 5.4.3 in [PRS_SPEC].

The WA SHALL support the following LOCSIP specific extensions:

· Accept the SUBSCRIBE request with the feature tag for location services (as described in Appendix D), and include it in requests towards Location Server.
· Ignore the service authorization and prioritize the incoming subscriptions based on the value of “Priority” header in the SUBSCRIBE request.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

