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1 Reason for Change

The CR is related to the resolution of LOCSIP AD Consistency Review comments B010, B011, and B023.
	B010
	2009.03.17
	T
	5.3.1.2 and 5.3.1.4
	Source: Telcordia

Form:  doc #0013

Comment: Since Watcher Agent and Resource List Server were specified in the OMA Presence Enabler, these FEs should not be considered as “LOCSIP Functional Entities”

Proposed Change:  Move Sections 5.3.1.2 and 5. 3.1.4 (using fourth-level headings) under section 5.3.2 (“External Entities Providing Services to LOCSIP”)

	B011
	2009.03.17
	T
	5.3.1.x
	Source: Telcordia

Form:  doc #0013

Comment: Since Location Policy XDMS is depicted as a solid box in Figure 1, an additional 5.3.1.x should be added to describe this FE under  “LOCSIP Functional Entities”

Proposed Change:  Add new 5.3.1.x “Location Policy XDMS” section

	B023
	2009.03.17
	E
	5.5
	Source: Telcordia

Form:  doc #0013

Comment: The final sentence in Section 5.5, “The LOCSIP security function is described in Section 5.4.” appears to be incorrect.
Proposed Change:  Change sentence to correct the section reference, or delete this sentence.


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR.
6 Detailed Change Proposal
Change 1:  CONRR Comment B010:  Move Sections 5.3.1.2 (HSA) and 5.3.1.4 (RLS) under section 5.3.2 (“External Entities Providing Services to LOCSIP”)
5.3 Functional Components and Interfaces/reference points definition

5.3.4 LOCSIP Functional Entities

5.3.4.1 Location Client

A Location Client is an entity that requests Location Information about one or multiple Targets.  For this, a Location Client supports the following:

· Subscribes to Location Information using [Error! Reference source not found.], [Error! Reference source not found.], [RFC5367] and [LOCSIP-TS].
5.3.4.2 

5.3.4.3 Location Server

The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying policies retrieved from the Location Policy XDMS.

The Location Server supports the following:

· Receives and authorizes subscriptions from a Location Client and RLS and distributes Location Information using [Error! Reference source not found.] and [LOCSIP-TS];

· Subscribes to changes to documents stored in the Location Policy XDMS and Shared List XDMS;

· Fetches documents from the XDMS. Two types of document are retrieved, location policy documents from Location Policy XDMS and URI list information from the Shared List XDMS. URI list information is needed when lists of user identities in policy documents are defined using URI lists.

The Location Server has two options to communicate with Location Policy XDMS:

· Communicating with GPM for location policy and GPM provides the results, 

· Access Location Policy XDMS for obtaining the documents.
5.3.4.4 

Change 2:  CONRR Comment B011:  Add new Section 5.3.1.3 for Location Policy XDMS
5.3.1.3 Location Policy XDMS
The Location Policy XDMS supports XDMS procedures as described in [XDM_Core]. It stores location policy documents as described in [LOCSIP-TS].
5.3.5 External Entities Providing Services to LOCSIP

5.3.5.1 SIP IP/Core

The SIP/IP Core is a network of servers, such as proxies and/or registrars that perform a variety of services in support of LOCSIP (e.g., routing, authentication).  The SIP/IP Core includes a number of [RFC3261] compliant SIP proxies and SIP registrars. The SIP/IP Core performs the following functions that are needed to support the LOCSIP Enabler:

· Routes the SIP signalling between the LOCSIP functional entities;

· Provides discovery and address resolution services;

· Supports SIP compression/decompression;
· Performs authentication and authorization of the LOCSIP functional entities;

· Maintains the registration state;

· Provides charging information.

The specific features offered by different types of SIP/IP Core networks will depend on the particulars of those networks. When LOCSIP is realized using IMS or MMD, it will utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-B], respectively
Alternatively, other SIP/IP Core networks may be utilized as long as they perform at least the aforementioned functionality.
5.3.5.2 Home Subscription Agent
Home Subscription Agent (HSA) functionality is specified in [OMA-PRS_AD]. The HSA is located in the domain of the Location Client and controls its LOCSIP service use.
5.3.5.3 Resource List Server (RLS)

The RLS functionality is specified in [OMA-PRS_AD] and [OMA-PRS_RLS].
5.3.5.4 XML Document Management Server (XDMS)

The functionality of the XDMS is described in [Error! Reference source not found.].
5.3.5.4.1 Shared List XDMS
The Shared List XDMS documents format and usage are specified in [RFC4826] section 3 Resource Lists Document. 

5.3.5.4.2 RLS XDMS

The RLS XDMS document format and usage are specified in [RFC4826] section 4 RLS Services Document.

5.3.5.5 Aggregation Proxy 

The functionality of the Aggregation Proxy is described in [Error! Reference source not found.].

5.3.5.6 XML Document Management Client (XDMC)

The XDMC is defined in [Error! Reference source not found.] and supports the following functions:
· Manages XML documents;

· Subscribes to changes to documents stored in any XDMS.
5.3.5.7 Global Permission Management (GPM)

The GPM is defined in [OMA-GPM_AD]. It is optional in the LOCSIP architecture. In case it is implemented, it provides the following functions:

· Evaluate and process permissions rules
· Return to the Location Server a decision on the release of location information
Note: the permission rules are stored on a Location Policy XDMS. How GPM obtains the permissions rules is out of scope of this specification.

Change 3:  CONRR Comment B023:  Delete final sentence in Section 5.5, since LOCSIP security is the subject of Section 5.5 itself (i.e., no section reference needed here)
5.4 Security Considerations

This section describes the mechanisms required for the secure operation of LOCSIP.
Security mechanisms provide protection to the LOCSIP service environment. The following aspects of security are considered: SIP signalling security, location information security and XDM security.
For SIP signalling security in general, LOCSIP rely on the security mechanisms provided by the SIP/IP Core network.  However, location information is particularly sensitive from a privacy perspective and the Location Server cannot always trust that the SIP/IP Core network provides adequate confidentiality and integrity protection of the location information. A mechanism for protection of the location information from Location Server to Location Client is thus defined. 
The XDM security is specified in [OMA XDMAD].
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