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1 Reason for Contribution

Socialization of generic extension messaging concept for SUPL 3.0.  
2 Summary of Contribution

The generic extension messaging concept described below is intended both as an alternate, generic means of implementing some of the planned SUPL 3.0 SET-initiated use cases, but perhaps more importantly can also be used as a means of quickly implementing vendor extensions of these use cases, in response to specialized Network Operator requirements.  This latter capability might be particularly useful in cases where a feature deployment timetable does not allow for formal SUPL Standards changes, and/or for Network-side changes.  

A secondary benefit of this proposal might be that the data connection request message pair is reusable for other use cases, where the SLP wants the SET to open a data connection.  
3 Detailed Proposal

The material below describes generic SUPL messaging, in a context where direct routing is possible from a single SLP (probably because both SETs are associated with a single cellular network operator).  The concept is intended to be used for the extension of  SET-Initiated, SET-to-SET use cases.  The implementation involves a generic SUPL container message, plus support messages, which create a message channel analogous to that in existing SUPL POS messaging, but restricted to SET-to-SET use.  
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NOTE:
See <table> for timer descriptions
NOTE:
This use case involves more than one SUPL Session ID, i.e. one for the SLP-SET-1 connection and one for the SLP-SET-2 connection.  This works because a SET only needs to be aware of the session it maintains with the H-SLP, for internal message routing purposes.  The H-SLP, on the other hand, will need to keep track of both sessions, in order to fulfill its routing function.  The term “session set” is used below to denote the set of SUPL sessions associated with the “channel” between SET-1 and SET-2.  
A. For some reason, the SUPL Agent on a SET (SET-1) finds that it needs  to execute a use case which makes use of generic extension messaging between itself and another SET (SET-2). Using mechanisms which may be outside the scope of SUPL, SET-1 already has access to SET-2’s contact information.  SET-1 first takes appropriate action establishing, resuming, or continuing a secure connection to the H-SLP.

B. SET-1 sends a SUPL SET DELIVER message to the H-SLP.  This message contains 2 Target SET IDs, an optional  persistent connection duration, and a message payload.  The first Target SET ID specifies the sending SET (SET-1 in this example), and the second Target SET ID specifies the receiving SET (SET-2 in this example).  The persistent connection duration requested by the SET is an optimization for cases where a series of back-and-forth communications are expected between the participating SETs.  If duration is absent, then the intent is to end the session set once the payload has been delivered.  If present, the persistent connection duration SHOULD be granted by the SLP(s) involved in the connection, but whether they grant it or not, they SHALL at least deliver the message payload to the target SET.  In this latter case, the SLP(s) involved will omit the duration parameter from subsequent messages during this session set.  The details of the message payload are outside the scope of SUPL, but would typically be specified elsewhere, for example in Network-Operator-customer requirements.  

C. The H-SLP verifies from the Target SET ID provided, that the target SET-2 is directly accessible.  

D. The H-SLP sends a SUPL REQUEST DATACON message to the target SET-2 (using the same transport(s) as for a SUPL INIT message).  This message contains an optional persistent connection duration, which if present, SHALL be the same as that originally requested by SET-1.   The persistent connection duration requested by the SET is an optimization for cases where a series of back-and-forth communications are expected between the participating SETs.  If duration is absent, then the intent is to end the session set once the payload has been delivered.  The persistent connection duration requested SHOULD be granted by SET-2, but whether granted or not, SET-2 SHALL at least wait until receipt of the target payload from the SLP before closing the connection.  

E. SET-2 establishes a secure connection to the H-SLP.  

F. SET-2 sends a SUPL DATACON message to the H-SLP, thus confirming that it is prepared to process further messages.  

G. The H-SLP sends a SUPL SET DELIVER message to SET-2.  This message contains 2 Target SET IDs, and a message payload.  The first Target SET ID specifies the sending SET (SET-1 in this example), and the second Target SET ID specifies the receiving SET (SET-2 in this example).  

H. Illustrating a use case extension where messaging between SETs is 2-way , SET-2 sends a SUPL SET DELIVER message to the H-SLP.  This message contains 2 Target SET IDs, and a message payload.  The first Target SET ID specifies the sending SET (SET-2 in this example), and the second Target SET ID specifies the receiving SET (SET-1 in this example).  

I. The H-SLP sends a SUPL SET DELIVER message to SET-1.  This message contains 2 Target SET IDs, and a message payload.  The first Target SET ID specifies the sending SET (SET-2 in this example), and the second Target SET ID specifies the receiving SET (SET-1 in this example).  

J. This step represents possible additional SUPL messaging, using SUPL SET DELIVER messages.  Alternatively, this could represent a separate SUPL session, such as one involving positioning, with output used by this session set.  

NOTE:
It is expected that all participating SETs and SLPs will maintain internal timers to keep track of the persistent connection duration requested by SET-1.  On timer expiration, or when one of the participating SETs/SLPs needs to shut down the connection for any other reason, a SUPL END message SHALL be sent by that SET/SLP to all other SETs/SLPs to which it is connected, participating in that SUPL session set.  Thus, an SLP will send SUPL END to the 2 SETs to which it is connected.  Similarly, a SET will send a SUPL END to the SLP to which it is connected, and this will result in a second SUPL END message being sent by the SLP to the other participating SET.  This latter case is illustrated in the following 2 steps. 
K. SET-1 decides to end the SUPL session set, and sends a SUPL END message to the H-SLP.

L. Upon being informed by SET-2 that the SUPL session set has ended, the H-SLP sends a SUPL END message to SET-2.  

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend that this be presented for discussion at the March 23rd LOC conference call.  
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