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	Doc to Change:
	[OWSER ETR] OMA-ETR_OWSER-V1_0-20040216-D

	Classification:
	 FORMCHECKBOX 
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 2: Bug Fix
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	Source:
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	n/a


1 Reason for Change

If change request in document OMA-MWS-2004-XXXX-CR_OWSER_NI_Name Registration Protocol is approved, there will be a need to align the OWSER ETR with the OWSER Network Identity Specification. This change request provides the necessary changes to the ETR.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

There is an associated change request to this one, see document OMA-MWS-2004-0022-CR_OWSER_NI_Name Registration Protocol.

4 Intellectual Property Rights

The author is not aware of any IPR which pertains to this change request.

5 Recommendation

To implement the changes in section 6.

6 Detailed Change Proposal

Beginning of modified section

5.7 NI IdP Mandatory Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Identity federation and single sign on using LECP profile
	Verify that the LECP profile is supported.

	
	Identity federation and single sign on using browser artifact profile
	Verify that the browser artifact profile is supported.

	
	Name registration with SOAP/HTTP
	Verify IdP can correctly initiate and receive a name registration request. 

	
	Single sign out with SOAP
	Verify that IdP can correctly initiate and receive a single sign out request

	
	Federation termination with SOAP
	Verify IdP can correctly initiate and receive a federation termination request

	
	Authentication Context
	Verify that IdP can correctly receive and process an Authentication Context

	ERROR FLOW
	Identity federation and single sign on (LECP and Browser artifact profiles)
	Verify that an improperly composed request fails.

	
	Name registration (for SOAP/HTTP)
	Verify that an improperly composed request fails

	
	Single sign out with SOAP
	Verify that an improperly composed single sign out request fails

	
	Federation termination with SOAP
	Verify that an improperly composed federation termination request fails

	
	Authentication Context
	Verify that an improperly composed Authentication Context fails


End of modified section

Beginning of modified section

5.8 NI IdP Optional Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Identity Provider Introduction using a common domain cookie mechanism
	Verify IdP can correctly write into a common domain cookie

	
	Identity federation and single sign on using Browser POST profile
	Verify that the browser POST profile is supported.

	
	
	

	
	Name registration with HTTP-redirect
	Verify IdP can correctly initiate and receive a name registration request.

	
	
	

	
	Single sign out with HTTP GET
	Verify IdP can correctly initiate a single sign out request

	
	Single sign out with HTTP redirect
	Verify IdP can correctly initiate and receive a single sign out request

	
	Federation termination with HTTP redirect
	Verify IdP can correctly initiate and receive a single sign out request

	ERROR FLOW
	Identity federation and single sign on using Browser POST profile
	Verify that an improperly composed request fails.

	
	Name registration (for HTTP-redirect)
	Verify that an improperly composed request fails

	
	
	

	
	Single sign out (for both HTTP GET and HTTP-redirect)
	Verify that an improperly composed request fails

	
	Federation termination with HTTP redirect
	Verify that an improperly composed request fails


End of modified section

Beginning of modified section

5.9 NI SP Mandatory test requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Identity federation and single sign on using LECP profile
	Verify that the LECP profile is supported.

	
	Identity federation and single sign on using browser artifact profile
	Verify that the browser artifact profile is supported.

	
	Name registration with SOAP
	Verify SP can correctly initiate and receive a name registration request. 

	
	Single sign out with SOAP
	Verify that SP can correctly initiate and receive a single sign out request

	
	Federation termination with SOAP
	Verify SP can correctly initiate and receive a federation termination request

	ERROR FLOW
	Identity Provider Introduction using a LECP
	Verify failure of an improperly composed header sent in message from LECP to SP

	
	Identity federation and single sign on (LECP and Browser artifact profiles)
	Verify that an improperly composed response fails.

	
	Name registration (with SOAP profile)
	Verify that an improperly composed request fails.

	
	Single sign out with SOAP
	Verify that an improperly composed single sign out request fails

	
	Federation termination with SOAP
	Verify that an improperly composed federation termination request fails


End of modified section

Beginning of modified section

5.10 NI SP Optional test requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Identity Provider Introduction using a common domain cookie mechanism
	Verify SP can correctly read from a common domain cookie

	
	Identity federation and single sign on using Browser POST profile
	Verify that the browser POST profile is supported.

	
	
	

	
	Name registration with HTTP redirect
	Verify SP can correctly initiate and receive a name registration request.

	
	Single sign out with HTTP GET
	Verify SP can correctly receive a single sign out request

	
	Single sign out with HTTP redirect
	Verify SP can correctly initiate and receive a single sign out request

	
	Federation termination with HTTP redirect
	Verify SP can correctly initiate and receive a single sign out request

	
	Authentication context
	Verify SP can correctly generate and receive an authentication context

	ERROR FLOW
	Identity Provider Introduction using a common domain cookie mechanism
	Verify that an improperly composed common domain cookie fails

	
	Identity federation and single sign on using Browser POST profile
	Verify that an improperly composed response fails.

	
	Name registration (with HTTP-redirect profile)
	Verify that an improperly composed request fails.

	
	Single sign out (with HTTP GET and HTTP redirect)
	Verify that an improperly composed request fails.

	
	Federation termination with HTTP redirect
	Verify that an improperly composed request fails.

	
	Authentication context
	Verify that an improperly composed Authentication Context fails


End of modified section
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