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1 Reason for Change

This contribution proposes new definitions for section 3.1 and new abbreviations for section 3.2 of the Network Identity Phase 2 Architecture document is proposed.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the new definitions to section 3.1 and abbreviations to section 3.2 of the NI Phase 2 Architecture Document. Definitions and abbreviations are proposed based on terms currently used in the document. Some were taken from existing approved documents (OMA Dictionary, IMF RD and the OMA MWS NI RD). In other cases, the documents existed in the current MWS NI Phase 2 AD text. In the latter case, we also recommend that once agreed on the definitions, we remove them from the text were they may exist now in other sections (in particular definitions for ID-WSF Authentication Service, D-WSF Data Services Template, ID-WSF Discovery Service, ID-WSF Interaction Service, ID-WSF SOAP Binding, ID-WSF Security Mechanisms).

6 Detailed Change Proposal

3.2 Definitions

	Attribute
	An Attribute is a characteristic that describes a Principal.

	Attribute Provider
	A special type of Service Provider, whose service is to provide Attributes about a Principal.

	Attribute Sharing
	See Attribute Transfer.

	Attribute Transfer
	Transmission of a Principal’s Attribute from an Entity (i.e. an Attribute Provider) that manages it, on behalf of the Principal, to an Entity that requests it (e.g. a Service Provider).

	Authentication
	The process of verifying an Identity claimed by (or for) a Principal.

	Authentication Assertion
	An Assertion that can be sent from one Identity Provider (or an Identity Broker) to another Provider, which describes a successful Authentication of a Principal. An Authentication Assertion may also contain information such as for how long the Assertion is valid. An Authentication Assertion will also often include an Authentication Context, to notify the Provider what form of Authentication was used.

	Authentication Context
	The set of parameters (time, location, transaction value, etc.) within which a specific Authentication instance is acceptable, emphasising that a single Authentication instance may need to be re-established, perhaps with different mechanisms or classes of mechanisms, when some parameter changes.

	Authentication Service
	See ID-WSF Authentication Service.

	Authorisation
	A right or permission that is granted to a system Entity to access a system resource, or the process of granting the right or permission [RFC 2828].

	Circle of Trust
	One or more service providers and identity providers that have business relationships and operational agreements, and with whom users can transact business in a secure and apparently seamless environment.

	Data Service Template
	See ID-WSF Data Service Template.

	De-Federation
	A reversal of the process of Federation of two Accounts (belonging to the same Principal), or termination of the state of Identity Federation. De-Federation usually involves an exchange of messages among the systems which established the Identity Federation.

	Discovery
	A mechanism that allows requestors to discover resources and how to access those resources.

	Discovery Service
	See ID-WSF Discovery Service.

	End User
	An End User is a (human) user of a service. An End User is therefore a subset of the term Principal.

	Federation
	The binding of two or more Accounts (within an Authentication Domain or a Circle of Trust, where one of the Accounts is at an IDP) for a given Principal. Federation does not imply that Identity Attributes are being shared – it is simply a joining of two or more Accounts (e.g. for Single Sign On), after which Attributes could then be shared.

	Entity
	A thing with distinct existence. In this document the term Principal is regularly used as a subset of Entity, more specific to the Entities involved in an Identity Management enabler.

	Identifier
	A reference that uniquely maps to an Identity. One or more Identifiers are among the characteristics that define an Identity.

	Identity
	The characteristics by which an Entity or person is recognised or known.

	Identity Provider
	A special type of Service Provider role that creates, maintains, and manages Identity information for Principals, and can provide an Authentication Assertion to other Service Providers within an Authentication Domain (or even a Circle of Trust).

	ID-WSF Authentication Service
	The ID-WSF Authentication Service is a specification that allows generic identity authentication information exchange over SOAP in order to implement a WSC/WSP peer to peer authentication.

	ID-WSF Data Service Template
	The ID-WSF Data Service Template is a specification that defines common data access protocols to allow querying and modifying arbitrary data items according to the application (e.g. an application may simply use or extend the DST protocol to provide a basic query/modify interface to application clients without having to design or code such functionality itself).

	ID-WSF Discovery Service
	The ID-WSF Discovery Service is a specification that enables various entities (e.g. service providers) to dynamically discover a principal's registered services. Given the type of service desired, the Discovery Service responds with a service description containing WSDL for the desired identity service, provided that permissions set by the Principal allow the disclosure of these resources to the relevant entity. The Discovery Service can also function as a security token service, issuing security tokens to the requester that the requester will use in the request to the discovered identity service.

	ID-WSF Interaction Service
	The ID-WSF Interaction Service is a specification that allows an identity service to interact with the owner of a requested resource that it is exposing, in order to collect attribute values, or to obtain permission to share the data with a Web Services Consumer.

	ID-WSF Security Mechanisms 
	The ID-WSF Security Mechanisms is a specification that describes profiles and requirements for securing the discovery and use of web services. It includes security requirements to both protect privacy, and to ensure integrity and confidentiality of messages between service providers.

	ID-WSF SOAP Binding
	The ID-WSF SOAP Binding provides a SOAP-based invocation framework for identity services. This binding does not specify any contents for the SOAP body itself, but offers an extensibility model by defining headers addressing message exchange specifics (i.e. consent claims, affiliation declaration, etc)

	Interaction Service
	See ID-WSF Interaction Service.

	Pseudonym
	An arbitrary name assigned by the Identity Provider or Service Provider to identify a Principal to a given relying party, so that the name has meaning only in the context of the relationship between the relying parties.

	Security Mechanisms 
	See ID-WSF Security Mechanisms.

	Service Provider
	An Entity that provides services and/or goods to Principals.

	Single Log Out
	The ability for End Users to properly terminate all open connections, active services or relationships associated with a Single Sign On (SSO) Session, with one logout process. 

	Single Sign On
	The ability to use an Authentication Assertion from one Provider (an Identity Provider or an Identity Broker) at another Provider, in order to ease the burden (for a Principal) of having to authenticate to each Provider separately within a single Session.

	SOAP Binding
	See ID-WSF SOAP Binding.

	Trust
	The extent to which someone who relies on a system can have confidence that the system meets its specifications, i.e., that the system does what it claims to do and does not perform unwanted functions. [source:RFC2828]

	WS-Security
	WS-Security describes enhancements to SOAP messaging to provide quality of protection through message integrity, message confidentiality, and single message authentication. These mechanisms can be used to accommodate a wide variety of security models and encryption technologies.


3.1 Abbreviations

	AP
	Attribute Provider

	DS
	See ID-WSF DS

	DST
	Se ID-WSF DST

	IDP
	Identity Provider

	ID-WSF
	Identity Web Services Framework

	ID-WSF DST
	ID-WSF Data Service Template

	ID-WSF DS
	ID-WSF Discovery Service

	MWS
	(OMA) Mobile Web Services

	SOAP
	Simple Object Access Protocol

	SP
	Service Provider

	SSO
	Single Sign On

	WSC
	Web Services Consumer

	WSDL
	Web Services Description Language

	WSP
	Web Services Producer

	WS-SEC
	WS-Security
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