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1 Reason for Contribution

This contribution tries to progress the Group Management Specification to meet the needs for OMA POC.

2 Summary of Contribution

The proposed text for the GM Spec details how to manage Access Lists.

3 Detailed Proposal

4.2 Access list management

Access list management includes operations that allow the user equipment to reliably manipulate the access lists located in the GLMS and the related attributes.

The access list may be used in various services such as for example PoC. Each entry in an access list has an attribute describing for which services the entry is valid. The attribute is called “services”. The following description describes the generic behaviour and details the PoC usage of the access lists.

An access list may be used by the end user as a means of controlling the incoming talk session requests from other users or groups. An access list may contain identities of other users and groups.

There are two access lists per user: a user reject list and a user accept list. Both of these lists may contain a wildcard – “*” (meaning all other identities). Each URI may be listed in both user accept list and user reject list simultaneously. GLMS should check that the set of services for which an entry is valid in user reject list and the set of services for which the entry with the same URI is valid in user accept list are disjunct.

Using the asterisk the user can specify a default policy for his access lists. The default policy may differ service by service; this can be set by using the services attribute. If the asterisk is stated on the user reject list, talk session requests from unlisted subscribers shall be rejected. If the asterisk is stated on the user accept list, session requests sent by unlisted subscribers will not be rejected. Wildcards other than above-mentioned asterisk are not allowed.

The access lists are activated or deactivated by the setting of an attribute named “in use”. The value of the attribute shall be either “Y” (for yes, used) or “N” (for no, not used). The “in use” attribute is a common attribute of both access lists and is not attribute of each of the lists separately. The GLMS shall store together with the “in use” attribute also its timestamp, which is used for the caching mechanism.

The access lists shall be checked if the access lists are in use, and shall not be checked otherwise.

4.2.1 Access list attributes

Besides the implicit attribute of the owner and the type of the list (accept/reject) each of the access lists has the following attributes:

· Timestamp

· SIP PSI used to subscribe for changes. ( event package xml-change)

· List of user or resource list identities is a list of tuples, each tuple containing:

· SIP URI (PUI or PSI) , Resource list XCAP path or wildcard 

· Display name (optional)

· Filter  (optional)

The URI, Display name, and Services attributes are controlled by the UE. They shall not be modified by the GLMS.

The wildcard shall be represented as "*" (one single asterisk). Since "*" is not a valid URI, it’s possible to distinguish wildcard from URI. The wildcard “*” shall have no display name, the display name for “*” shall not be stored in the GLMS. The Validity Timestamp shall follow the rules for HTTP time stamps in RFC1123.

The GLMS shall allow the URI to be either a SIP URI or a TEL URI. A user is identified either by a TEL URI or a by SIP URI while a group is always identified by a SIP URI.

A tuple in an access list shall be uniquely identified by the URI part. No two tuples in the list shall have the same URI.

Display name shall be represented as an UTF8‑encoded UNICODE string.

Services shall be specified as a string of service names; services are delimited by a space. The service names are not case sensitive. The service names shall use only alphanumeric characters.

The service name for PoC shall be “PoC”. The service name for presence service shall be “presence”. Other services shall define their service names for themselves. 
The timestamp is used in order to make caching of lists possible on the UE.

4.2.2 Access list identities

The access lists have a XCAP identity; they are addressed on the UE-GLMS interface implicitly using the XCAP AUID  described in this specification.

4.2.3 Access list operations

The GLMS shall support the following operations on the access lists:

· Get the identities in the user accept list/user reject list

· Add identity to the user accept list/user reject list

· Remove identity from the user accept list/user reject list

· Modify attributes of an identity in the user accept list/user reject list

· Set the value of the “in use” attribute

· Get the value of the “in use” attribute

4.2.4 Access list policies

Only the owner of the lists is allowed to manage the lists and the “In Use” attribute.

4.2.5 Processing of access lists

When a service consults the access lists it only takes into account the entries of the access lists that are valid for the service, in other words only those for which the service is either explicitly listed in the “services” attribute of the entry or those for which the attribute is empty. 

The processing of access lists includes checking the “in use” attribute, locating the wildcard in the access lists and consulting other access list entries. The access lists shall be matched against the identity of the initiator of the talk session request; that is the SIP URI of the user or group that initiated the request.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The editor is asked to include the proposed text in the next revision of the OMA Group and List Management Specification.
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