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1. Scope

(Informative)

This document describes the architecture for Group Management as a common function used within the service enablers defined by OMA.  Due to the time pressure of some enablers it was agreed to start the work for group management focusing to their needs. Therefore the work is divided in two releases to support the early enablers with release one and the others with the secound release. 

This document is itended for the first release.  
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[@@@-RD]
	“@@@ Requirements”, Open Mobile Alliance, OMA-RD_@@@-Vx_y, URL:http://www.openmobilealliance.org/ 

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	[ARCH-INVENT]
	“Inventory of Existing Architectures in OMA”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-PRINC]
	“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	[OMA-CF]
	“OMA Common Functions”, <doc ref>, URL:http://www.openmobilealliance.org/

	[@@@-UC]
	“@@@ Use Cases”, <doc ref>, URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Collaborative Context Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Interface
	See [OMA-DICT].

	Reference Point
	See [OMA-DICT].

	System
	A functional entity 

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

(Informative)

This architecture document for OMA Group Management supports Poc, Presence and Instant messaging services enablers. As early enablers there are treared first. The specification needs to be upward compatible since other service enablers should be able to also use group mamangement as a common function. 

The group features enables the user to reuse communication relations
  for themselves, other users and services. Groups are created during the setup or normal usage of services. Once created (by operator or user) they can be used for other may be new services too.  

Due to the nature of common functions there are a lot links to service enablers that use it and partly influence the design. Ínterfaces to the service enablers should be as common as possible to reduce the number of interfaces to a minimum.  (Therefore the e.g. Pgm interface not only transports data between service enablers and the group management function but also addresses the different service enablers explicitely.)
Since the PAG WG is chartered to support the SIMPLE technology there is no support for other technologies implied.  
4.1 Target Audience

The target audience for this document includes but is not limited to the following:

· The Working Group(s) that will create specifications based on this subject matter

· Working Groups that need to understand and partly influence the architecture of this subject matter
· OMA - PoC WG

· OMA - MWG 

· OMA – GS  WG

· OMA – DM WG

· OMA – BAC WG

· OMA – LOC WG

· OMA – DS WG

· OMA – MWS WG
· Architecture Working Group (e.g. during Architecture Reviews as defined in [ARCH-REVIEW], to determine compliance of [ARCH-PRINC], etc.)

· Interoperability Working Group (e.g. for early analysis of interoperability requirements)

· Security Working Group 

4.2 Use Cases

4.3 Requirements

	Requirement ID/Number
	Phase Met
	Section(s)

	
	
	

	
	
	

	
	
	

	
	
	


Table 1: Example Table – Listed in the Table of Tables

4.4 Planned Phases

Due to the different stutus of different service enablers it was agreed to have two releases for Group Management. 
The work for group management is focusing on the needs of the early enablers and call it release one. 

We expect for release one not to completely cover all generic group management needs of all its potential using services. Therefore we decided to create a secound release to cover all functions necessary concerning the whole bunch of service enablers that can call for the common function group management.  

We plan to start with an initial architecture that contains all building blocks and is able to support the secound release without major changes to avoid migration problems.

5. Context Model

(Informative)

5.1 Context Diagram

5.1.1 Poc Architecture with GLMS as Group Mangement Entity
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Figure 1: PoC view on GM

Poc is using the group management as integral part of its architecture. In Figure 1 the GLMS and the GLMS-Management and Administration are directly related to group management. 
Comparing the interfaces with Figure 4 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 1

Poc view
	Figure 4
Generic GM

	
	Im
	GM-1

	
	Igs
	GM-2

	
	Itn 
	GM-3

	
	Ipl
	GM-4

	
	Ik
	GM-4

	
	Ie 
	GM-5


The identified interfaces related to group management are mainly the Ie, Igs and Im interface. During comparison with Figure 4 one can easy identify they are identical. The Ipl and the Ik interfaces are combined and is named Igse,
5.1.2 Presence Architecture with GLMS as Group Mangement Entity
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 Figure 2: Presence view on GM
The presence architecture as shown in Figure 2 also uses the GLMS entity to refer to group management. 
Comparing the interfaces with Figure 4 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 2

Presence view
	Figure 4

Generic GM

	
	Pm
	GM-1

	
	Pgs
	GM-2

	
	Not Applicable
	GM-3

	
	Pgm
	GM-4

	
	Not Applicable
	GM-5


5.1.3 Instant Messaging Architecture with List&Policy Server as Group Mangement Entity
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Figure 3: Instant Messaging view on GM
The Instant Messaging architecture as shown in Figure 3 uses the List & Policy Server entity to refer to group management. 
Comparing the interfaces with Figure 4 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 3

Instant Messaging view
	Figure 4

Generic GM

	
	Not Applicable
	?

	
	Xcap
	GM-1

	
	Not Applicable
	?

	
	Not Applicable
	?

	
	Not Applicable
	?


5.2 Context Collaboration Model


[image: image5]
Figure 4: Generic Group Management Architecture
5.3 Functional Entities:
5.3.1 Terminal Client

5.3.2 SIP / IP-Core

5.3.3 OMA Service Enabler

5.3.4 GM-Server

5.3.5 External GM-Mgmt/Admin

5.3.6 External Domain GM-Server

5.4 Reference Points:

5.4.1 Reference Point GM-1:
5.4.2 Reference Point GM-2:
5.4.3 Reference Point GM-3:
5.4.4 Reference Point GM-4:
5.4.5 Reference Point GM-5:
5.4.6 Reference Point Is:
5.4.7 Reference Point Inse:
5.4.8 Reference Point In:
6. Architectural Model

(Informative)

6.1 System and Subsystem Descriptions

6.1.1 <System …>

6.1.1.1 <Subsystem(s) …>

6.2 Subsystem Collaboration

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions
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Appendix B. <Additional Information>

B.1 App Headers

<More text>

B.1.1 More Headers

GM-5








GM-2





Is





GM-1





External 


GM-Mgmt/Admin





OMA Service Enabler


(E.g. PoC, IM, Presence)
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GM – Server








GM – Server
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� Example for communication relations are:


Communicate to a group as single partner during communication setup and data transfer (e.g. Conference Call, Chat, Message Distribution, Push to talk over cellular,…) [I use the group to simplify my communication during setup and data transfer]


Allow group members to authorize proactively (e.g. Watcher authorization for location or presence, calendar,…) [I allow members of the group to watch my data without my active intervention.]  








�<< Briefly describe the scope of the architecture.  Include an explanation of how this architecture relates to Open Mobile Alliance Activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>





�The policy for reference lists is:


1.	OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.


2.	When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.


3.	The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.


4.	For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.


5.	References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.


6.	The URL for OMA material (new OMA and affiliate) should always be � HYPERLINK "http://www.openmobilealliance.org" ��http://www.openmobilealliance.org� (an exception is OMNA that is reached through � HYPERLINK "http://www.openmobilealliance.org/tech/omna" ��http://www.openmobilealliance.org/tech/omna�)


Models to use


	[REFLABEL]	<General Model> “Ref Title”, Ref information (source, date, id),�� HYPERLINK "URL:http//<ref-source>/" ��URL:http//<ref-source>/� 


	[OMADOC]	<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA�<docname>{�<version>}, � HYPERLINK "URL:http//<ref-source>/" ��URL:http//www.openmobilealliance.org/� 


If there are no entries in the table – enter ‘none’ to be clear.


DELETE THIS COMMENT





�<<The Architecture Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an AD?), replace it with the following paragraph.  DELETE THIS COMMENT >>





�<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):


What is the purpose of this architecture?


What problems does this architecture solve?


Briefly describe how this architecture relates to the various views (i.e. the reference point view) specified in [� REF ref_ARCHINVENT \h ��ARCH-INVENT�].


DELETE THIS COMMENT >>





�<< Identify the Use Cases that covered by the architecture.  Add all references to Use Case documents to section 2.  This section should also identify the major Actors in the architecture.  DELETE THIS COMMENT >>





�<< [NOTE: the reader of this section should be able to clearly identify those requirements that are met or satisfied and those that are NOT met or satisfied]


Identify the Requirements Document(s) on which this architecture is based.  


Using the table below, list all of the Requirements in the identified Requirements Document(s).  Use one table for each Requirements Document.  If a requirement is not met or satified, enter the string None in the Phase Met column.  The Section(s) column should contain a list of the sections in this document that contain text that addresses the requirement.


Add all references to Requirement Documents to section 2. 


DELETE THIS COMMENT >>





�<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases.  DELETE THIS COMMENT >>





�<< [NOTE: A reader of this section should be able to clearly understand how the architecture that is the subject of this document relates to other architectures within OMA.]  


This section defines the Context Model (also know as a Logical Model) of the subject matter.  The model identifies all of the concepts, terms, relationships and contextual items that are relevant to understanding the subject matter from an external point of view.  The contextual items themselves are logical entities in the architecture.  


This section should specify the services provided by the subject matter.  It should also describe high-level dependencies on other architectures (e.g. other Architecture Documents in OMA).


Note that the context model itself may not actually exist in a real world instantiation of the subject matter but is helpful in understanding the subject matter from a logical perspective. 


Users of this template should consult [� REF ref_OMACF \h ��OMA-CF�] and identify any of this subject matter’s functionality (e.g. its systems, subsystems, interfaces) that is covered by OMA’s Common Functions ([� REF ref_OMACF \h ��OMA-CF�]).  


DELETE THIS COMMENT >>





�<< Include one or more diagrams that depict the contextual items of the subject matter.  The logical entities identified above should be included in the diagram(s). 


Diagrams in this section should contain Logical entities only and not conflate Logical entities with Physical entities.


A diagram of physical entities (i.e. a diagram that includes deployment/implementation artifacts) is permitted in this section but ONLY if the diagram is clearly identified as such.  


The text in this section should identify and explain all entities in the diagrams.  


This section should include an explanation of how this architecture relates to the various views (i.e. the reference point view) defined in  [� REF ref_ARCHINVENT \h ��ARCH-INVENT�].   This section should also include a diagram, which superimposes this architecture on top of the various views (i.e. the reference point view) included in [� REF ref_ARCHINVENT \h ��ARCH-INVENT�].


The text should also identify the external entites that depend on this particular architecture and vice-versa.


DELETE THIS COMMENT >>





�<< The Context Collaboration Model expands on the Context Model by describing the collaboration (interactions) between entities of this architecture and other external entities.  This section expands on the Use Cases identified in section 4.  


Sequence diagrams should be used to describe the interactions.


DELETE THIS COMMENT >>





�<< [NOTE: An objective of this section is that it describe the systems and protocols with sufficient detail to enable a reader to identify any system and/or subsystem that may already be defined in other Architecture Documents or specifications in OMA.]


System and subsystem in the context of this section are functional entities.  As such, an implementation of a system or subsystem may result in software and/or hardware components that are not explicitly identified in this document. Implementation and platform details, however, are generally not within this document’s scope (unless clearly identified as illustrative examples). 


In this section the subject matter is decomposed into its logical systems and subsystems.  These systems are identified and described and their external interfaces are specified.   


DELETE THIS COMMENT >>





�<< This section describes all of the major systems and subsystems in the architecture.  DELETE THIS COMMENT >>





�<< Each system’s description must include at least the following information:


Name


Description


Responsibility (e.g. what does the system do/perform)


DELETE THIS COMMENT >>





�<< Each subsystem’s description must include at least the following information:


Name


Description


Responsibility (e.g. what does the subsystem do/perform)


Each system identified above must have at least one subsystem that has an external interface/reference point.  Each of these external interfaces should be described in this section.  The interfaces must be described in a language-independent way as required by [� REF ref_ARCHPRINC \h ��ARCH-PRINC�].  


Each interface/reference point should include at least the following information:


Name


Description


Systems/subsystems in this Architectural Model and/or actors in the Context Model that will use the interface 
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�<< Include sequence diagrams that illustrate how the architectural structure fulfills the requirements (as derived from the relevant use cases).  DELETE THIS COMMENT >>





�If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.


Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.


DELETE THIS COMMENT








( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20040205]
 REF FootText1 \h 

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20040205]

_1143702443.doc
[image: image1.emf]Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core 


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Pgm


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


GLMS


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core 


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Pm


Pgs


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core 


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core (based on IMS/MMD)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Pgm Pgm


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Presence User Agent


GLMS


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Pex


Ps


Ptn


Pf


Presence User Agent


ACCESS NETWORK


SIP / IP Core (based on IMS/MMD capabilities)


SIP / IP Core 


Presence   


Server


Remote Presence Network 


(based on a SIP/IP Core)


Presence


Network 


Agent


Presence


Network 


Agent


Pna


Presence 


External 


Agent


Presence 


External 


Agent


Pex


Ps Ps


Ptn


Pf Pf


Pm


Pgs





_1144248848.unknown

_1117871074.ppt


UE

AAA

Message

Store

List & 

Policy

Server

IM

App

IM

Conf

DIAMETER

MSRP &

HTTP

DAV

XCAP

Operator

Edge

Proxy

Subscriber

Edge

Proxy

SIP

SIP

Outside

SIP

SIP

SIP

HSP

Serving

Proxy

Registrar








