[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-PAG-2004-0154-POC-requirements-for-Group-Management
Submitted to PAG
Submission Date: 13 May 2004
Doc# OMA-PAG-2004-0154-POC-requirements-for-Group-Management
Submitted to PAG
Submission Date: 13 May 2004

Change Request

	Title:
	GM-RD – POC requirements for Group Management 
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	Latest GM RD (OMA-PAG-GM-RD-V1_0_0-20040511-D)

	Classification:
	 FORMCHECKBOX 
 0: New Functionality

 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ihab Guirguis, Sprint

	Replaces:
	n/a


1 Reason for Change

This contribution proposes requirements for Group Management based on the current POC RD for GM phase I
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt the changes proposed below in the current GM RD
6 Detailed Change Proposal

POC Requirements 

6.1.4.2.1 Pre-arranged PoC group session set-up

· A member of a prearranged PoC group SHALL be able to request the establishment of a PoC session to all members of the prearranged PoC group by using a single group identity and waits for establishment indication.
· It SHALL be possible for the service provider to configure a maximum number PoC participants in a pre-arranged PoC group session.

6.1.4.4 Joining a chat PoC group session

· A PoC subscriber SHALL be able to join a chat PoC group session (e.g. restricted or unrestricted chat group) depending on the access rules.

6.1.9.5 PoC group and contact list management
The PoC subscriber uses a pre-arranged group as a means to establish PoC session where the PoC group attributes control the session type and who MAY participate in the PoC session.  A pre-arranged group identity SHALL be used to address the group and initiate a PoC session 

A PoC subscriber SHOULD have means to store the addresses of PoC subscribers and pre-arranged PoC groups in order to use that information to contact them using PoC features. For this purpose a PoC subscriber SHOULD have at least one contact list.

Following the creation of the contact list the PoC subscriber SHOULD be able to create PoC groups by associating individual entries on his contact list.  Each individual contact can be associated with a single PoC group, several or all PoC groups.

A PoC subscriber SHOULD be able to create & manage PoC group lists from his handset or in a server in the service provider’s intranet or the Internet.It SHALL be possible to form PoC groups that include PoC subscribers from different PoC service providers.

The maximum number of members in a PoC group SHALL be configurable by the PoC service provider.

The maximum number of PoC groups that can be created and managed by a PoC subscriber SHALL be configurable by the PoC service provider.

PoC group list management SHOULD have safeguards (e.g. passwords) to prevent mis-use or unintended generation of traffic to the network. 

PoC Group list combinations (Optional):

· Various PoC groups MAY be combined to create a new group. 

· A PoC subscriber MAY have the capability to create and manage their own pre-arranged, ad-hoc or chat group lists, subject to service provider policy and accesss rules.

· A PoC subscriber may use groups to which they belong, defined by themselves or other PoC subscribers, to define new group combinations, subject to service provider policy and access rules.

6.1.9.6 PoC accept / reject list and answer mode management

On the reject list the PoC subscriber maintains the identities of PoC subscribers and/or PoC groups from whom the PoC subscriber does not wish to receive PoC session invitiations. 

The PoC service entity SHALL maintain a list of sources per PoC subscriber that are to be rejected with no noticification to the PoC subscriber.

The PoC service entity SHALL reject PoC session invitations destined for a PoC subscriber when he has notified the service provider that he wishes to reject all PoC session invitations from the specified sources.

6.2.1 High Level Requirements

· PoC subscriber SHALL be able to request the PoC service provider to create a PoC group on his behalf.

· PoC subscriber MAY download a list of chat PoC groups that he can join.

· PoC service provider SHALL be able to create a PoC group according to the request of a PoC subscriber.

· Service Provider SHOULD be able to advertise the PoC group information (e.g., PoC group identity, PoC group administrator of the PoC group) to all the PoC group members.

· PoC host SHOULD be able to advertise the PoC group (e.g. group identity) to all group members.

· PoC service provider MAY grant administrative rights to a PoC subscriber. 
Proposed Changes 

6.1.1 Security
…

The group management SHOULD have safeguards (e.g. passwords) to prevent misuse or unintended generation of traffic to the network.
6.1.6 Privacy

GME may restrict group member ID from other group members, non group members, or other systems.

It shall be possible to restrict group content and information to administrators and group members. 

6.1 Generic

6.2.3 Management of a Group

6.2.3.1 Create
Group Management Enabler (GME) shall provide the capability to create groups. 

Each Group shall have at least one ID. Group ID’s shall be unique to a Group

Following the creation of the contact list, the subscribers SHOULD be able to create groups by associating individual entries on his contact list.  Each individual contact can be associated with a single group, several or all groups. The subscriber will be the group administrator for these contact lists.
It shall be possible to set a maximum numbers of groups that can be created or managed by an administrator. Service providers shall be able to set the maximum numbers of groups that can be created or managed by an administrator.

The service provider shall be able to set maximum number of group members in a list. The administrator may be able to set maximum number of group members in a list.

It shall be possible to create a group that contains members from different service providers.

6.2.6 Access Control List

Uses shall be able to create, edit, or delete Accept List which include list of users from whom he/she is willing to accept to receive session requests.  

Uses shall be able to create, edit, or delete Reject List which include list of users from whom he/she is unwilling to accept to receive session requests.  

It shall be possible to use the Group as a mean to establish session for other services (e.g., POC) where the service group attributes control the session type and who MAY participate in the service session. The group identity SHALL be used to address the group and initiate the service session.
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