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1 Reason for Contribution

One of the questions raised at the last F2F meeting was: “What is the difference, if any, between a group list and a resource list and a buddy list?”. In answering this seemingly straightforward question, this contribution has identified several issues. A common understanding of these will go a long way towards clarifying the work on Group Management.

2 Summary of Contribution

This contribution

a Clarifies the difference between the various “lists” that have been identified in recent discussions

b Distinguishes between true lists and those that are policy documents that may contain or refer to lists

c Identify which of the currently identified lists fall into which category (as in b) above)

3 Detailed Proposal

I. Classifying the various “lists”

There are several types of “lists” that have been identified in OMA thus far. Many more will undoubtedly emerge as additional services that make use of groups and lists mature. For now, these are:

1 Group (defined in PoC) and described as “a means [by the end user] to establish talk sessions”.

2 Access Lists (from PoC) and described as “used by the end user as a means of controlling incoming talk sessions from other users or groups.”

3 Contact Lists (from PoC) and described as “a list available to an end user containing the addresses of other users or groups.”

4 Presence List (from draft-ietf-simple-data-req-03) as “a list of presentities, each of which is identified by a URI”

5 Resource List (from draft-ietf-simple-xcap-list-usage-02) and described as a list of URIs with some attributes.

6 Presence Authorization document (from draft-ietf-simple-presence-rules-00) which “specifies what presence information can be given to what watchers, and when”.

The first point is that by examining the contents of 1) Group and 2) Access List in PoC, we can see that they are actually documents concerning policy, although they do include the lists of users to whom such a policy applies. A Group is actually the definition of a policy that should be imposed when establishing a PoC session for a given set of users (identified as a part of the policy). Similarly, an Access List is another document that describes the incoming session handling policy that should be applied to a group of users. 6) Presence Authorization document is obviously a policy document, as its name indicates. From its definition, it goes beyond simply being an access list for allowed watchers – it can define additional behaviour to control the information that is offered.

A Contact List (in PoC, when of type = “user”) can also serve as a Presence List, and both are simply an example of a Resource List. These are the only true “lists” because their content is not encumbered with any aspects of behaviour. A Resource List can have additional attributes that suggest usage or behaviour. For example, draft-ietf-simple-xcap-list-usage-00 includes a “subscribable” attribute, which instructs the resource addressed by this list to do a bulk subscription.

Note that policies of type 1) Group and 2) Access List are actually quite general, and even though they have been introduced in the context of their PoC usage, one can generalise these to include an outgoing session set up policy for any type of session, and similarly, for any type of incoming session acceptance policy.

Thus, from a Group Management point of view, there are two separate types of things that have to be managed – policies and lists. 

Of these, it is the policy documents that are the most important because these affect service behaviour. A list is for convenience or efficiency by which multiple users can be attached to the same policy. (This would be done, for instance, by including a reference from a policy document to a resource list.) 

4 Intellectual Property Rights
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5 Recommendation

Based on the above arguments, it is recommended that the following definitions be included in the GM RD/AD/Spec. Specifically, we believe that the definitions in Appendix B of the current GM RD are not appropriate:

	Group
	A set of policies that apply to the creation of a communication session (e.g., chat, conference, etc.) The policies may include a list of users to whom such policies apply.

	Access List
	A set of policies that apply to incoming session handling for a given user. The policies may include a list of users to whom such policies apply.

	Contact List
	A collection of end user or group identities put together for convenience by an end user. A Contact list may be a specialized form of a resource list.

	Presence List
	A Contact List limited to end user identities that have all been marked as potential presentities.

	Resource List
	A Resource list is a list of URIs put together because they share something in common, optionally augmented by additional attributes (e.g., “subscribable”) that describe its usage.
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