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1 Reason for Change

Handles Subscription Authorization Policy Manipulation and hard-state presence information manipulation in SIMPLE Presence AD.

2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve this CR and incorporate the changes below to the current Presence AD.

6 Detailed Change Proposal

5. Architecture

The following figure illustrates the OMA Presence architecture
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Editor’s note: cannot edit picture, want to add an arrow between PUA and PS.

Figure 1-SIMPLE Presence Reference Architecture

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.

The access network used by the Presence architecture may include any radio or other access as well as the other nodes required to gain IP connectivity and IP mobility.

6. Reference Models

6.6 Presence Functional Entities

6.6.1 Presence Server

The Presence  Server implements the application level network functionality for the Presence service. The Presence Server performs the following functions :
· Receives and manages presence information that is published by the Presence User/Network/External agents, and is composing the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

· Aggregates soft-state and hard-state presence information e.g. by collecting the presence information from one presence source based on information from another presence source. In particular, the Presence server is able to receive and manage presence information that is published from multiple Presence User agents of the same presentity. 

· Allows watchers to request and subscribe to either the full set of presence information of a presentity, or only certain information within. Watcher defines the subset of the presence information, that he is interested in, by the filter that is carried in presence information subscription. 

· Generates partial notifications to a watcher, which has indicated the capability to process them. These partial notifications contain the presence information of the presentity that has been modified since the latest notification sent to the watcher about this presentity, and required additional information to be able to link the partial notification to the information watcher has received earlier. 

· Verifies the identity of the watcher that subscribes to Presentity's Presence information, except if the watcher has indicated his desire to remain anonymous. The action taken by the Presence Server if the verification fails may include notifying the Presentity.

· Supports SIP-based communication with the Presentity SIP/IP Core. 

· Supports XCAP-based communication with the PUA.

· Provides Subscription Authorization Policy. The Subscription Authorization Policy determines which Watchers are allowed to subscribe to Presentity’s Presence information. 

· Provides a watcher, if required, configurable filtering function that is used to limit the information that is delivered to a watcher.  After subscription the authorized watchers get notified of the actual Presence Information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription. If the Presence Server does not support the filters as requested by the watcher, this is indicated to the watcher. In this case the notification SHALL contain the actual Presence information based on the Subscription Authorization Policy and local policy in the Presence Server.
6.6.2 Presence User Agent

The Presence User Agent element provides the following functionality:

· The Presence User Agent collects Presence information associated with a Presentity representing a Principal.

· The Presence User Agent assembles the Presence information in the format defined for the Pf and Pxx reference points.

· The Presence User Agent sends the Presence information to the Presence Server element over the Ps,Pf and Pxx reference points.

· The Presence User Agent is capable of managing the subscription authorisation policies.

· The Presence User Agent handles any necessary interworking required to support terminals that do not support the Peu reference point.

· Presence User Agent uniquely identifies itself (among the Presence User Agents of the presentity) when publishing presence information.

From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment In reality, a Presence User Agent may be located in the user’s terminal or within a network entity.

--------------------next change--------------------

6.3.4 Data Manipulator

A Data Manipulator is an entity that provides the means to manipulate 
· The Subscription Authorization Policy

· Hard state presence information

· Objects referenced from the hard state presence information.
The Data Manipulator SHALL create, delete, or fetch the subscription authorization policy document or one of its element according to [XCAP] and its application usage defined for presence rules manipulation in [draft-ietf-simple-presence-rules-00]. The subscription authorization policy document SHALL take the form defined in [draft-geopriv-common-policy-00] and [draft-ietf-simple-presence-rules-00].
The Data Manipulator SHALL create, delete, or fetch hard-state presence information according to [draft-ietf-simple-xcap-pidf-manipulation-usage-00].
6.3.5 Data Manipulation Server
The Data Manipulation Server is an entity that stores 

· The subscription authorization policy,
· The hard state presence information,
· The objects referenced from the hard state presence information.

When the Data Manipulation Server handles an XCAP request for creation, deletion or fetching of the subscription authorization policy, the Data Manipulation Server SHALL:
·  Authenticate and authorize the request,
· Execute the action carried by the request according to [draft-geopriv-common-policy-00] and [draft-ietf-simple-presence-rules-00].
When the Data Manipulation Server handles an XCAP request for creation, deletion or fetching of hard-state presence information, the Data Manipulation Server SHALL:

·  Authenticate and authorize the request,
· Execute the action carried by the request according to [draft-ietf-simple-xcap-pidf-manipulation-usage-00].

--------------------next change--------------------

7.6 Reference Point Pgm: Presence Server – GLMS

The Pgm reference point supports the communication between the GLMS and the Presence Server.  

The Pgm reference point SHALL support the following:

· Transfer of Presence Lists to the Presence Server

· Transfer of Group Lists to the Presence Server

· 
The definition of the Pgm reference will rely on the Group Management AD [xxx]. Pgm SHALL comply with the definitions that will be provided by the Group Management WI.

7.x Reference Point Pxx: Presence User Agent – Presence Server

The Pxx reference point is between the Presence User Agent and the Presence Server. The Pxx reference point SHALL provide the following functions:

· Manipulate the subscription authorization policy

· Manipulate hard state presence information
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Pxx reference point SHALL conform to the Ut reference point [3GPP TS 23.002].
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