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1 Reason for Change

The GM RD states that in section 6.1.5 that the Group Management enabler must understand the notion of incoming sessions to members of a group.  This concept should not be part of the Group Management enabler, but rather, a part of the applications or other enablers that make use of the GM enabler.
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Delete section 6.1.5 and 6.1.6 

6 Detailed Change Proposal
The Group Management enabler should provide a mechanism to identify a single name (i.e., the group identifier) that refers to a list of principal names.  Group management may support the association of other information with any group, however, it should not understand or process this other information.  Groups might be used to simplify  the assignment of the same attributes to a number of principals (e.g., privacy values), or groups might be used to simplify identifying whom to perform an operation for (e.g., send them all emails, or push them an SMS, or download a new configuration parameter).  None of these operations require the association of a session with the group.  

Here is the text from the Architecture Common Functions Tracking Document describing what the Architecture group thought would be the function of the Group Management enabler:

"Group Management is the industry recognized capability for associating common attributes about a group of contacts (e.g., individuals). Group Management can be viewed as an enabler of group based communication. For example, Group Management is used in MMS or SMS to send one message to many individuals, at once. Also, Group Management is used in Presence to facilitate authorization of many individuals who may wish to access another individual’s presence information. Yet another example of Group Management is the use of a group definition to facilitate session initiation of many individuals to the same conference call. Even in Location enabler work, Group Management can be used to differentiate colleagues that are either in our out of the office. In all of these examples, there are common attributes that could be defined, in common, in order to allow a single Group Management enabler to be used consistently across other OMA enablers. This commonality to Group Management would permit the interworking amongst enablers with Group Management capabilities. For example, a group context defined within a presence enabler could be used to initiate a conference call amongst your online friends. Consistency of the OMA group capabilities is of paramount importance as OMA matures to provide interworking across its enablers."
The envisioned operations for the Group Management enabler (e.g., incoming session policy management) should be performed by the enablers or applications that use the Group Management enabler.  The maintenance of a list of principals should be the essential core function of Group Management.
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