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1 Reason for Change

Correcting sections 6.1.3 and 6.1.4

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040723-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.

6 Detailed Change Proposal

6.1.3 Presence Roles

6.1.3.1 Presence User Agent
A Presence User Agent (PUA) is an entity that provides presence information to a Presence Service [RFC2778].

When the PUA publishes presence information, it SHALL generate a SIP PUBLISH request according to [PUBLISH] .

The PUA SHALL support at least the "application/pidf+xml" presence information format according to [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID]. The PUA MAY also support the PIDF extensions for contact information defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. 

The PUA SHALL also support the SIP user agent capabilities extension to PIDF [PRESCAPS] if it publishes a presence tuple describing a service. The type of the service SHALL be described using the [PRESCAPS] extension.
6.1.3.2 Watcher

A Watcher is an entity that requests presence information about a Presentity, or Watcher information about a Watcher, from the Presence Service. [RFC2778]

When a Watcher subscribes to a presentity’s presence information, it SHALL generate a SIP SUBSCRIBE request according to [RFC 3265] and [PRESEP].

The Watcher application SHALL support at least the "application/pidf+xml" presence information format according to  [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID] and the SIP user agent capabilities extension to PIDF [PRESCAPS]. The Watcher MAY also support  the PIDF extensions for contact information as defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. The watcher application SHALL be able to pass the received presence information on to external Presence applications (e.g., PoC, IM, Gaming, etc.), as required.

The Watcher MAY include filters in the body of the SUBSCRIBE request according to [FILTERFORMAT] and [FILTER].

The Watcher  MAY indicate its support for partial notification according to [PARTIAL] and [PARNOTFORMAT].

6.1.3.3 Presence Server

The Presence Server (PS) is an entity that accepts, stores, and distributes Presence Information.

The PS SHALL support the "application/pidf+xml" presence information format as defined in [PIDF].  

If the Watcher has requested the use of Partial Notification in the SUBSCRIBE request for presence package, then the PS SHALL generate notifications according to [PARTIAL] and [PARNOTFORMAT].

If the SUBSCRIBE request sent by the Watcher included filters according to [FILTER] and [FILTERFORMAT], the PS SHALL apply the appropriate filtering function [FILTER] and format [FILTERFORMAT].

If the PS receives a SUBSCRIBE request for watcher information template-package, then the PS SHALL generate notifications according to [RFC3265], [WINFO] and [WINFOFORMAT].

6.1.4 Description of the Reference Points

6.1.4.1 Reference Point Pna: Presence Server - Presence Network Agent

The Pna reference point supports the communication between the PNA and the PS.  The protocol for the Pna reference point is SIP and the traffic is routed to the PS through the SIP/IP Core.

In the 3GPP/3GPP2 architectures this reference point is mapped to the Pen reference point as it is defined in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0].

6.1.4.2 Reference Point Pex: Presence Server – Presence External Agent

The Pex reference point supports the communication between the PEA and the PS.  The protocol for the Pex reference point is SIP and the traffic is routed to the PS through the SIP/IP Core.

In the 3GPP/3GPP2 architectures this reference point is mapped to the Pex reference point as it is defined in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0].
6.1.4.3 Reference Point Ps: Presence User Agent – SIP/IP Core

The Ps reference point supports the communication between the PUA and SIP/IP Core. The protocol for the Ps reference point is SIP.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Ps reference point SHALL conform with the Gm reference point [3GPP TS 23.002], [3GPP2 X.S0013-000-A].

In a non 3GPP/3GPP2 system, this reference point is a network connection between the PUA and the PS via the SIP/IP core.

6.1.4.4 Reference Point Pf: SIP/IP Core – Presence Server

The Pf reference point supports the communication between the SIP/IP Core and the PS. The protocol for the Pf reference point is SIP.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Pf reference point SHALL conform with the ISC reference point [3GPP TS 23.002], [3GPP2 X.S0013-000-A].

6.1.4.5 Reference Point Ptn: SIP/IP Core – External Presence Network (based on a SIP/IP Core)

The Ptn reference point supports the communication between the SIP/IP Core and an External Presence Network based on a SIP/IP Core. The protocol for the Ptn reference point is SIP.

In the 3GPP/3GPP2 architectures this reference point is mapped to the Pw reference point as it is defined in [3GPP 23.141] and [3GPP2X.S0027-001-0].

It is for interconnecting two “trusted” domains through their respective SIP/IP Core networks.

Editor’s Note : The interconnections of two “untrusted” Presence domains is FFS.

6.1.4.6 Reference Point Pgm: Presence Server – GLMS

The Pgm reference point supports the communication between the GLMS and the PS.  

The Pgm reference point SHALL support the following:

· Transfer of Presence Lists to the Presence Server

· Transfer of Group Lists to the Presence Server

· Transfer of Subscription Authorisation Policies to the Presence Server

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Pm reference point SHALL conform to the Ut reference point [3GPP TS 23.002], [3GPP2 X.S0013-000-A].

6.1.4.7 Reference Point Pm: GLM Client – GLM Server

The Pm reference point is between the Group List and Management Client and the Group List and Management Server. The Pm reference point SHALL provide the following functions:

· Create groups and lists

· Modify existing groups and lists (e.g. add and remove users of the group)

· Retrieve groups and lists 

· Delete groups and lists

The definition of the Pgm reference is defined in the Group Management AD [OMA GMAD]. Pgm SHALL comply with the definitions that will be provided by the Group Management WI.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Pm reference point SHALL conform to the Ut reference point [3GPP TS 23.002], [3GPP2 X.S0013-000-A].

6.1.4.8 Reference point Pgs: GLMS – SIP/IP Core

The Pgs reference point supports the communication between the GLMS and the SIP/IP Core.  The Pgs reference point SHALL provide the following functions:

· Subscription to the modification of Lists.
· Notification of the modification of Lists.
6.1.4.9 Reference point Pe: GLMS – GLMS Management/Administration

The Pe reference point is between the Group List and Management Server and GLMS Management/Adminstration entities. These entities can act on behalf of end users and administrators subject to service providers access contol policies. Access may be provided via the intranet, internet or corporate networks. The Pe reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
Editor’s Note: Security Issues on the Pe reference point need to be addressed.
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