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Detailed Change Proposal


6.2.6 Subscription Authorization Failure 


A presentity can deny a subscription request by either rejecting the request outright (so called “blocking”), or accepting the request but providing possibly inaccurate presence information (so called “polite blocking”).





6.2.6.1 Blocking 


Editor’s Note: Change “Presence Server” to “PS” in the figure�





Figure � SEQ Figure \* ARABIC �1314�- Blocking


A watcher wishing to subscribe to presence information about a presentity, sends a SUBSCRIBE request to the SIP/IP Core network.  


The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PSresence Server.


The Presence Server S performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PSresence Server determines to reject the subscription request. The Presence ServerS sends either a SIP 403 Forbidden response or SIP 603 Decline response to the SIP/IP Core network.


The SIP/IP Core network forwards the SIP 403 Forbidden  or 603 Decline responses to the watcher.





6.2.6.2 Polite Blocking 


�


Editor’s Note: Change “Presence Server” to “PS” in the figure


Figure � SEQ Figure \* ARABIC �1415�- Polite Blocking


A watcher wishing to subscribe to presence information about a presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core network.  


The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PSresence Server.


The Presence ServeSr performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PSresence Server determines to reject the subscription request but give the appearance that the request has been granted (so called “polite blocking”). The PSresence Server sends a SIP 202 Accepted response to the SIP/IP Core network.


The SIP/IP Core network forwards the SIP 202 Accepted response to the watcher.


As soon as the PSresence Server sends the SIP 202 Accepted response, it sends a SIP NOTIFY requestmessage with the appropriate presence information as defined by the presence privacy policy.


The SIP/IP Core network forwards the SIP NOTIFY requestmessage to the watcher.


The watcher acknowledges the SIP NOTIFY request message with a SIP 200 OK response.


The SIP/IP Core network forwards the SIP 200 OK response to the appropriate PSresence Server.


6.2.7 Canceling a Subscription


6.2.7.1 Watcher Initiated Canceling


�


Editor’s Note: Change “Presence Server” to “PS” in the figure 


Figure � SEQ Figure \* ARABIC �1516� - Watcher Initiated cCanceling


1.	A watcher sends a SIP SUBSCRIBE messagerequest to thea SIP/IP Core network with the “Expires” header field set to 0 indicating the cancelingcancelling of the a subscription operation, according to [RFC3265]. 


2.	The SIP/IP Core network forwards the SIP SUBSCRIBE requestmessage to the PSresence Server as normal.


3.	The Presence ServerS accepts the SIP SUBSCRIBE request message with the “Expires” header field set to 0 indicating the canceling ofa the subscription operation, and sends a SIP 202 Accepted to the SIP/IP Core.


4.	The SIP/IP Core network forwards the SIP 202 Accepted to the Watcher.


5.	The PSPresence Server sends a SIP NOTIFY request to the SIP/IP Core network with a “Subscription-State” header field set to “terminated” indicating that the subscription has been terminated, according to [RFC3265] or [draft-ietf-simple-presence-09.txt].


6.	The SIP/IP Core network forwards the SIP NOTIFY requestmessage to the watcher.


7.	The watcher sends a SIP 200 OK responsemessage to the SIP/IP Core network to acknowledge the SIP NOTIFY requestmessage.


8.	The SIP/IP Core network forwards the SIP 200 OK to the PSresence Server.





6.2.7.2 Presence Server Initiated Canceling


Editor’s Note: Change “Presence Server” to “PS” in the figure �


Figure � SEQ Figure \* ARABIC �1617� - Presence Server Initiated CancelingCancelling


1.	The PSresence Server sends a SIP NOTIFY request with a “Subscription-State” header field set to “terminated” indicating that the PSresence Server wants to terminate a subscription, according to [draft-ietf-simple-presence-09.txtRFC 3265].


2.	The SIP/IP Core network forwards theat SIP NOTIFY requestmessage to the watcher.


The watcher sends a SIP 200 OK messagresponsee to the SIP/IP Core network to acknowledge the SIP NOTIFY request message.


The SIP/IP Core network forwards the SIP 200 OK to the PSresence Server.
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