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1 Reason for Change

Section 6.1.4 is empty and 6.1.3 has material that might be appropriate for both sections. What I have done to meet the action item assigned to me is too tedious to write down.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the text in section 6 in the next revision of the GM RD. 

6 Detailed Change Proposal

6.1.3
Overall Management requirements

The management of groups and contact lists SHALL be controlled by permissions which determine the capabilities available to a principal wishing to perform group management functions. The sub-sections below identify the set of functions required by group management.

It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular Principals is equivalent to assigning the corresponding set of permissions.


Principals who try to execute their administrative rights MUST first be authenticated

The GM enabler SHALL support the ability to notify principals with administrative rights of all transactions performed. These transactions MAY also be logged.

The privacy and integrity of Group Management transactions SHALL be maintained.
6.1.3.1
Create





Service providers SHALL be able to set the maximum numbers of groups and/or contact lists that can be created per subscription. 

Service Provider SHALL be able to set different values for the maximum numbers of groups and/or contact lists that can be created to different subscriptions.





· 
· 
6.1.3.2
Copy

Principals with the appropriate permission SHALL be able to copy groups and/or contact lists, for example to create a new group from an existing group. 

6.1.3.3   
Delete

A Principal with the appropriate permission MUST be able to delete a group or a contact list. 

6.1.3.4   
Modify

Principals with the appropriate management permission MUST be able to modify a group or a contact list.  

· 
· 
6.1.3.5  
Search


Searches SHALL be constrained by privacy requirements.  

It SHALL be possible to limit the number of search results.


Searches SHALL be limited to data owned by the Service Provider.

Search results SHALL be subject to Service Provider policy or user privacy settings.




6.1.3.7
Suspend
A Principal with the appropriate permission MUST be able to suspend a group.


6.1.3.8
Administration and Configuration

Principals with permission to perform the administration and configuration of groups and/or contact lists SHALL, at a minimum be able to:

· 
· 
· Configure the maximum number of groups and/or contact lists that can be created and managed 
· Configure the right to receive notification of administration or configuration changes.

6.1.4 Management of Groups
6.1.5.1 Create

Group Management SHALL support the capability to create groups. 

Each Group SHALL be identified by at least one unique, globally addressable name (“Group Identifier”).

The group identifier SHALL be used to address the group and initiate the service session.

A subscriber SHOULD be able to create groups by selecting a session policy and one or more entries from one or more contact lists.  The group creator SHALL be a group administrator for these groups.

A group administrator MAY be able to set maximum number of group members in a group to a value that does not exceed the maximum number set by the service provider.

It SHALL be possible to create a group that contains members from different service providers.

Principals with the appropriate management permission MUST be able to create a group. When creating a group, the following activities SHALL be possible: 

· To define group specific properties, e.g. add/remove members, group identifier, assign password, etc.

· To define member specific properties, e.g. permissions to modify groups.

6.1.5.1 Copy

Group members MAY use groups for which they belong to create new groups, subject to service provider policy and access rules.
6.1.5.1 Modify

When modifying a group, the following activities SHALL be possible: 

· To define group specific properties, e.g. add/remove members,  group identifier, assign password, etc.

· To define member specific properties, e.g. permissions to modify groups

6.1.5.1 Search

It SHALL be possible for group members to search for groups, of which they are members.

It SHOULD be possible to search for groups using the group identifier or member’s identity, (e.g. name/address).

Wildcards MAY be used when searching for groups.

6.1.5.1 Get

Group members SHALL be able to get a list of all members of a group, subject to privacy policies.

6.1.5.1 Suspend

Principals with the suspend permission MUST be able to suspend a group.

When a group is suspended, no operation can be performed on that group except to take it out of the suspend state or delete it.
6.1.5.1 Administration and Configuration

Principals with permission to perform the administration and configuration of groups  SHALL, at a minimum be able to:

· Configure the maximum size of the number of members in a group

· Configure the maximum size of the contact list itself (recall the contact list is a list of users and groups)

6.1.5
Management  of Contact Lists 
6.1.5.1 Create

Group Management SHALL support the capability to create Contact Lists. 

Each Contact List SHALL be identified by at least one unique, globally addressable name (“Group Identifier”).

A subscriber SHOULD be able to create groups by selecting a session policy and one or more entries from one or more contact lists.  The group creator SHALL be a group administrator for these groups.

A group administrator MAY be able to set maximum number of members in a Contact List to a value that does not exceed the maximum number set by the service provider.

It SHALL be possible to create a Contact List that contains members from different service providers.

Principals with the appropriate management permission MUST be able to create a Contact List. 
6.1.5.1 Administration and Configuration

Principals with permission to perform the administration and configuration of Contact Lists  SHALL, at a minimum be able to:

· Configure the maximum size of the number of members in a Contact List

· Configure the maximum number of Contact Lists per subscription
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