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1 Reason for Change

One of the functions of the Presence Server is to apply subscription authorization policy.  The subscription authorization policy is stored in the Presence XDMS and can refer to Contact Lists stored in the Shared XDMS.

This change is to illustrate the information flow for how Contact Lists referenced by the presence authorization policy (e.g. Accept List, Reject List, Deferred Decision List) is retrieved from the Shared XDMS by the Presence Server, and how the Presence Server subsequently ensures that its locally cached copy is not stale.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

None.

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.
6 Detailed Change Proposal

2.1 Normative References

	[XCAPMOD]
	“A Session Initiation Protocol (SIP) Event Package for Modification Events for the Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Managed Documents”, J. Rosenberg, IETF draft, February 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-package-01.txt)


[…]
12.1.5
Signaling flows for XDMS
6.2.x Retrieving Contact Lists for Presence Authorisation Policy
A presentity can create and store Contact Lists on the Shared XDMS, which can then be referenced by the presentity’s presence authorization policy (e.g. Accept List, Reject List, or Deferred Decision List) to determine how to handle incoming subscription requests.  This information flow illustrates how the Presence Server retrieves Contact Lists from the Shared XDMS, and how it subsequently ensures that the local copies are not stale.
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Figure 21 – Retrieving Contact Lists for Presence Authorisation Policy
1. The PS retrieves an initial copy of the presentity’s Presence Authorisation Policy from the Presence XDMS as described in [OMA GMAD].  The trigger for this step is outside the scope of this specification.  Note that the PS may perform additional steps to the Presence XDMS, similar to steps 3 through 10, in order to ensure that the local copy of the Presence Authorisation Policy is not stale. 
2. The PS retrieves copies of all Contact Lists referenced by the Presence Authorisation Policy (e.g. Accept List, Reject List, Deferred Decision List) from the Shared XDMS using the protocol defined in [OMA GMAD].
3. The PS sends a SIP SUBSCRIBE request to the Shared XDMS for each Contact List being subscribed to (one shown).  The Event header field includes the “xcap-change” event type and a parameter identifying the document being subscribed to, according to [XCAPMOD].
4. The SIP/IP Core network routes the SIP SUBSCRIBE request to the Shared XDMS.

5. The Shared XDMS performs the necessary authorisation checks, and accepts the subscription by sending a SIP 200 OK response to the SIP/IP Core network.

6. The SIP/IP Core network routes the SIP 200 OK response to the PS.

7. Immediately after sending the SIP 200 OK, the Shared XDMS sends a SIP NOTIFY request to the SIP/IP Core network.  The Event header field includes the “xcap-change” event type, and the body contains only the Etag (version number) of the document which is being subscribed to, according to [XCAPMOD].
8. The SIP/IP Core network routes the SIP NOTIFY request to the PS.
9. The PS acknowledges the SIP NOTIFY request with a SIP 200 OK response.

10. The SIP/IP Core network routes the SIP 200 OK response to the Shared XDMS.
11. A Contact List referenced by the presentity’s subscription authorisation policy (e.g. Accept List, Reject List, Deferred Decision List) is modified by an authorised entity according to [OMA GMAD].

12. The Shared XDMS sends a SIP NOTIFY request to the SIP/IP Core network.  The Event header field includes the “xcap-change” event type, and the body contains the new Etag of the modified document according to [XCAPMOD].  The body may additionally contain information about the modifications made to the document, or the modified document itself.
13. The SIP/IP Core network routes the SIP NOTIFY request to the PS.
14. The PS acknowledges the SIP NOTIFY request with a SIP 200 OK response.
15. The SIP/IP Core network routes the SIP 200 OK response to the Shared XDMS.
16. Upon receiving the SIP NOTIFY, the PS performs the following:

· If the PS is able to determine the modified Contact List from the body of the SIP NOTIFY, then the local copy of the Contact List is simply updated.

· Otherwise, the PS retrieves the modified Contact List from the Shared XDMS using the protocol defined in [OMA GMAD].
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