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6.2.2 Sending a Subscribe Request - Proactive Authorization
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Figure � SEQ Figure \* ARABIC �11� - Subscribing to Presence Service (between two IMS based Networks)


A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.  


The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity.


The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS. 


At this stage the PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. Once all privacy conditions are met, the PS issues a SIP 200 OK to the SIP/IP Core. (In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher).


NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher.


The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.


The SIP/IP Core network of the watcher forwards the response to the watcher.


As soon as the PS sends a 200 OK to accept the subscription, it sends a SIP NOTIFY message with the current full state of the presentity's tuples that the watcher has subscribed and been authorised to.  The SIP NOTIFY is sent to the Watcher SIP/IP Core. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.


The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.


The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.


The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.








6.2.12 Subscribing to Presence Information state changes - Proactive AuthorizationSubscribe Presence
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Figure � SEQ Figure \* ARABIC �2� - Subscribing to presence information state changes (watcher and presentity are in different networks) – Proactive AuthorizationSubscribe to Pressence


1.


A watcher wishes to watch a presentity’s presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE message request containing the presence related events that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last. This message is sent to the SIP core of the watcher. The SUBSCRIBE may also include an indication of the watcher's capability to handle partial notifications. A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.   


The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentityThe watcher’s SIP core resolves the address of the SIP core of the Presentity and forwards the message to the SIP Core of the presentity.


The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS.The SIP core using any necessary filtering criteria forwards the SUBSCRIBE message to the appropriate PS.


The PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. The PS authorizes the subscription.


NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher. 


Once all privacy conditions are met, the PS issues a SIP 200 OK to the SIP/IP Core.


NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher.At this stage the PS performs the necessary authorization checks on the originator to ensure it is allowed to watch the presentity. Assuming all privacy conditions are met, the PS issues a SIP 200 OK to the SIP core. 


The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.The SIP core of the Presentity forwards the response to the SIP core of the watcher.


The SIP/IP Core network of the watcher forwards the response to the watcher.The SIP core of the watcher forwards the 200 OK to the watcher.


As soon as the PS sends a 200 OK response to accept the subscription, it sends a SIP NOTIFY request including the current full state of the presentity's tuples that the watcher has subscribed and been authorised to.  The SIP NOTIFY request is sent to the watcher SIP/IP Core network. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.As soon as the PS sends a 200 OK to accept the subscription, it sends a SIP NOTIFY message with the current full state of the presentity's tuples that the watcher has subscribed and been authorized to. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.


The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.The SIP core of the watcher forwards the SIP NOTIFY to the watcher.


The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.The watcher acknowledges the receipt of the SIP NOTIFY message with a SIP 200 OK sending this to its SIP core.


The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.The SIP core of the Presentity forwards the SIP 200 OK message to the PS.


Upon the presence information change for the presentity changes (the means how the presence information changes are outside the scope for this use case), the PS determines which authorized watchers are entitled to receive the updatesnotifications. For each appropriate watcher, the PS sends a SIP NOTIFY requestmessage that contains the full or partial updates to the presence information. Thise SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the Wwatcher.


The watcher’s SIP/IP core forwards the SIP NOTIFY requestmessage to the watcher.


The watcher acknowledges the SIP NOTIFY responsemessage with a SIP 200 OK response to its SIP/IP core network.


The SIP/IP core network of the wWatcher forwards the SIP 200 OK response to the PS.


NOTEote: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain asof the presentity.





�
6.2.13 Fetching Presence Information state – Proactive authorization
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Figure � SEQ Figure \* ARABIC �3� - Fetching presence information state (fetcher and presentity are in different networks)Fetch Presence


A watcher requests presence information of a certain presentity from the PS, acting as a fetcher. For the remaining use case, watcher will be used uniformly.


1.	The watcher requests presence information of the presentity using a SIP SUBSCRIBE request by setting with 0 expiration timethe “Expires” header field to zero, as defined in [RFC3265]. The request contain information on the presentity whose presence information is requested.


2.	The watcher’s SIP/IP Core network resolves the address of the SIP/IP Core network of the pPresentity and forwards the requestmessage.


3.	The SIP/IP Core network forwards the SIP SUBSCRIBE request message to the appropriate PS.


4.	At this stage tThe PS performs the necessary authorization checks on the originator to ensure it is allowed to request presence information of the presentity. Assuming all privacy conditions are met, the PS issues a SIP 200 OK response to the SIP/IP Core network of the presentity.


5.	The SIP/IP Core network of the pPresentity forwards the response to the SIP/IP Core network of the watcher.


6.	The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the watcher


7.	As soon as the PS sends a SIP 200 OK response to accept the request, it sends a SIP NOTIFY requestmessage with the current full state of the presentity's tuples that the watcher has requested and been authorized to. The presence information is formatted according to [PIDF], [RPID], [CIPID] and [PRESCAPS]. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcherThe PS sends the NOTIFY straight to the originating watcher SIP/IP core, by-passing the presentity SIP/IP core.


8. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.


9 . The watcher acknowledges the receipt of the SIP NOTIFY requestmessage with a SIP 200 OK responsesending this to theits SIP/IP Core network of the watcher.


10. The watcher’s SIP/IP Ccore network forwards the SIP 200 OK responsemessage to the PS, by-passing the SIP/IP core of the presentity.








Notes:


If the watcher is also within a subscription, he may SUBSCRIBE with the remaining non zero expiration time (of that ongoing subscription) to avoid early termination of the pending subscription.


NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.Steps 2, 5, , 7 and , 10 are not needed if the watcher and presentity are in the same domain.
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