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Figure � SEQ Figure \* ARABIC �126� - Subscribing to presence information state changes (watcher and presentity are in different networks)Sending Subscribe Request  - Reactive Authorisation


1.	A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.A watcher wishes to watch a presentity’s presence information, or certain parts of the presentity's presence information, and initiates a SUBSCRIBE.


2.	The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentityThe watcher’s SIP core forwards the message to the SIP core of the presentity.


3.	The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PSThe SIP core of the presentity forwards the SUBSCRIBE message to the appropriate PS. 


4.	At this stage Tthe PS acknowledges the request with a SIP 202 Accepted message response sent to the SIP/IP Ccore network of the presentity. 


5.	The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcherThe SIP core of the Presentity forwards the response to the SIP core of the watcher.


6.	The SIP/IP Core network of the watcher forwards the response to the watcher.The SIP core of the watcher forwards the 202 Accepted to the watcher.


7.	As soon as the PS sends a SIP 202 Accepted response to accept the subscription, it sends a SIP NOTIFY requestmessage as mandated by [RFC3265]. At thisat time, the presence information may be inaccurate or not fully available for the presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty presence information and a valid Ssubscription-Sstate header field (set to “pending”) for the time being.


8.	The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcherThe SIP core of the watcher forwards the SIP NOTIFY to the watcher.


9.	The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.The watcher acknowledges the receipt of the SIP NOTIFY message with a SIP 200 OK sending this to its SIP core.


10.	The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.The SIP core of the watcher forwards the SIP 200 OK message to the PS.


11.	The PS authorizes the watcher, after the presentity modifies the Subscription Authorization Policy.successfully performing reactive authorization procedures.


12.	The PS issues another 2nd real SIP NOTIFY request, to amend the neutral state known to the watcher with valid presence information.


13.	The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.The watcher’s SIP core forwards the SIP NOTIFY message to the watcher.


14.	The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core networkThe watcher acknowledges the SIP NOTIFY message with a SIP 200 OK to its SIP core.


15.	The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.The SIP core of the Watcher forwards the SIP 200 OK to the PS.





NOTE otes: 


1:.	Steps 2 and 3 as well as 4 and 5 are combined if the watcher is in the same domain asof the presentity.


NOTE 2.:	IfF the immediate presence information is accurate, then there is no need for another notification (shown in steps 12-15) until change is made to the presence information state changes. In fact, the PS may choose to best describe the presence information as known in the immediate notification, and if upon completing the required steps to grant the real presence information, it matches the information previouslywhat was sent, there is no need for the second SIP to re-NOTIFY request.
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