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1 Reason for Change

Some corrections to individual requirements in section 6.1.3 of the GM RD.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

If accepted, please update the GM RD with the changes proposed in section 6.

6 Detailed Change Proposal

6.1.3
Document Management Functions
The sub-sections below identify the set of available document management functions.

Document management functions SHALL be controlled by permissions which determine the capabilities available to a principal wishing to perform such functions.  
It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular principals is equivalent to assigning the corresponding set of permissions.

The service provider SHALL have permissions to perform any document management function.
A principal MAY be assigned permissions to perform some or all of the document management functions by the service provider.
Permissions MAY be assigned at any time during the lifetime of a document.  
Principals who try to perform a document management function MUST first be authenticated.

The GM Service SHALL support the ability to notify principals 
with appropriate permissions 
of all transactions performed. These transactions MAY also be logged.

The privacy
 and integrity 
of XML document management transactions SHALL be maintained.
6.1.3.1
Create

Principals with the appropriate management permission SHALL be able to create a document.  When creating an document, it SHALL be possible to define document specific properties (e.g., add properties).

A principal who creates a document SHALL have permission for all operations (defined in section 6.1.3.*) on that document.

6.1.3.2
Copy

Principals with the appropriate management permission SHALL be able to copy documents, for example, create a new document from existing XML document. 
6.1.3.3   
Delete

Principals with the appropriate management permission MUST be able to delete a document.

6.1.3.4   
Modify

Principals with the appropriate management permission MUST be able to modify a document.  When modifying an document, it SHALL be possible to define document specific properties (e.g., add/modify/remove properties).

6.1.3.5
Suspend

Principals with the appropriate management permission MUST be able to suspend access to and use of a document by all other principals.

When access to and use of a document is suspended, no operation can be performed on that document, except to take it out of the suspend state or delete it.

6.1.3.6
Search

It SHOULD be possible to search for the existence of a document using its document identifier.  

It SHOULD be possible to search for the existence of a document based on certain content of the document (e.g. the identifier of a PoC Group member).

Visibility determines which principals are able to find a document when performing a search.   Principals with the appropriate management permission SHALL be able to define the visibility 
of an XML document.

It SHALL be possible to limit the number of search results.

Searches SHALL be limited to documents owned by the Service Provider.

Search results SHALL be subject to Service Provider policy or user privacy settings.

Wildcards MAY be used when searching for documents.

6.1.3.7
Administration and Configuration

Principals with appropriate management permission SHALL be able to configure the following:

1. The maximum number of documents that can be created per subscription.

2. Different values for the maximum number of documents that can be created for different subscriptions.

3. Different values for the maximum number of documents that can be created for different document types.

4. Permission to receive notification of administration or configuration changes.
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