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1 Reason for Change

This contribution proposes clarifications throughout the document for consistency and clarity.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

None known.

5 Recommendation

Approve this CR and incorporate the proposed changes to the current OMA Presence AD.
6 Detailed Change Proposal

Section 1 (Scope)
The scope of this document is to provide an architecture, which includes a general network-agnostic model, for mobile presence using the IETF SIMPLE specifications.  .



Section 4.2.1 (Actors)


The following are the major actors participating in presence use cases covered by the outlined architecture: 

· 
· 
· Presentity – User role as owner of presence information

· Watcher – User role describing utilization of presence information of other user 

· Presence Client (PC) – Presence application or presence enabled application residing on the mobile device

· Presence Enabled Phonebook (PEP) – Presence information application residing in a mobile device 

· Presence Server (PS) – Network Presence Server, holding the presence information of the designated users

· Application Server (AS) – Presence aware application using presence information

· Presence Network Agent (PNA) – Detects presence information from various network elements 

· Privacy Enforcement Entity – Presence related privacy network component 

Additional actors are defined in the specific use case as outlined in [PRESRD].


Section 5.1 (Context Diagram)

The Group Management service enabler is specified in OMA specifications [OMA GMAD] ). 

There are some intrinsic functions  necessary to provide a complete presence service enabler that are beyond OMA standardization, nevertheless they are briefly described in this document in order to provide a complete picture of the Presence Architecture to the reader. Those are:

· Discovery/Registry functionality is provided by the SIP/IP Core which is described in the chapter 6.1.8 Registration.  

·   

· Charging functionality is described in the chapter 6.1.7 Charging.  

· Security (including authentication of the Presence Source) is described in the chapter 6.1.6 Security.  

The role of the Presence Service functional entities such as the Presence Source, Watcher and Presence Server are described in this document.

Section 5.2.1 (Collaboration with Service Enablers)

This section depicts an example of how the collaboration with other service enablers is achieved using the mechanism described in Section 6.1.

A Presentity publishes service specific Presence information via PRS-1 and PRS-3.
A Watcher subscribes to a Presentity’s Presence information via PRS-2 and PRS-3.
For Presence AD Phase I it has been identified that the following enablers might collaborate with the Presence Service enabler:

· PoC 

· GM 

Section 6 (Architectural Model)

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.

The access network used by the Presence architecture may include any radio or other access as well as the other nodes required to support IP connectivity and IP mobility.

Section 6.1.1.5 (XML Data Management Client)

The XDMC is an XCAP client and may perform the following functions depending on its different instantiations:

· Manage Presence related XML documents (e.g. Presence authorisation rules)

· Manage Presence information data XML documents (e.g. PIDF)
· Subscribe to event package for changes to any URI lists (stored in the Shared XDMS) which are included in Presence related XML documents (e.g. presence authorization policies)
· Subscribe to event package for changes to any XML documents stored in any XDMS
Section 6.1.2.1 (SIP/IP Core network)

Properly format the Section Title as:  

6.1.2.1 SIP/IP Core network
Section 6.1.2.1 (SIP/IP Core network)

The SIP/IP Core network includes a number of SIP proxies and SIP registrars which routes Presence messages.
Section 6.1.5.1 (Subscription Authorisation Rules)

Subscription authorisation rules SHALL determine the watchers who can be allowed to subscribe to the presence information of a presentity and those that cannot. The subscription authorisation rules may include lists that can be logically part of the Presence Server or the Shared XDMS. 

The following types of lists are supported:

· Accept lists

· Reject lists

· Polite blocking lists

· Deferred decision lists

For a particular presentity, more than one of each of those lists may exist.  In addition to those lists, subscription authorisation policy includes settings that determine the order that each of those lists are applied, when applying the policy to an incoming subscription request.  Once a match is generated against a list, the process is completed.  In addition the policy defines a default policy of “accept”, “reject”, “politely block” or “defer”.  If no match is generated, this default policy is applied. If no default policy is defined then the subscription will be rejected. In addition, to the above lists and default policies a Presentity may indicate to the Presence Server how to handle anonymous subscriptions. If no such preference is indicated the default behaviour SHOULD be to reject anonymous subscription requests.  

The presentity can be potentially informed about the status of the subscription using watcher information subscription/notification framework.

A typical subscription authorization policy for a presentity is shown below:

1) When a subscription request is received for a specific user whose policy uses only a single reject and a single accept list (in that order), the presence system checks the identity of the watcher making the request against the reject list. If the requesting identity is a member of the reject list, the subscription request is rejected as per the relevant policy.  

2) If the requesting identity is not a member of the reject list, the presence system checks to see if the requesting identity is a member of the accept list. If the requesting identity is a member of the accept list, the request is accepted.

3) If the requesting identity is neither a member of the reject list nor of the accept list, then the default policy is applied.
4) If no default policy is defined, then the subscription request is rejected. 

Section 6.1.5.3 (Presence Notification Rules)

A presentity SHALL be able to define presence notification rules that apply to one or more watchers.  Presence Notification rules SHALL determine what events will trigger notifications to watchers.  Typically when new information is available for one or more watchers, notifications will be generated.  Presence notification rules might further specify any rate limitations       and specific events that trigger notifications.
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