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1 Reason for Change

An addition to the section 8.1.1 on authentication of SIP request is proposed. It reflects the case where an AS is UA client. A reference to a specific chapter in TS 24.229 is made.
2 Impact on Backward Compatibility

None Identified.

3 Impact on Other Specifications

None identified.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend updating the given subsections of the Presence Spec.

6 Detailed Change Proposal

8.1.1 Authentication of SIP requests
The PS SHALL authenticate all incoming SIP requests. The PS SHOULD rely on the authentication mechanisms provided by the underlying SIP/IP Core network to accomplish user identity verification. 

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the authentication mechanism is specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. 
The PS SHALL authenticate the SIP request originator as specified in [3GPP TS 24.229]/[3GPP2 X.P0013-004-A] chapter 5.7.1.4. 
An application server acting as originating UA SHALL follow the authentication procedures given in [3GPP TS 24.229]/[3GPP2 X.P0013-004-A] chapter 5.7.3.
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