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1 Reason for Change

The functionalities of the Aggregation Proxy mentioned in the GM AD has not yet fully reflected in the XDM Specification. This contribution proposes the addition of those functionalities mentioned in the AD that are missing in the specification.
2 Impact on Backward Compatibility

No impact

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

None known.

5 Recommendation

Recommends changes to the XDM Specification as per the detailed Change Proposal section of this document.
6 Detailed Change Proposal

7. Aggregation Proxy

The Aggregation Proxy is the contact point for the XDM Client to access XML documents stored in any XDMS.

The Aggregation Proxy SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. The Aggregation Proxy:

1. SHALL support authenticating the XDM Client; in case the GAA is used according to [3GPP TS 33.222], the mutual authentication SHALL be supported;

2. SHALL forward the XCAP requests to the corresponding XDM Server, and forward the response back to the XDM Client;
3. SHALL protect the XCAP traffic by enabling TLS transport security mechanism. The TLS resumption procedure SHALL be able to use according to [RFC2818];

4. MAY support charging;
5. MAY perform compression of XML documents over the radio interface.
When realized in 3GPP/3GPP2 IMS the Aggregation Proxy SHALL act as an Authentication Proxy defined in [3GPP TS 33.222] with the following clarifications. The Aggregation Proxy:

1. SHALL assert the XDM client identity to the XDMS as described [3GPP TS 24.109], if the authenticated identity is not inserted by XDM Client;
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