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1 Reason for Contribution

To identify the items left open in XDM specifications.

2 Summary of Contribution

This contribution identifies open issues in all XDM specifications.

3 Detailed Proposal

Common XDM

(1.1) XDM Administration

XDM Administration is not described anywhere
Thomas brings contribution: leave for future phase
(1.2) Charging

“AD-7.1.2: Aggregation Proxy optionally supports charging”
Thomas brings contribution: Leave for future release
(1.3) Compression

“AD-7.1.2: Aggregation Proxy optionally performs compression of XML documents”
Haris comes with a proposal.
Presence XDM

(2.1) URI Lists in Presence policies

“PresRD-6.1.3.4: Presentities SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers.”

“PresRD-5.1.5: The Presence Service SHALL allow presentities and watchers to utilize group lists, e.g. contact lists as defined in [GM].”
Thanos modifies the requirements and checks if defined in stage 3 specifications.
(2.2) Default presence policies

“PresRD-6.1.3.4: It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.”

“PresRD-6.1.3.4: Presentities and/or administrators SHALL be able to define default policies on a per-presentity, per-watcher, per presentity group, or per watcher group basis.”

The default policy is also needed for PoC group and PoC user access policies.
Wildcarding needs to be specified, Petr defines.
(2.3) Authorization of anonymous users

“PresRD-6.1.3.4: The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.”
Sean defines.
(2.4) Notification counter

“PresRD-6.1.3.4: The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.”
Haris brings contribution: Leave for future release
(2.5) Presence Content Rules

“PresenceXDM-5.3.2.1: Editor’s Note: The “provide unknown status” element will be defined in more detail when the Presence information format will be detailed in [PRESSPEC] and will be determined if OMA extensions to the PIDF will take place.”
Haris
PoC XDMS

(3.1) Default PoC policies

The PoC XDMS should enable user to define a default user/group authentication policy.
Wildcarding needs to be specified, Petr defines.
To be defined: What happens if the referenced list is empty?
(3.2) Authorization of anonymous users

Do we want to handle anonymous/unauthenticated watchers like in Presence?
No action.
(3.3) PoC topology parameter

PoC defines two different topologies: 1-many, 1-many-1.

Is there a need for PoC XDMS parameter?
Petr checks
(3.4) Obtaining PoC Group document

As presented in 0657, the PoC server is unable to use conference URI to obtain PoC group data from PoC XDMS.
Nilo brings a contribution.
(3.5) Adding members to groups

Permission to invite additional participants to an ongoing PoC session.

Simo tracks the progress in POC and brings contribution if necessary.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Assign volunteers to bring contributions that will close the open items.
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