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1 Reason for Change

The XDM RD (OMA-RD_GM-V1_0-20040930-C) specifies the following requirements:

Section 6.1.1, item 9: The GM enabler SHALL allow a GM principal to retrieve a list of all stored documents for which the principal is the Primary Principal.

Section 6.1.1, item 10: The GM enabler SHALL allow a GM principal to retrieve a list of all stored documents for which the principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).

Contribution OMA-PAG-2004-0752R01-XDM-directory had proposed using the IETD draft ID.draft-garcia-simple-xcap-direcotry-00 as a solution to these requirements. Unfortunately, this draft has several problems, not the least of which is that it expires on Dec 8, 2004 and there has been no activity on this subject on the SIMPLE mailing list.

At a more technical level, this draft has some problems:

1. It provides a single AUID for all of a user’s documents. This would be acceptable if all documents belonging to a user were in a single XCAP server. However, our XDM architecture assumes that a user’s documents are distributed across different XCAP servers (PoC-related documents in PoC XDMS, Presence-related ones in Presence XDMS, etc.). So the solution should also cover the distributed architecture, i.e., both requirements 9 and 10 above

2. The document structure proposed is not optimal and was probably chosen on the assumption that there is a single directory (a single XCAP server) for all of a user’s document. By making the AUID an attribute to the <entry> element, a more complex XPATH expression is needed to get a list of a user’s documents for a given AUID. XCAP (draft 05), which uses a subset of XPATH, does not allow the return of multiple elements with the same name. Thus, the IETF draft syntax needs to be changed.

3. It is absolutely unclear how the <display-name> child element of <entry>, meant for consumption by the user, would be generated. If the server generates it, it would have to somehow understand what each document was about. If the client generates it, this meta-data would have to be included as a part of the document structure, but as far as we know, none of our documents contain this information. Assuming that such information was available, the server would then have to “open” each document to access this information before it could construct the <display-name> element.

It is best if OMA provides an XCAP application usage that provides a solution to these requirements. There is a placeholder in the current XDM Specification for this. We propose such a solution. This proposed application usage borrows from the IETF draft, but addresses the problems identified above and fits well with the distributed nature of our XDM architecture.
Some typos have been corrected and the XML Schema provided in section 6.6.2.3. Etag values to entry elements have been added in the examples. 
The only open issue is how to compute the etag value of a directory document. 
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the text provided in Section 6 in a revision of the XDM Specification.

6 Detailed Change Proposal

FIRST CHANGE
6.6.2 XML Documents Directory

The XML Documents Directory application usage allows an XDM Client (corresponding to a given XUI) to fetch:
1. the list of all XCAP managed documents corresponding to that XUI across all XDMSes, or 
2. all documents for a given AUID corresponding to that XUI stored in an XDMS.

3. 

An XDMS SHALL support an application usage named “org.openmobilealliance.xcap-directory” and SHALL maintain one document in the “users” tree per XUI named “directory.xml”.

Thus, a GET targeted at the URI http://[XCAP Root]/services/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml should return a list of all XML documents associated with all AUIDs for the user identified by sip:joe@example.com.

The structure of the “directory.xml” document is as follows: it is a well-formed  and valid XML document encoded in UTF-8 that begins with the root element <xcap-directory>. It consists of a number of <folder> elements. 
Each <folder> element SHALL have an attribute “auid”, whose value corresponds to an AUID that the XCAP server supports and for which there are documents in the “users” tree corresponding to.a given XUI. 
Every <folder> element consists of a number of <entry> elements. Each <entry> element containing a number of attributes, which are:

1. uri: this attribute SHALL be the Document URI for a document corresponding to  the “auid” attribute value in the parent <folder> element and for the given XUI.
2. etag: this attribute SHALL contain the server computed etag value of the current instance of the XML document identified by the “uri” attribute value. (This allows the XCAP client to determine whether the locally cached copy of a document is up-to-date.
3. last-modified: this attribute is OPTIONAL. When present, it SHALL contains the date and time the document identified as above was last modified. (This allows the XCAP client to determine if whether a document has changed recently or not.)

4. size: this attribute is OPTIONAL. When present, it SHALL contain the size, in octets, of the document as identified above. (This can help an XCAP client determine if it wants to upload the entire document or a fragment, as appropriate based on any resource limitation such as bandwidth.) 
Thus, for example, a GET targeted at the URI http://[XCAP Root]/services/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml/~~/xcap-directory/folder[@auid=”org.openmobilealliance.poc-groups”] should return all <entry> elements corresponding to sip:joe@example.com ‘s PoC groups.

3.6.2.1 Application Unique ID

This specification defines the “org.openmobilealliance.xcap-directory” AUID.

3.6.2.2 MIME Type

The MIME type for this document is “application/oma-directory+xml”

3.6.2.3 XML Schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:xcap-directory"

    xmlns="urn:oma:params:xml:xcap-directory"

    xmlns:xs="http://www.w3.org/2001/XMLSchema"

    elementFormDefault="qualified" attributeFormDefault="unqualified">

    <xs:import namespace="http://www.w3.org/XML/1998/namespace"

               schemaLocation="http://www.w3.org/2001/xml.xsd"/>

<xs:element name="xcap-directory">

   <xs:complexType>

     <xs:sequence minOccurs="0" maxOccurs="unbounded">

       <xs:element name="folder">

          <xs:complexType>

             <xs:sequence minOccurs="0" maxOccurs="unbounded">

               <xs:element name="entry">

                 <xs:complexType>

                   <xs:attribute name="uri" type="xs:anyURI" use="required"/>

                   <xs:attribute name="etag" type="xs:string" use="required"/>

                   <xs:attribute name="last-modified" type="xs:dateTime" use="optional"/>

                   <xs:attribute name="size" type="xs:nonNegativeInteger" use="optional"/>

                   <xs:anyAttribute namespace="##other"/>

                  </xs:complexType>  

                 </xs:element>

               </xs:sequence>   

              <xs:attribute name="auid" type="xs:string" use="required"/>

             </xs:complexType>

            </xs:element>   

          </xs:sequence>

        </xs:complexType>

    </xs:element>

</xs:schema>

3.6.2.4 </xs:schema>Additional Constraints

None.
3.6.2.5 Data Semantics

See section 6.6.2.
3.6.2.6 Naming Conventions

There is only one XCAP directory document per XUI in each XDMS. Therefore, the XDMS SHOULD assign the directory document the name “directory.xml”.

To retrieve such a directory document, the XCAP Client SHALL always use this same name.
3.6.2.7 Data Interdependencies

For every document created/deleted/modified in the “users” tree for a particular XUI and application usage, the XDMS SHALL add/delete/update the appropriate <entry> child element in the appropriate <folder> element of the “directory.xml” document corresponding to that XUI. 
NOTE: This does not imply that the server must actually store this “directory” document.  All that is required is that the XDMS be able to serve an up-to-date version of such a document when requested.
3.6.2.8 Authorization Policies

The “directory.xml” document is created and modified only by the XDMS. Thus, authorized principals are only allowed to retrieve this document.
The authorization policies for retrieving a “directory.xml” document SHALL conform to those described in [XDM_Spec] section 6.4.2.

SECOND CHANGE
Add the following row to table A.2 (Appendix A, SCR):

	GM-XDMS-S-009
	Support Application Usage “xcap-directory”
	6.6.2
	M
	


THIRD CHANGE
Add some examples to appendix B

B.3 Sample XCAP Directory Retrieval Operation of all user documents
Figure B.3 describes how an XCAP operation is performed to retrieve all of a user’s documents for all application usages. For simplicity, only two XDMSes are shown and the authentication steps are omitted.
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Figure B.3- Sample XCAP Directory retrieval operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.

GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the PoC XDMS.
3) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.

4) The PoC XDMS returns the “directory.xml” document containing a list of all the PoC Group documents belonging to sip:joebloggs@example.com in a HTTP 200 OK response
HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:50:39 GMT

Etag: "eti87"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=poc-groups>

    <entry uri=”http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing” etag=”abc123”/>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping etag=”def456”/>

  </folder>

</xcap-directory>

where each <entry> element lists a document containing one of sip:joebloggs@example.com’s PoC Groups called “skiing” and “shopping” in this example.
5) The Shared XDMS returns the “directory.xml” document containing the URI lists belonging to sip:joebloggs@example.com in a HTTP 200 OK response
HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:51:44 GMT

Etag: "eti99"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>

</xcap-directory>

where each <entry> element lists one document corresponding to each of sip:joebloggs@example.com’s URI lists, called “friends” and “colleagues” in this example.
6) The Aggregation Proxy returns the consolidated “directory.xml” document to the user in a HTTP 200 OK response.
HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends etag=”pqr999”/>

    <entry uri=http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues etag=”xyz123”/>

  </folder>
  <folder auid=poc-groups>

    <entry uri=http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/skiing etag=”abc123”/>

    <entry uri=" http://xcap.example.com/services/org.openmobilealliance.poc-groups/users/sip:joebloggs@example.com/shopping" etag=”def456”/>

  </folder>

</xcap-directory>

B.4 Sample XCAP Directory Retrieval Operation of specific user documents

Figure B.4 describes how an XCAP operation is performed to retrieve all of a user’s documents corresponding to a particular application usage. For simplicity, the authentication steps are omitted.
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Figure B.4- Sample XCAP Directory retrieval operation from a particular XDMS
The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his documents (URI lists) stored in the Shared XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/services/org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder[@auid=”resource-lists”] HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA1.0

Date: Thu, 08 Jan 2004 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Content-Length: 0

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Shared XDMS.
3) The Shared XDMS responds with a HTTP 200 OK including the directory document containing the URI lists belonging to sip:joebloggs@example.com

HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT

Etag: "eti101"

Content-Type: application/oma-directory+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <folder auid=resource-lists>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

    <entry uri=" http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues" etag=”xyz123”/>

  </folder>

</xcap-directory>

4) The Aggregation proxy returns the same entity body as in step 3 to the XDMC is a HTTP 200 OK message.
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