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1 Reason for Change

In order to cover the following comments of the CONRR.

	3-99
	2004.12.06
	5.3.3.2/ figure 6; 2nd main bullet
	"Apply local policy" should rather be "apply default policy" defined by "pres-rules/common-policy" ("the default in the absence of any action will be block").

(Source: Nokia)
	

	3-100
	2004.12.06
	5.3.3.2/2nd main bullet
	Rephrase:"check if any "identity" elements of the document matches" -> "check if any of the conditions of the document matches…", because there can be also other than "identity" condition.

(Source: Nokia)
	

	3-101
	2004.12.06
	5.3.3.2/3rd main bullet
	"If the combining rules…" (refer to common-policy)

(Source: Nokia)
	

	3-102
	2004.12.06
	5.3.3.2/3rd main bullet
	change the rest of the text concerning the "allow": …"apply the presence content rules defined under the "transformations" elements of matched rules"

(Source: Nokia)
	

	3-103
	2004.12.06
	5.3.3.2
	Change the reference to section 12.1.2.1 in the following bulletpoint:

“- “allow” decision, then the PS SHALL accept the subscription (see 12.1.2.1) and apply the Presence Content Rules defined under the “transformations” element of the same rule.” 

(Source: VODAFONE)
	

	3-105
	2004.12.06
	5.3.3.2

Fig 6
	Our understanding is that the checks in the flow are in the wrong order. It should start with "polite-block", continue with "block","confirm" and "allow". The reason for this is that the "polite block" has the lowest privacy value (protects me the most since it hides my real privacy state), "block" protects my presence information but gives some information, "confirm" does not give any presence information but tells the watcher that later on he might get some and "allow" gives full access to my presence information.

Change the flow so that the checks are done in the order 1) polite block, 2) block, 3) confirm and last 4) allow

Also the last four bullets in the chapter needs to reflect this order so they should be rearranged in the same order. We will provide a detailed contribution if agreed

(Source: Ericsson)
	

	3-108
	2004.12.07
	5.3.3.2
	Only Subscription Authorization Rules is explained in this chapter.  Nothing about Presence Content Rules handling

Proposal: Add Presence Content Rules handling part

(Source: Siemens)
	

	3-110
	2004.12.07
	5.3.3.2
	[image: image6.wmf]Microsoft Word 

Picture

Figure 6 is drawn as if there can be at most one matching rule. If there are multiple matches, a composition algorithm as specified in [PRESRULES] is to be applied. A proposal for an update of figure 6 is included below.
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(Source: Siemens)
	


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed sections in the Presence Spec (OMA-PAG-SIMPLE-Spec-V1_0_0-20041108-D).

6 Detailed Change Proposal

>>>>>>>>>Add the following reference in section 2.1>>>>>>>>>>>>>>>>>>

	[COMMONPOL]
	“A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, October. 2004,
URL:http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-03.txt 

Note: work in progress.


>>>>>>>>Make the following changes in section 5.3.3.2>>>>>>>>>>>>>>>>>>

5.3.3.2 Applying Presence authorisation policy

Presence information is considered very sensitive personal information; therefore an authorisation mechanism SHALL be supported. 

The PS SHALL apply the Presence Authorisation Policy defined by the presentity and by default policy on all incoming authenticated SUBSCRIBE requests for the presence event package.

As defined in [PRESXDM] the Presence Authorisation Policy has two parts defined by the presentity:

· Subscription Authorisation Rules, which determine if a watcher is allowed to subscribe to the presentity’s presence information;

· Presence Content Rules, which determine the subset of the presentity’s presence information the watcher is allowed to watch.
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Figure 1 - Presence Authorisation Policy flowchart

Figure 1 describes the steps that the PS SHALL follow in order to apply the authorisation policy:

· When an incoming SUBSCRIBE request is received for the presence event package, the PS SHALL fetch the presentity’s Presence Authorisation Policy document stored in the Presence XDMS according to the procedures defined in [XDMSPEC] chapter 6.1. 

The PS SHALL construct the HTTP URI in order to fetch the relevant document. The PS SHALL:

Set the AUID to “pres-rules”; and

Set the XUI defined in [XCAP] to the SIP URI of the presentity. 

For example, a presentity with a SIP URI sip:user@domain.com, the PS will fetch the Presence Authorization Rules document from the directory http://<xcap-root-uri>/pres-rules/users/sip:user@domain.com.

· Check if any of the “conditions” of the document matches against the watcher’s SIP URI or pres URI.  In the case of an anonymous subscription (see section Error! Reference source not found.), the “is-anonymous” condition is checked.  If there is no matching rule then the PS SHALL further handle the subscription according to the default policy of the PS.

· After the rules are identified under the Subscription Authorisation Rules for the watcher, the PS SHALL check the values of the “sub-handling” elements under the “actions” element of the identified rules in order to determine the handling of the subscription for this watcher.

· If the combining rules of the “sub-handling” element according to [COMMONPOL] results in 

· “block” decision, then the PS SHALL reject the subscription by responding with a 403 Forbidden response to the SUBSCRIBE request (see Error! Reference source not found.).

· “polite-block” decision, then the PS SHALL politely block the subscription following the procedures defined in Error! Reference source not found. and Error! Reference source not found..

· “confirm” decision, then the PS SHALL place the subscription in pending mode. The further treatment of the subscription will depend on the default policy of the PS, a typical example of such a local policy is the request for “reactive authorisation” from the presentity as defined in Error! Reference source not found..
· “allow” decision, then the PS SHALL accept the subscription (see12.1.2.1) and apply the Presence Content Rules defined under the “transformations” element of the same rule as defined in [PRESXDM].

· 
· 
· 
>>>>>>>>>>>>>>>>>>>>>>>>>>End of changes>>>>>>>>>>>>>>>>>>>>>>
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