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1 Reason for Change

This contribution proposes the update of the Presence TS to the new version of the Presence Data Model I-D and implements the changes in the relevant sections.

As copied from the IETF SIMPLE mailing list, those are the differences between the I-D versions –01 and –02:

* split out composition and presence server processing sections,

leaving only the data model (It does not affect the Presence TS as we were not referencing the PDM for the processing part)

* fixed examples, which had tuple extensions before <status>. They

need to come after (It does not affect the Presence TS as we were not referencing the examples)

* changed terminology from person, device and service elements, to

person device and

service components, to refer to the part of the data model that talks

about person, service. This is to differentitate the XML concept of

element from the disaggregation implied by component. With this

change, it makes sense to say that there is one person component, but

there can be multiple <person> elemnents. (It affects the Presence TS, change is implemented)

* added the ability for there to be multiple instances of a particular

service or device, or person. This was done by modeling the system

hierarchically. The presentity is at the top layer, followed by

devices, services and person. Within a particular device, service, or

person, there can be multiple instances. Each instance of a service

shares the same service URI, each instance of a device shares the same

device ID. Each instance is identified by an instance ID. This is

described in the document as a feature in order to explicitly model

ambiguity in cases where the compositor cannot, or doesn't want to,

resolve the ambiguity, but rather wishes for the consumer of the

document to do so. It is important to note that this means that the

reason we choose to have multiple instances of a service is ONLY

because we want to model ambiguity; it we want to explicitly say

something like "My softphone is open for IM, but not audio",

standardized ways of doing that, where the compositor or the device

knows this to be the case, are not to be done using multiple

instances. Otherwise, we are back in the boat of multiple ways of

saying the same thing. (It affects the Presence TS, change is implemented)

The introduction of "instance identifiers" has major consequences to the syntax and the semantics of the Presence Document (when published, when notified) as well as on the composition algorithm applied by the Presence Server.

The "instance identifier" is the 'id' attribute for <person>, <device> and <tuple>. Note that for the <tuple> this is "re-definition" of the 'id' attribute, as the "reach" information (which is -in the vast majority of cases- the service-URI supplied in the <contact> element) now is the unique identifier of a service.

Hence:

· a <person> has no identifier (there is only ONE person)

· a <device> is identified by the <deviceID> element, a direct child of <device>

· a <service> is identified by the "reach information" which has to be defined for each service separately.  A service URI is supposed to provide sufficient context and "reach information" beyond the service-URI should be defined and used sparingly. The <contact> element as a direct child of <service> provides this information.

As neither PDM 02 nor any other document includes any statements on the behavior of these mandatory "instance identifiers" when publishing presence document, composing the raw presence document and notifying the presence information, it has to be described in this OMA-TS-Presence-SIMPLE spec as it affects the interfaces Presence Source - PS, and the PS – Watcher interface.

A possible solution:

[1] =================================================================

The "instance identifiers" are globally unique. Publications from the same source have the same "instance identifier". The PS uses the same "instance identifiers" as supplied by the Presence Sources. When composing, the PS can in case of

· no conflicts: use any of the supplied "instance identifiers" (there is only one instance)

· conflicts: group the information per supplied "instance identifier"

The "instance identifier" can be the omai-URN for all applications running on the User Equipment (they should publish non-conflicting presence information). Also the various Servers (Presence, PoC, ...) should be assigned an omai-URN (e.g. based on a UUID stored in BIOS ROM) as they too can be Presence Sources. Note that the presence document is intended for machine-machine communication and the man-machine interface must convert the information in a human understandable format. Alternatively, the "instance identifier" may have a more "user friendly" format - suggestions are welcomed-.

Example:

Presence Source 1:

<presence entity="sip:someone@example.com">

  <person id="my device">

    <status/>

    <mood><happy/></mood>

  </person>

</presence>

Presence Source 2:

<presence entity="sip:someone@example.com">

  <person id="another device">

    <status/>

    <mood><sad/></mood>

  </person>

</presence>

Presence Source 3:

<presence entity="sip:someone@example.com">

  <person id="a server">

    <status/>

    <timezone> UTC</timezone>

  </person>

</presence>

Notified by the PS

<presence entity="sip:someone@example.com">

  <person id="my device">

    <status/>

    <mood><happy/></mood>

    <timezone> UTC</timezone>

  </person>

  <person id="another device">

    <status/>

    <mood><sad/></mood>

  </person>

</presence>

Remark: though it is not in conflict with the PIDF & RPID semantics, it is assumed that there is only one <mood> element allowed per <person>.

Obviously, on re-publication, the presence source MUST use the same "instance identifier" in order to update the supplied information. It can be agreed that if a different "instance identifier" is used, it functionally is equivalent to a publication termination with the "old instance identifier" and an initial publication with a "new instance identifier". This all has to be formally described.

=================================================================

Composition Algorithm issues:

· "merging" <note> / <timestamp> elements (max 1 <note> / <timestamp> per <service>, <person>, <tuple>)

· assumption: a <service> is uniquely identified by means of its <contact> element

· when are values identical (especially for identifiers)

To avoid interoperability problems, some statements are to be added on the syntax of Presence Document, e.g. in §10.2:

In addition of the semantics, the following limitations apply for a syntactically correct presence document:

· each <person>, <tuple> and <device> instance has exactly one direct <status> child

· each <person>, <tuple> and <device> instance has at most one direct <note> child
· each <person>, <tuple> and <device> instance has at most one direct <timestamp> child
· the <status> in a <person> instance has at most one direct <mood> child

· any <status> may have at most one direct <basic> child
· each <tuple> instance has exactly one direct <contact> child  

* The spec mentions usage of timestamp and note to allow humans and

automata to resolve conflicts (It affects the Presence TS, change is implemented)

* allow timestamp and note as part of person and device. Aligned

schemas for person and device to match structure of the tuple. (It affects the Presence TS, change is implemented)

* Modified schemas to extract types for note and timestamp into a

common schema, which is included into the person and device schemas. (It affects the Presence TS, change is implemented)

* added a section discussion general properties of documents in the

model. Emphasize that the meaning of a document is well-defined and

not based on its transport or transfer method, and that presence

systems allow for infinite composeability. (It does not affect the Presence TS, this is already included in the Presence TS)
* since a person element can have a note, and there can be a note in

the document overall, the model defines how these resolve. Its like

attributes in SDP. If a note is defined under the person itself, that

is used. If there isn't one, the document-wide one is used. (It does not affect the Presence TS, as it is decided that <note> will be used only under <person>)
* substantially revamped definition of a service. Created subsections

to define the components of a service - characteristics, reach

inforamtion, status, relative information. Reach information includes

the URI but could include things like a software app you have to use,

or a header you have to place into your request. (It does not affect the Presence TS, definition of the service is not referenced)
* clarified that capabilities don't mean that you have to format your

request in a specific way - that is what reach information is for (It does not affect the Presence TS, there is not mention in the Presence TS on the relationship between the Presence information and the SIP requests)
* no longer reference the roach service examples draft; rather, the

ideas there are expanded upon here (It does not affect the Presence TS, the examples are not referenced)
* tel URI is discussed as being similar to sip, in that it can

indicate multiple services (It does not affect the Presence TS, other services apart from PoC are not considered in the present phase)
* discuss that since reach information uniquely identify a service,

two things can't be separate services if they can't be reached

separately (It does not affect the Presence TS, other services apart from PoC are not considered in the present phase)
* describe Aki's "available on my softphone if you use IM, but not if

you use audio" as an example of a more complex status for a single

service (It does not affect the Presence TS, other services apart from PoC are not considered in the present phase)
* mention that capabilities for a service can be more complex than we

have today; for example eventually rfc2533. (It does not affect the Presence TS, other services apart from PoC are not considered in the present phase)
* mention that implied behaviors on receipt of a document cannot be

assumed - everything has to be explicit (It does not affect the Presence TS, unclear sentence that is not referenced)
* nothing says that the service URI has to be a gruu or anything else;

from a data model perspective its just a URI that is used to access

the service. The processing model draft will give guidance on how its

filled in by PUA. (It does not affect the Presence TS, Presence representation of PoC is done using OMA-specific extensions)
* added a treatment on the type of URI that can be included in the

service URI. There is no limit, but abstract URIs like URN and tel

mean you can't say much about characteristics. Using a tel URI with

enum dip indicator is better, or using a tel URI when there is no enum

record is better, that means its a phone number and you can say more

about it (It does not affect the Presence TS, Presence representation of PoC is done using OMA-specific extensions)
* mention that the service URI to service mapping is many to one, and

that it is ok for service URI to change over time too. Mention that

this is useful for anti-spam and give reference to the

ietf-sipping-spam draft (It does not affect the Presence TS, Presence representation of PoC is done using OMA-specific extensions)
* mention that the presentity URI represents a form of "one number"

communications - providing an index by which all of the other reach

addresses for a user can be discovered. (It does not affect the Presence TS, Presence representation of PoC is done using OMA-specific extensions)
* concluded that the UUID URN was not going to work very well for us out 

of the

box, since it requires a time-based component and thus doesnt have the

characteristics of being guessable or correlatable with other

information sources in the network. As such, its listed as a fallback

option until other, better URN are defined. Also, ESN and MAC are

listed as useful identifiers but they don't have URN schemes (It does not affect the Presence TS, <device-id> uses OMA-specific identifier)
* clarified that the person component represents a single individual,

and talked about how groups or users or a dog could actually be hiding

behind that person facade. (It affects the Presence TS, change is implemented)

* added discussion of dealing with both pres and SIP URI; and how to

set the entity URI correctly. Discussed the more general alias issue

as well.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed sections in the Presence TS (OMA-TS-Presence_SIMPLE-V1_0-20050226-D).

6 Detailed Change Proposal

>>>>>>>>>>>Make the proposed change in section 2.1>>>>>>>>>>>>>>>>>>

	[PRESDATAMODEL]
	“A Data Model for Presence”, J. Rosenberg, Feb. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-data-model-02.txt)

Note: IETF Draft work in progress


>>>>>>>>>>>Make the proposed changes in section 4>>>>>>>>>>>>>>>>>>

9. Introduction

The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Format (PIDF) ,the Rich Presence Information Data Format (RPID) and geographical information conveyed in a GEOPRIV location object (see [PIDFLO]) specified by the IETF in conjunction with the overall Presence Data Model defined in [PRESDATAMODEL] .

This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).

In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RPID], [PIDFLO], [PRESDATAMODEL] etc.

· The partial publication of (only the changed) presence information, based on [PARFORMAT]

· Triggers for the generation of notifications when specific events take place

· The handling of large presence information content, based on support of [RFC 2387] and [CONTENTIND]

· The control of the content of the notification sent to a watcher, based on [FILTER] and [FILTERFORMAT]

· Back-end subscriptions to a presence list, based on [EVENTLIST]

· Subscription authorization rules for watchers, based on [PRESRULES], and

· Presence content rules for watchers, based on [PRESRULES].

The Presence Services makes use of various data repositories in the network that store information related to presentities and watchers, specifically: 

· The Presence XDMS (see [PRESXDM]) for storage of documents related to a presentity, such as subscription authorization rules and presence content rules for watchers; 

· The Shared XDMS (see [SharedXDM]) for URL Lists which may be referenced from other documents; 

· The RLS XDMS (see [RLSXDM]) for storing a watcher’s presence list; and

· The Content Server (see [PRESAD]) for managing MIME objects.

>>>>>>>End of changes in section 4 >>>>>>>>>>>>>>>>>>

>>>>>>>Make  the proposed text changes section 5.2.4 >>>>>>>>>>>>>>>>>>

9.4.1 Presence information processing

The watcher SHOULD interpret the received presence information according to the following rules:

· Service component
Uniquely identify a <tuple> element by the combination of a 

· <contact> element, as defined in [RFC3863]);

· <service-description> element (defined in section 10.7.1), if present;

· <device-id> element, as defined in [RPID])
If the watcher recognizes more than one semantically identical “service” components in the presence document (<tuple> elements identified as being the same based on the previous criteria shown above) with conflicting sub-elements (i.e. elements with same names but different values), the watcher SHOULD select the conflicting element from the <tuple> element with the latest <timestamp> element as defined in [RFC3863].
If the watcher recognizes more than one semantically identical “person” components in the presence document (<person> elements identified as being the same based on the previous criteria shown above) with conflicting sub-elements (i.e. elements with same names but different values), the watcher SHOULD select the conflicting element from the <person> element with the latest <timestamp> element as defined in [PRESDATAMODEL].

A watcher SHALL be able to interpret any application-specific subset of the elements listed in section 10.6 using the semantics described therein. The Watcher MAY support other PIDF extensions to interpret elements whose semantics do not match with those defined in section 10.6, as long as, if a watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

>>>>>>>>>>>>>>>>>End of changes in section 5.2.4 >>>>>>>>>>>>>>>>>>>>

>>>>>>>Changes in section 5.4.3.1 are implemented by  -170R03>>>>>>>>>>>

----

>>>>>Make the proposed changes in section 10.1, 10.2 and 10.3 >>>>>>>>>>>

10. Content of the Presence Document

10.4 Presence data model

The Presence Data Model as defined in IETF [PRESDATAMODEL] is categorized in three key components: the Person, the Service and the Device. 

· The Person components model the information about the Presentity.

· The Service components model the forms of communication used by the Presentity. 

· The Device components model the physical pieces of equipment used by the Presentity. 

The relationship between the data elements is according to the following scheme:
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Figure 1: Relationship between the elements of the Presence Data Model

Each of these data elements models Presence information (i.e. Presence attributes) that provides a description about a form of communication, a Presentity, or piece of equipment.  

10.4.1 Person

The “person” component models information about the Presentity whom the presence data is trying to describe.  Examples of  Presence information that can be represented by the “person” component are the activity that the Presentity is involved in, his/her overall willingness for any kind of communication, his/her physical appearance and mood.

The model supports only one “person” component per presentity , nevertheless this does not preclude representing a group which appears to the watcher as a single Presentity. However there may be cases where more than one “person” component instances exist in the Presence document, in cases where composition policy in the PS cannot clearly semantically differentiate between the multiple instances of the same component. In that case the conflict is resolved according as defined in section 5.2.4.
The “person” component SHALL be mapped to the <person> element as specified in [PRESDATAMODEL].
10.4.2 Service

The “service” components model the forms of communication that the Presentity has potentially access to. Examples Presence information that can be represented by the “service” components are the Presentity’s willingness to communicate with PoC or IM, the availability of SMS service in his/her terminal.  

One other important characteristic of each “service” might be the devices on which that service executes.  Each device is uniquely identified by the device identifier <device-id> defined in [RPID]. The Presence document may contain information on each device, but this is a separate part of the document modeled by the “device” component described in the next section.  

The “service” component SHALL be mapped to the <tuple> element as specified in [PRESDATAMODEL].

10.4.3 Device

The “device” components model the physical piece of equipment in which services execute.  Examples of Presence information that can be represented by “device” elements include mobile phones, PCs and PDAs. As the same services may execute in multiple devices (e.g. IM running in the home PC and the mobile phone) the mapping of services to devices are many to many. Devices are uniquely identified with a device identifier. The model supports only one “device” component per device identifier, however the Presence Sources publish their own “device” component instances. The PS composes the multiple instances into one component and resolves conflicts among the Presence Sources according to the section 5.2.1.1.1.
The “device” component SHALL be mapped to the <device> element as specified in [PRESDATAMODEL].

For a given presentity, the value of the <deviceID> element of the <device> element SHALL be unique for each device used by the presentity. In case that multiple presence sources exist on a device, the Presence Sources SHALL ensure that irrespective of how many network access means are available in the device only one unique device identifier is used for presence publication. 
A pseudo-random hexadecimal number SHALL be used for <deviceID> to uniquely identify the device. This number SHALL be 128-bits long (32 hexadecimal digits) in order to reduce the possibility of collision. As this pseudo-random used for <deviceID> is supposed to uniquely identify the particular device it has to be stored in a non-volatile memory and SHALL be used in all the Presence publications requiring the use of <deviceID>.

Note:  Each device has a pseudo-random number generator. Pseudo-random numbers are used for many purposes within the security functions (e.g. for the challenge-response scheme, for generating authentication and encryption keys, etc). Ideally, a true random generator based on some physical process with inherent randomness can be used as a seed to reduce the possibility of random number collision.

10.5 Presence Document Overview 
(Informative)

Information structured according to the OMA presence data model is exchanged in an XML document that conforms to the basic Presence Information Data Format as defined in [RFC3863], and extended in other documents for the purpose of interworking.

The scheme below provides a high level overview of the data elements that may comprise an OMA presence XML document ( <presence> ).

Column 1:
presence information (as defined in this TS)

Column 2:
document where the associated <element> schema is defined 

Column 3:
location of the <element> with respect to the [RFC3863]; data elements defined in [RFC3863] are written in italic

Person
schema
<person> ( [PRESDATAMODEL] )

Overriding Willingness
§Error! Reference source not found.
<status>
→<overriding-willingness>





→<basic> open/closed
Activity
[RPID]
<status>
→<activities>
Location
[RPID]
<status>
→<place-type>
Timezone
[RPID]
<status>
→<timezone>
Mood
[RPID]
<status>
→<mood>
Icon
[RPID]
<status>
→<status-icon>
Timestamp                                    [PRESDATAMODEL]    
→<timestampt>

Service
schema
<tuple> ([RFC3863])

Application-specific Willingness
§Error! Reference source not found.
<status>
→<willingness>
→<basic> open/closed
Application-specific Availability
[RFC3863]
<status>
→<basic> open/closed
Icon 
[RPID]
<status>
→<status-icon>
Session Participation
§Error! Reference source not found.
<status>
→<session-participartion>





→<basic> open/closed
Communication Address
[RFC3863]
<contact>
Service Description
§Error! Reference source not found.
<service-description>
Timestamp                                    [RFC3863]    <timestamp>                        →<timestamp>

Geographical Location
[PIDFLO]
<status>
→<geopriv>
→<location-info>



→<geopriv>
→<usage-rules>
Per service device identifier
[RPID]
<status>
→<device-id>
Device
schema
<device> ( [PRESDATAMODEL] )

Network Availability
§Error! Reference source not found.
<status>
→<network-availability>

Geographical Location
[PIDFLO]
<status>
→<geopriv>
→<location-info>



→<geopriv>
→<usage-rules>
Timestamp                                    [PRESDATAMODEL]         
→<timestampt>

The following is an example of a raw OMA presence XML document.

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    xmlns:pp="urn:ietf:params:xml:ns:pidf:person"

    xmlns:pd="urn:ietf:params:xml:ns:pidf:device"

    xmlns:rp="urn:ietf:params:xml:ns:pidf:rpid-person"

    xmlns:rt="urn:ietf:params:xml:ns:pidf:rpid-tuple"

    xmlns:rs="urn:ietf:params:xml:ns:pidf:rpid-status"

    xmlns:ot="urn:oma:params:xml:ns:pidf:oma-tuple"

    xmlns:ots="urn:oma:params:xml:ns:pidf:oma-tuple-status"

    xmlns:ops="urn:oma:params:xml:ns:pidf:oma-person-status"

    xmlns:ods="urn:oma:params:xml:ns:pidf:oma-device-status"

    xmlns:gp="urn:ietf:params:xml:ns:pidf:geopriv10"

    xmlns:gml="urn:opengis:specification:gml:schema-xsd:feature:v3.0"

    entity="sip:someone@example.com">

    <tuple id="a1231">

      <status>

        <basic>open</basic>

        <ots:willingness>

          <ots:basic>open</ots:basic>

        </ots:willingness>

        <ots:session-participation>

          <ots:basic>open</ots:basic>

        </ots:session-participation>

        <rs:status-icon>http://example.com/~my-icons/PoC-Session</rs:status-icon>

      </status>

      <ot:service-description>

        <ot:service-id>org.openmobilealliance:PoC-Session</ot:service-id>

        <ot:version>1.0</ot:version>

        <ot:description>This is the OMA PoC-Session service</ot:description>

      </ot:service-description>

      <rt:device-id>omai:be874b7a3a3fce7d0e91649a97762e64</device-id>  

      <contact>sip:my_name@example.com</contact>
      <timestamp>2005-02-22T20:07:07Z</timestamp>
    </tuple>

    <tuple id="a1232">

      <status>

        <basic>closed</basic>

        <ots:willingness>

          <ots:basic>closed</ots:basic>

        </ots:willingness>

        <rs:status-icon>http://example.com/~my-icons/PoC-Alert</rs:status-icon>

      </status>

      <ot:service-description>

        <ot:service-id>org.openmobilealliance:PoC-Alert</ot:service-id>

        <ot:version>1.0</ot:version>

        <ot:description>This is the OMA PoC-Alert service</ot:description>

      </ot:service-description>

      <contact>sip:my_name@example.com</contact>
      <timestamp>2005-02-22T20:07:07Z</timestamp>
    </tuple>

    <pp:person id="a1233">

      <pp:status>

        <ops:overriding-willingness>

          <ops:basic>open</ops:basic>

        </ops:overriding-willingness>

        <rp:activities>

          <rp:activity>meeting</rp:activity>

        </rp:activities>

        <rp:place-type>office</rp:place-type>

        <rp:timezone>UTC+2</rp:timezone>

        <rp:mood> <rp:happy/> </rp:mood>

        <rs:status-icon>http://example.com/~my-icons/busy</rs:status-icon>

        <rp:timezone>UTC+2</rp:timezone>

      </pp:status>
      <pp:timestamp>2005-02-22T20:07:07Z</pp:timestamp>
    </pp:person>

    <pd:device id="a1234">

 
<deviceID>omai:be874b7a3a3fce7d0e91649a97762e64</deviceID>
      <pd:status>

        <od:network-availability>

          <od:network id=”UMTS”/>

          <od:network id=”GPRS”/>

        </od:network-availability>

        <gp:geopriv>

          <gp:location-info>

             <gml:location>

                <gml:Point gml:id="point1" srsName="epsg:4326">

                  <gml:coordinates>37:46:30N 122:25:10W</gml:coordinates>

                </gml:Point>

             </gml:location>

          </gp:location-info>

           <gp:usage-rules>

             <gp:retransmission-allowed>no</gp:retransmission-allowed>

             <gp:retention-expiry>2005-02-22T04:57:29Z</gp:retention-expiry>

           </gp:usage-rules>

        </gp:geopriv>

      </pd:status>
<pd:timestamp>2005-02-22T20:07:07Z</pd:timestamp>
    </pd:device>

</presence>

10.6 Presence Information Elements semantics

OMA Presence RD [PRESREQ] specifies a set of building blocks of presence information that need to be supported by the Presence enabler and their semantics.

The following sections describe the mapping of those presence information building blocks initially to some presence data model components and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID [RPID], geographical, location object [PIDFLO], and Presence Data Model [PRESDATAMODEL]). In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed. 

10.6.1 Application-specific Willingness

5.2.1.1 Description

The “Application-specific Willingness” indicates whether the user of this communication services desires to receive incoming communication requests for that particular application.  It shall be used by the watcher, when “Overriding Willingness” element is not present in the Presence information document.  If none of the two “willingness” elements exists, then it should be concluded that it is not known, whether the user of this communication service, desires or not to receive incoming requests.

5.2.1.2 Mapping to presence data model

The “Application-specific Willingness” is part of  the “service” component according to the presence data model.

5.2.1.3 Mapping to PIDF

The “Application-specific Willingness” building block SHALL be mapped to PIDF as following: <tuple>( <status>( <willingness>( <basic>( open/closed and <service-description>.

The <willingness> element is defined is section 5.2.1.73.

The <service-description> element is  defined in section 10.7.1.

5.2.1.4 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section Error! Reference source not found..

5.2.1.5 Limitations

None.

10.6.2 Overriding Willingness

5.2.1.6 Description

The “Overriding Willingness” provides an indication, set by the presentity that takes precedence over “Application-specific willingness” settings. For example, when an “Overriding Willingness” element is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.

5.2.1.7 Mapping to presence data model

The “Overriding Willingness is part of  the “service” component according to the presence data model.

5.2.1.8 Mapping to PIDF

The “Overriding Willingness” building block SHALL be mapped to PIDF as following: <person>(<status>( <overriding-willingness>( <basic>( open/closed.

The <overriding-willingness> element is defined is section 5.2.1.74.

Editor’s Note: presence elements under <person> where a single value is required to be shown to the watcher are FFS.

5.2.1.9 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section Error! Reference source not found..

5.2.1.10 Limitations

None.

10.6.3 Application-specific Availability

5.2.1.11 Description

The “Application-specific Availability” indicates whether it is possible to receive an incoming communication request using this service. For example, if a presentity is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., he would be available for PoC, whereas if any of those were not true, he would be ”Not Available”. 

5.2.1.12 Mapping to presence data model

The “Application-specific Availability” is part of  the “service” component according to the presence data model.

5.2.1.13 Mapping to PIDF

The “Application-specific Availability” building block SHALL be mapped to PIDF as following: <tuple>( <status>( <basic>(open/closed and <service-description>.

The <service-description> element is defined in section 10.7.1.

5.2.1.14 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section Error! Reference source not found..

5.2.1.15 Limitations

None.

10.6.4 Network Availability

5.2.1.16 Description

A device may be “connected” to one or more networks, such as a GSM, CDMA, GPRS, 802.11x, etc.  However, connectivity to a network cannot be defined in a generic manner, as different states may exist for different networks.  As such, the “network availability” element is defined in a generic, extensible way.  Each network that needs to be supported needs to extend this specification in order to stipulate the details.  

The “network availability” element contains a list of zero or more “network” elements that this device is “connected” to.  Each network element SHALL contain a “id” attribute, whose value will indicate the network type.  This value needs to be registered with OMNA, such that it is unique for that type of network.  Additionally, each network type will need to define the meaning of “connected”, as well any additional information that is relevant for that type of network. 

Editor’s Note:  Need to set-up the registration mechanism with OMNA

5.2.1.17 Mapping to presence data model

The “Network Availability” is part of  the “device” component according to the presence data model.

5.2.1.18 Mapping to PIDF

The “Network Availability” building block SHALL be mapped to PIDF as following: <device>( <status>(<network-availability>.

The <network-availability> element is defined is section 5.2.1.75. 

5.2.1.19 Composition Actions

The composition actions defined for “device” components SHALL be performed according to section Error! Reference source not found..

5.2.1.20 Limitations

None.

10.6.5 Communication address

5.2.1.21 Description

The value of this element is the URI used to contact the specific service of the presentity (e.g. SIP URI for a PoC service). 
5.2.1.22 Mapping to presence data model

The “Communication Address is part of  the “service” component according to the presence data model.

5.2.1.23 Mapping to PIDF

The “Communication Address” building block SHALL be mapped to PIDF as following: <tuple>( <contact>

5.2.1.24 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section Error! Reference source not found..

5.2.1.25 Limitations

None.

10.6.6 Activity

5.2.1.26 Description

The “Activity” building block is an enumerated or free text value provided by the Presentity indicating his/her/its activity(ies). 

5.2.1.27 Mapping to presence data model

The “Activity” is part of  the “person” component according to the presence data model.

5.2.1.28 Mapping to PIDF

The “Activity” building block SHALL be mapped to <activities> element defined in [RPID].

5.2.1.29 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section Error! Reference source not found..

5.2.1.30 Limitations

None.

10.6.7 Location

5.2.1.31 Description

The “Location” building block indicates an enumerated or free text location value as provided by the presentity. 

5.2.1.32 Mapping to presence data model

The “Location” is part of  the “person” component according to the presence data model.

5.2.1.33 Mapping to PIDF

The “Location” building block SHALL be mapped to <place-type> element defined in [RPID].

5.2.1.34 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section Error! Reference source not found..

5.2.1.35 Limitations

None.

10.6.8 Geographical Location

5.2.1.36 Description

The “Geographical Location” building block indicates the presentity’s or the device’s geographical location provided by a location generator (e.g. Location Server) or by the presentity.

5.2.1.37 Mapping to presence data model

The “Geographical Location” is part of  the “person” and/or “device” components according to the presence data model.

5.2.1.38 Mapping to PIDF

The “Geographical Location” building block SHALL be mapped to PIDF as following: <status> -> <geopriv> -> <location-info> and <status> -> <geopriv> -> <usage-rules>. The <geopriv>, <location-info> and <usage-rules> elements are defined in [PIDFLO].
5.2.1.39 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section Error! Reference source not found., for “device” components SHALL be performed according to section Error! Reference source not found..

5.2.1.40 Limitations

None.

10.6.9 Application capabilities

5.2.1.41 Description

None defined for this release.

10.6.10 Time-zone

5.2.1.42 Description

The value of this building block indicates the current timezone of the presentity, as determined by any suitable means.  

5.2.1.43 Mapping to presence data model

The “Time-zone” is a part of  “person” component according to the presence data model.

5.2.1.44 Mapping to PIDF

The “Time-zone” building block SHALL be mapped to <timezone> element defined in [RPID].

5.2.1.45 Composition Actions

The composition actions defined for “person” components SHALL be performed according to section Error! Reference source not found..

5.2.1.46 Limitations

None

10.6.11 Mood

5.2.1.47 Description

The “Mood” building block is an enumerated or free text value provided by the Presentity indicating his/her/its mood(s). 

5.2.1.48 Mapping to presence data model

The “Mood” is a part of  “person” component according to the presence data model.

5.2.1.49 Mapping to PIDF

The “Mood” building block SHALL be mapped to <mood> element defined in [RPID].

5.2.1.50 Composition Actions

The composition actions defined for the “person” components SHALL be performed according to section Error! Reference source not found..

5.2.1.51 Limitations

None.

10.6.12 Hobbies

5.2.1.52 Description

None defined for this release.

10.6.13 Preferred language

5.2.1.53 Description

None defined for this release.

10.6.14 Icon

5.2.1.54 Description

The “Icon” building block provides an image (icon).  The watcher may use this information to represent a “service” or “person” element in a graphical user interface.

5.2.1.55 Mapping to presence data model

The “Icon” is part of  the“person” and/or “service” component according to the presence data model.

5.2.1.56 Mapping to PIDF

The “Icon” building block SHALL be mapped to <status-icon> element defined in [RPID].

5.2.1.57 Composition Actions

The composition actions defined for “person”and/or “components SHALL be performed according to section Error! Reference source not found..

5.2.1.58 Limitations

Presentities SHOULD provide images of sizes and aspect ratios that are appropriate for mobile devices. The “Icon” SHOULD support for the following formats:  JPEG, PNG and GIF.

The image format SHALL conform to [3GPP TS 26.141].

10.6.15 Session Participation

5.2.1.59 Description

The “Session Participation” building block indicates that the user is involved in at least one session of a specific service (e.g. PoC session).  However definition of a “session” cannot be described in a “generic” manner, as it depends on the semantics of the specific enabler. As such the “session-participation” element is defined in a generic, extensible way. Each enabler that needs to support this element needs to extend this specification in order to stipulate the details.  The participation in a session indicates to the watcher that the presentity may not be able to communicate with him/her even though it is possible technically.

5.2.1.60 Mapping to presence data model

The “Session Participation” is part of  the “service” component according to the presence data model.

10.6.15.1 Mapping to PIDF

The “Session Participation” building block SHALL be mapped to PIDF as following: <tuple>( <status>(<session-participation>( <basic>( open/closed, and  <service-description>.

The <session-participation> element is defined is section 5.2.1.76.

The <service-description> element is defined in section 5.2.1.72.

10.6.15.2 Composition Actions

The composition actions defined for “service” components SHALL be performed according to section Error! Reference source not found.. 

5.2.1.61 Limitations

None.

10.6.16 Timestamp

5.2.1.62 Description

The “Timestamp” building block provides a timestamp specifying the time when the presence server received the service data element.  The watcher may use this information to compare service data elements with the same service description. 

5.2.1.63 Mapping to presence data model

The “Timestamp” can be part of  “service”, “device” or “person”  components according to the presence data model.

5.2.1.64 Mapping to PIDF

The “Timestamp” building  block SHALL be mapped to <timestamp> element defined in [RFC3863] and [PRESDATAMODEL].

5.2.1.65 Composition Actions

The composition actions defined for “timestamp” elements SHALL be performed according to section Error! Reference source not found..

5.2.1.66 Limitations

The <timestamp> SHALL follow the limitations as defined in [RFC3863] 
and [PRESDATAMODEL].
>>>>>>>>>>End of changes in section 10.1, 10.2 and 10.3>>>>>>>>>>>>>>

>>>>>>>>>>>>>>>>>Add the new section 10.3.17>>>>>>>>>>>>>>>>>>

10.6.17 Per service device identifier
5.2.1.67 Description
The “Per service device identifier” building block identifies the device where a particular “service” component executes. 
5.2.1.68 Mapping to presence data model

The “Per service device identifier” is part of the “service” component according to the presence data model.

5.2.1.69 Mapping to PIDF

The “Per service device identifier” building  block  SHALL be mapped to the <device-id> element defined in [RPID].

5.2.1.70 Composition Actions

The composition actions defined for “device” components SHALL be performed according to section Error! Reference source not found..

5.2.1.71 Limitations

The value of the “Per service device identifier” SHALL be following the methodology and restrictions of section 10.1.3. 
>>>>>>>>>>End of changes in section 10.3.17>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed changes in section 10.4 >>>>>>>>>>>>>>>

10.7 OMA specific PIDF extensions

10.7.1 OMA PIDF elements

5.2.1.72 <service-description>

The <service-description> element is an extension to PIDF that is used to describe OMA-specific services. The <service-description> element SHALL be used as a child element of the <tuple> element as defined in [PIDF].

The <service-description> element SHALL contain the following child elements:

· <service-id> element: Uniquely identifies the service. This element is mandatory and it SHALL contain a string value. Services utilizing this element SHALL register a unique value with OMNA. 

Editor’s Note: need to provide reference where those values are enumerated once OMNA has created the appropriate registry.

· <version> element: Defines the version of the service. This element is mandatory and it SHALL contain a string value in the form of “x.y” where “x” is the major version and “y” is the minor version of the particular service.

· <description> element: This element is optional. If present, it SHALL contain a string value providing additional informative description of the service.

5.2.1.73 <willingness>

The <willingness> element is an extension to PIDF that is used to describe the “Application-specific willingness”presence information element. . The <willingness> element SHALL be used as a child element of <status> element inside the <tuple> element as defined in [PIDF]. 

The <willingness> element SHALL include the <basic> element defined in [PIDF] and have two values “open” and “closed” indicating willingness for communication.

5.2.1.74 <overriding-willingness>

The <overriding-willingness> element is an extension to PIDF that is used to describe the “Overriding willingness” presence information building block. The <overriding-willingness> element SHALL be used as a child element of the <status> element inside the <person> component defined in [PRESDATAMODEL].  The <overriding-willingness> element SHALL include the <basic> element defined in [PIDF] with the values “open” and “closed” indicating overriding willingness.


5.2.1.75 <network-availability>

The <network-availability> element is an extension to PIDF that is used to describe the “Network Availability” presence information element. The <network-availability> element SHALL be used as a child element of the <status> element inside the <device> element as defined in [PRESDATAMODEL]. 
The <network availability> element SHALL contain a list of zero or more <network> elements that this device is “connected” to. Each <network> element SHALL contain an “id” attribute, whose value will indicate the type of the network.  
5.2.1.76 <session-participation>

The <session-participation> element is an extension to PIDF that is used to describe the “Session Participation” presence information element. The <session-participation> element SHALL be used as a child element of the <status> element inside the <tuple> element as defined in [PIDF]. 

The <session-participation> element SHALL include the <basic> element defined in [PIDF] and have two values “open” and “closed” indicating that the particular presentity is participating in at least one session of a specific service.

>>>>>>>>>>>>End of changes in section 10.4 >>>>>>>>>>>>>>>>>>>>>>>>

>>>>>>>>>Make the proposed changes in section 10.5>>>>>>>>>>>>>>>>>>

10.8 Presence information examples                         (Informative)
Examples of how the Presence information semantics are described in a typical Presence Information XML schema are shown below:

Presence Document describing: 

· PoC-Session Specific Availability: Not Available
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    xmlns:ot="urn:oma:params:xml:ns:pidf:oma-tuple”

    entity="sip:someone@example.com">

    <tuple id="a1232">

      <status>

        <basic>closed</basic>

      </status>

      <ot:service-description>

        <ot:service-id>org.openmobilealliance:PoC-Session</ot:service-id>

        <ot:version>1.0</ot:version>

      </ot:service-description>
      <contact>sip:someone@example.com</contact>

      <timestamp>2005-02-22T10:25:01Z</timestamp>

    </tuple>

</presence>

Presence Document describing:

· PoC-Session Specific Availability: Available

· PoC-Session Specific Willingness: Willing

· Activity: Meal

· Geographical Location: Coord <X> and <Y>

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"
         xmlns:p="urn:ietf:params:xml:ns:pidf:person"
    xmlns:rp="urn:ietf:params:xml:ns:pidf:rpid-person"

    xmlns:ot="urn:oma:params:xml:ns:pidf:oma-tuple”

    xmlns:ots="urn:oma:params:xml:ns:pidf:oma-tuple-status”
    xmlns:gp="urn:ietf:params:xml:ns:pidf:geopriv10"
    xmlns:gml="urn:opengis:specification:gml:schema-xsd:feature:v3.0"

    entity="sip:someone@example.com">

    <tuple id="a1232">

      <status>

        <basic>open</basic>

        <ots:willingness>

          <ots:basic>open</ots:basic>

        </ots:willingness>

      </status>

      <ot:service-description>
        <ot:service-id>org.openmobilealliance:PoC-Session</ot:service-id>
        <ot:version>1.0</version>

      </ot:service-description>

      <contact>sip:someone@example.com</contact>

      <timestamp>2005-02-23T12:14:56Z</timestamp>

    </tuple>

    <p:person id="a1233">

      <p:status>

        <rp:activities>

          <rp:activity>meal</rp:activity>

        </rp:activities>

        <gp:geopriv>

          <gp:location-info>

            <gml:location>

              <gml:Point gid=”point1” srsName="epsg:4326">

                <gml:coordinates>

                  <gml:X>30 16 28S</gml:X>

                  <gml:Y>45 15 33W</gml:Y>

                <gml:coordinates>

              </gml:Point>

            </gml:location>

          </gp:location-info>

          <gp:usage-rules/>

        </gp:geopriv>

      </p:status>
      <p:timestamp>2005-02-23T12:14:56Z</p:timestamp>
    </p:person>
</presence>

Presence Document describing: 

· PoC-Session Specific Availability: Available

· PoC-Session Specific Willingness: Willing

· PoC Specific Session Participation: Not Engaging
· Device Identifier: omai:be874b7a3a3fce7d0e91649a97762e64

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

     xmlns:d="urn:ietf:params:xml:ns:pidf:device"

     xmlns:ot="urn:oma:params:xml:ns:pidf:oma-tuple”

     xmlns:ots="urn:oma:params:xml:ns:pidf:oma-tuple-status”
     xmlns:rs="urn:ietf:params:xml:ns:pidf:rpid-status"
     xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

     xsi:schemaLocation="urn:ietf:params:xml:ns:pidf pidf.xsd

                         urn:oma:params:xml:ns:pidf:oma-tuple oma-tuple.xsd"
     entity="sip:someone@example.com">

     <tuple id="a1232">

       <status>

         <basic>open</basic>

         <ots:willingness>

           <ots:basic>open</ots:basic>
         </ots:willingness>

         <ots:session-participation>

            <ots:basic>closed</ots:basic>

         </ots:session-participation>

       </status>

       <ot:service-description>

         <ot:service-id>org.openmobilealliance:PoC-Session</ot:service-id>
         <ot:version>1.0</ot:version>

       </ot:service-description>
       
<rs:device-id>omai:be874b7a3a3fce7d0e91649a97762e64</rs:device-id>


<contact>sip:someone@example.com</contact>

       <note xml:lang="en">I'm reachable with PoC-Session</note>

       <timestamp>2005-02-21T16:25:56Z</timestamp>

     </tuple>

     <d:device id="a1233">


<d:deviceID>omai:be874b7a3a3fce7d0e91649a97762e64</device>
       <d:status/>
       <d:timestamp>2005-02-21T16:25:56Z</d:timestamp>
     </d:device>
</presence>
Presence Document describing: 

· PoC-Alert Specific Availability: Not Available

· PoC-Alert Specific Willingness: Not Willing
· Network-Availability: 3GPP IMS
· Mood: happy
· Location: mall public noisy
· Icon: http://example.com/~someone/myicon.gif
· the Device Identifier: omai:81ec0f8c54ec4053bf6f42ae7d3d9a2d
<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    entity="sip:someone@example.com"

    xmlns:p="urn:ietf:params:xml:ns:pidf:person"

    xmlns:d="urn:ietf:params:xml:ns:pidf:device"

    xmlns:rp="urn:ietf:params:xml:ns:pidf:rpid-person"
    xmlns:rd="urn:ietf:params:xml:ns:pidf:rpid-status"

    xmlns:ot="urn:oma:params:xml:ns:pidf:oma-tuple"

    xmlns:ots="urn:oma:params:xml:ns:pidf:oma-tuple-status”
    xmlns:ods="urn:oma:params:xml:ns:pidf:oma-device-status”
    <tuple id="a1232">

      <status>

        <basic>closed</basic>

        <ots:willingness>

          <ots:basic>closed</ots:basic>

        </ots:willingness>

      </status>

      <ot:service-description>

        <ot:service-id>org.openmobilealliance:PoC-Alert</ot:service-id>

        <ot:version>1.0</ot:version>

        <ot:description>This is the OMA POC-Alert service</ot:description>

      </ot:service-description>

<rs:device-id>omai:81ec0f8c54ec4053bf6f42ae7d3d9a2d</rs:device-id>

      <contact>SIP:someone@example.com</contact>

      <timestamp>2005-02-22T20:07:07Z</timestamp>

    </tuple>
    <p:person id="a1233">

       <p:status>

          <rp:place-type>mall public noisy</rp:place-type>

          <rp:mood>

             <rp:happy/>

          </rp:mood>

          <rp:status-icon>http://example.com/~someone/myicon.gif</rp:status-icon>

       </p:status>
       <p:timestamp>2005-02-22T20:07:07Z</p:timestamp>
    </p:person>

    <d:device id="a1234">


<d:deviceID>omai:81ec0f8c54ec4053bf6f42ae7d3d9a2d</d:deviceID>
       <d:status>

          <ods:network-availability>

             <ods:network id="3GPP-IMS"/>

          </ods:network-availability>

       </d:status>
       <d:timestamp>2005-02-22T20:07:07Z</d:timestamp>
    </d:device>

</presence>
>>>>>>>>>>>>>>>End of  changes in section 10.5>>>>>>>>>>>>>>>>>>
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