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1 Reason for Contribution

The three IETF drafts:

· draft-ietf-simple-xcap-list-usage-04.txt

· draft-ietf-geopriv-common-policy-03.txt 

· draft-ietf-simple-xcap-package-03.txt 

has been updated to:

· draft-ietf-simple-xcap-list-usage-05.txt 

· draft-ietf-geopriv-common-policy-04.txt

· draft-ietf-simple-xcap-diff-00.txt

This contribution describes what updates has been made for these three IETF drafts and how this affect our PAG specifications. This contribution is for informational use to motivate the outcome of AP 088 (PAG-2005-A088 – IETF drafts). The outcome of this study is reflected in the two CR’s:

OMA-PAG-2005-0311-IETF-drafts-updates-XDM-Shared

MA-PAG-2005-0312-IETF-drafts-updates-XDM-Core

2 Summary of Contribution

N/a

3 Detailed Proposal

This section explains the differences for the named IETF drafts.

Changes from draft-ietf-simple-xcap-list-usage-04.txt to draft-ietf-simple-xcap-list-usage-05.txt 

Changes from draft-ietf-geopriv-common-policy-03.txt to draft-ietf-geopriv-common-policy-04.txt
Changes from draft-ietf-simple-xcap-package-03.txt to draft-ietf-simple-xcap-diff-00

(The reason to why the numbering below starts at 7.1 is because this section was brought from another document.)
7.1 simple-xcap-list-usage

Changes from draft-ietf-simple-xcap-list-usage-04.txt to draft-ietf-simple-xcap-list-usage-05.txt 

7.1.1 General changes

-04: URL is used.

-05: URI is used.

Some references and authors has been changed/added.

7.1.2 Addition of Default namespaces to -05

The addition of default namespaces.

3.4.4 Default namespace

The default namespace used in expanding URIs is  

       urn:ietf:params:xml:ns:resource-lists.

4.4.4 Default namespace

The default namespace used in expanding URIs is  

       urn:ietf:params:xml:ns:rls-services.

7.1.3 Change of text from –04 to –05 (4.4.8 Resource Interdependencies)

-04: The server MUST at all times, be capable of processing requests made against the global document, and its content MUST reflect the current state of all the relevant documents.

-05: Requests made against the global documents MUST generate responses that reflect the most recent state of all the relevant user documents.

7.1.4 Change of text from –04 to –05 (8.2.1 application/resource-lists+xml)

In –04, both File Extension: .rl and .xml was allowed:

Additional Information:

         Magic Number: None

         File Extension: .rl or .xml

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.

In the –05 draft only .rl is allowed:

Additional Information:

         Magic Number: None

         File Extension: .rl

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.
7.1.5 Change of text from –04 to –05 (8.2.2 application/rls-services+xml)

In –04, both File Extension: .rs and .xml was allowed:
Additional Information:

         Magic Number: None

         File Extension: .rs or .xml

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.

In the –05 draft only .rs is allowed:

Additional Information:

         Magic Number: None

         File Extension: .rs

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.

7.2 geopriv-common-policy

Changes from draft-ietf-geopriv-common-policy-03.txt to draft-ietf-geopriv-common-policy-04.txt

7.2.1 General changes

Some references and authors has been changed/added.
7.2.2 Change of text from –03 to –04 (7.1 Identity)

-03: The policy framework specified in this document supports the usage of authenticated identities as input to access authorization decision processes.

-04: The policy framework specified in this document supports the usage of identities as input to access authorization decision processes.
-03: Furthermore, it is important to designate an identifier that denotes an 'anonymous user', i.e., a user that has not authenticated itself to the PS.  The authors suggest to treat anonymous users by omitting this attribute in the rule which causes a 'NULL' value to be created in the ruleset table of a relational database.  Any request for a data item (for a given PT) would match with respect to this attribute in a rule. Furthermore, pseudonyms need to be addressed as part of this mapping process.

-04: Most using protocols also designate an identifier that denotes an 'anonymous user', i.e., a user that has not authenticated directly to the PS but to another party (asserting party) that provides an assertion to the PS that this user has been authenticated.  It is assumed that PS and the asserting party have some relationship with each other and there is a certain degree of trust.  An example of this approach can be found in [8].  For this purpose this document defines the element <anonymous>. The <anonymous> element MAY contain a <domain> element to restrict the assertion to be signed from a particular domain.  To express policies that are valid for all users (including unauthenticated users) the <any-identity> is used and matches always.
-03:
<identity>

     <domain>example.com</domain>

     <except>joe</except>

     <except>tony</except>

     <except>mike</except>

   </identity>
-04:
<identity>

     <domain>example.com</domain>

     <except>joe</except>

     <except>tony</except>

     <except>mike</except>

   </identity>

The following guidelines apply when matching the identity with the rules:

A rule with no conditions matches any subscription (authenticated or unauthenticated, anonymous or not)

A rule with an <identity> element assumes that the identity listed is authenticated; unauthenticated identities do not match those conditions.

A rule with an <anonymous> element assumes that the anonymous request is authenticated. Unauthenticated identities do not match the <anonymous> condition.

The <any-identity> condition that matches any authenticated identity.
7.2.3 Addition of example to –04 (12. Example)

Before the first example the following text is added:

The first rule example shows a condition that matches for a given authenticated identity (bob@example.com) and within a given time period.

After the first example the following text and example has been added:

The rule below matches if a request was provided to the PS (for example using the privacy extensions or the SIP protocol using the P-Asserted-Identity header) but no authenticated identity was specified.  The entity that asserted the identity must be from example.com.

   <?xml version="1.0" encoding="UTF-8"?>

   <ruleset xmlns="urn:ietf:params:xml:ns:common-policy">

     <rule id="g3h44r1">

       <conditions>

         <identity>

           <anonymous>

             <domain>example.com</domain>

           </anonymous>

         </identity>

         <validity>

           <from>2004-12-24T17:00:00+01:00</from>

           <to>2004-12-24T19:00:00+01:00</to>

         </validity>

       </conditions>

       <actions/>

     </rule>

   </ruleset>

   Finally a rule is shown that matches only with regard to the validity period.  Any identity would be accepted (unauthenticated, authenticated, anonymous or not).

   <?xml version="1.0" encoding="UTF-8"?>

   <ruleset xmlns="urn:ietf:params:xml:ns:common-policy">

     <rule id="g3h466a2">

       <conditions>

         <identity>

           <any-identity/>

         </identity>

         <validity>

           <from>2005-12-24T17:00:00+01:00</from>

           <to>2005-12-24T19:00:00+01:00</to>

         </validity>

       </conditions>

       <actions/>

     </rule>

   </ruleset>
7.2.4 Changes of example from –03 to –04 (13 XML Schema definition)

-03: 

<xs:element name="identity" substitutionGroup="cp:condition">

       <xs:complexType>

         <xs:choice>

           <xs:element name="id" type="xs:string"

              maxOccurs="unbounded"/>

           <xs:sequence>

             <xs:element name="domain" type="xs:string"/>

               <xs:sequence minOccurs="0">

                 <xs:element name="except" type="xs:string"

                    maxOccurs="unbounded"/>

               </xs:sequence>

           </xs:sequence>

         </xs:choice>

       </xs:complexType>

     </xs:element>

-04: 

<xs:element name="identity" substitutionGroup="cp:condition">

       <xs:complexType>

         <xs:choice>

           <xs:element name="id" type="xs:string"

              maxOccurs="unbounded"/>

           <xs:sequence>

             <xs:element name="domain" type="xs:string"/>

               <xs:sequence minOccurs="0">

                 <xs:element name="except" type="xs:string"

                    maxOccurs="unbounded"/>

               </xs:sequence>

           </xs:sequence>

           <xs:element name="anonymous" type="xs:string"

              minOccurs="0" maxOccurs="1"/>

              <xs:sequence minOccurs="0">

                 <xs:element name="domain" type="xs:string"/>

              </xs:sequence>

           <xs:element name="any-identity" type="xs:string"

              minOccurs="0" maxOccurs="1"/>
         </xs:choice>

       </xs:complexType>

     </xs:element>
7.3 simple-xcap-package / simple-xcap-diff
Changes from draft-ietf-simple-xcap-package-03.txt to draft-ietf-simple-xcap-diff-00.txt

7.3.1 Changes of text from –03 to –00 (2.  Structure of an XCAP Diff Document)

-03: 

Each <document> element is followed by a series of operations, which if followed by the client, will convert the document whose etag is "previous-etag" into the one whose etag is "new-etag".  Each   operation is specified by an XML element.  Six operations are defined:

<add-element>: Instructs the recipient of the document to add an element.  The "parent" attribute contains a node-selector whichselects the parent of the new element.  The "position" attribute indicates that the new element is to be inserted as a child such that it has that position amongst it siblings.  The content of <add-element> MUST be a CDATA section enclosing a single XML element, which is to be added.

<add-attribute>: Instructs the recipient of the document to add an attribute.  The "element" attribute contains a node-selector which selects the element into which the attribute is to be inserted. The "att-name" attribute contains the name of the new attribute. The content of <add-attribute> is the value of the new attribute.

<remove-element>: Instructs the recipient of the document to delete an element.  The "element" attribute contains a node-selector which selects the element to be removed.

<remove-attribute>: Instructs the recipient of the document to remove an attribute.  The "element" attribute contains a node-selector which selects the element in which the attribute exists.  The "att-name" attribute indicates the name of the attribute which is to be removed.

<replace-element>: Instructs the recipient of the document to replace an element.  The "element" attribute contains a node-selector which selects the element to replace.  The content of the

<replace-element> element MUST be a CDATA section containing single XML element which is to replace the one identified by the node-selector.

<replace-attribute>: Instructs the recipient of the document to replace an attribute.  The "element" attribute contains a node-selector which selects the element to replace.  The "att-name" attribute contains the name of the attribute to replace.  The content of the <replace-attribute> element is the value of the new attribute.

When the node selector appears as an attribute value, any quotation marks MUST be replaced with &quot;.

-00: 
Each <document> element is followed by a series of operations, which if followed by the client, will convert the document whose etag is "previous-etag" into the one whose etag is "new-etag".  These are the three XML patch operations, <add>, <remove> and <replace> defined in [9].

It is possible for the list of instructions for a <document> to be empty.  In that case, the entity tag in the "new-etag" may equal the entity tag in the "previous-etag".  These entity tags may differ in the event that the document has changed entity tags, but its content has not been altered.
7.3.2 Changes of XML Schema from –03 to –00 (3. XML Schema)

-03:

<?xml version="1.0" encoding="UTF-8"?>

   <xs:schema targetNamespace="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:tns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xs="http://www.w3.org/2001/XMLSchema"

    elementFormDefault="qualified" attributeFormDefault="unqualified">

    <xs:element name="xcap-diff">

     <xs:complexType>

      <xs:sequence>

       <xs:element name="document" maxOccurs="unbounded">

        <xs:complexType>

         <xs:sequence minOccurs="0" maxOccurs="unbounded">

          <xs:choice>

           <xs:element name="add-element">

            <xs:complexType>

             <xs:simpleContent>

              <xs:extension base="xs:string">

               <xs:attribute name="parent" type="xs:string" use="required"/>

               <xs:attribute name="position" type="xs:int" use="required"/>

              </xs:extension>

             </xs:simpleContent>

            </xs:complexType>

           </xs:element>

           <xs:element name="add-attribute">

            <xs:complexType>

             <xs:simpleContent>

              <xs:extension base="xs:string">

               <xs:attribute name="element" type="xs:string" use="required"/>

               <xs:attribute name="att-name" type="xs:string" use="required"/>

              </xs:extension>

             </xs:simpleContent>

            </xs:complexType>

           </xs:element>

           <xs:element name="remove-element">

            <xs:complexType>

             <xs:attribute name="element" type="xs:string" use="required"/>

            </xs:complexType>

           </xs:element>

           <xs:element name="remove-attribute">

            <xs:complexType>

             <xs:attribute name="element" type="xs:string" use="required"/>

             <xs:attribute name="att-name" type="xs:string" use="required"/>

            </xs:complexType>

           </xs:element>

           <xs:element name="replace-element">

            <xs:complexType>

             <xs:simpleContent>

              <xs:extension base="xs:string">

               <xs:attribute name="element" type="xs:string" use="required"/>

              </xs:extension>

             </xs:simpleContent>

            </xs:complexType>

           </xs:element>

           <xs:element name="replace-attribute">

            <xs:complexType>

             <xs:simpleContent>

              <xs:extension base="xs:string">

               <xs:attribute name="element" type="xs:string" use="required"/>

               <xs:attribute name="att-name" type="xs:string" use="required"/>

              </xs:extension>

             </xs:simpleContent>

            </xs:complexType>

           </xs:element>

          </xs:choice>

         </xs:sequence>

         <xs:attribute name="doc-selector" type="xs:anyURI" use="required"/>

         <xs:attribute name="new-etag" type="xs:string" use="required"/>

         <xs:attribute name="previous-etag" type="xs:string" use="required"/>

         <xs:attribute name="hash" type="xs:string" use="optional"/>

        </xs:complexType>

       </xs:element>

      </xs:sequence>

      <xs:attribute name="xcap-root" type="xs:anyURI" use="required"/>

     </xs:complexType>

    </xs:element>

   </xs:schema>

-00:
<?xml version="1.0" encoding="UTF-8"?>

   <xs:schema targetNamespace="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:patch="urn:ietf:params:xml:ns:xml-patch"

    xmlns:tns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xs="http://www.w3.org/2001/XMLSchema"

    elementFormDefault="qualified" attributeFormDefault="unqualified">

    <xs:import namespace="urn:ietf:params:xml:ns:xml-patch"/>

    <xs:element name="xcap-diff">

     <xs:complexType>

      <xs:sequence>

       <xs:element name="document" maxOccurs="unbounded">

        <xs:complexType>

         <xs:sequence minOccurs="0" maxOccurs="unbounded">

          <xs:choice>

           <xs:element ref="patch:add"/>

           <xs:element ref="patch:remove"/>

           <xs:element ref="patch:replace"/>

          </xs:choice>

         </xs:sequence>

         <xs:attribute name="doc-selector" type="xs:anyURI" use="required"/>

         <xs:attribute name="new-etag" type="xs:string" use="required"/>

         <xs:attribute name="previous-etag" type="xs:string" use="required"/>

         <xs:attribute name="hash" type="xs:string" use="optional"/>

        </xs:complexType>

       </xs:element>

      </xs:sequence>

      <xs:attribute name="xcap-root" type="xs:anyURI" use="required"/>

     </xs:complexType>

    </xs:element>

   </xs:schema>

7.3.3 Changes of Example from –03 to –00 (4. Example Document)

-03:

The following is an example of a document compliant to the schema:

   <?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

    <document doc-selector="resource-lists/users/joe/friends"

     new-etag="7hahsd" previous-etag="7hahsd"/>

    <document doc-selector="resource-lists/users/joe/coworkers"

     new-etag="ffds66a" previous-etag="xkkkaisu">

      <add-element parent="resource-lists/list[@name=&quot;l1&quot;]"

       position="1"><![CDATA[<entry uri="sip:new-worker@example.com"/>]

   ]></add-element>

    </document>

   </xcap-diff>

-00:
The following is an example of a document compliant to the schema:

   <?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:patch="urn:ietf:params:xml:ns:xml-patch"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

    xmlns:rl="urn:ietf:params:xml:ns:resource-lists"

    xcap-root="http://xcap.example.com/root">

    <document doc-selector="resource-lists/users/joe/friends"

     new-etag="7hahsd" previous-etag="7hahsd"/>

    <document doc-selector="resource-lists/users/joe/coworkers"

     new-etag="ffds66a" previous-etag="xkkkaisu">

       <patch:add parent="rl:resource-lists/rl:list[@name=&quot;l1&quot;]"

        sel="*[1]">

       <rl:entry uri="sip:new-worker@example.com"/>

       </patch:add>

     </document>

   </xcap-diff>
7.3.4 Changes of text from –03 to –00 (5. Usage with the Config Framework)

-03:

Once the client has obtained the versions of the documents identified in the reference XML diff, it can process NOTIFY requests on that subscription.  To process the NOTIFY requests, it makes sure that its current version matches the version in the "previous-etag" attribute of the <document> element.  It then follows the list of instructions, in order, for that <document>.  Specifically:

<add-element>: The "parent" attribute contains a node-selector.  The client applies the node selector to the document according to the procedures defined in XCAP [7].  If the result is a single element, the client takes the content of the <add-element> element and adds it as the position-th child.  If the node selector doesn’t select a single element, or the selected element has fewer than position-1 children already, the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

<add-attribute>: The "element" attribute contains a node-selector. The client applies the node selector to the document according tothe procedures defined in XCAP [7].  If the result is a single element, the client takes adds a new attribute to the element, with the name equal to the content of the "att-name" attribute, and a value equal to the content of the <add-attribute> element. If the node selector doesnt select a single element, or the selected element already has an attribute with that name, the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

<remove-element>: The "element" attribute contains a node-selector. The client applies the node selector to the document according to the procedures defined in XCAP [7].  If the result is a single element, the client removes that element from the document.  If the node selector doesnt select a single element the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

<remove-attribute>: The "element" attribute contains a node-selector. The client applies the node selector to the document according to the procedures defined in XCAP [7].  If the result is a single element, the client removes the attribute whose name is "att-name".  If the node selector doesnt select a single element, or the selected element doesn't have an attribute with that name, the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

<replace-element>: The "element" attribute contains a node-selector. The client applies the node selector to the document according to the procedures defined in XCAP [7].  If the result is a single element, the client removes that element, and replaces it with the content of the <add-element> element.  If the node selector doesn’t select a single element, the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

<replace-attribute>: The "element" attribute contains a node-selector.  The client applies the node selector to the document according to the procedures defined in XCAP [7].  If the result is a single element, the client removes the content of the attribute whose name is "att-name", and replaces it with the content of the <replace-attribute> element.  If the node selector doesnt select a single element, or the selected element doesn't have an attribute with that name, the result is an error.  The client MUST discard the XCAP-diff document, and MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

Once the client has finished applying the instructions to the document, it should end up with the same document the server has.  To verify this, the client applies the mandatory XML canonicalization defined in the Canonical XML 1.0 [1] specification, and computes an HMAC [12] using SHA1 over this canonical document, with a key whose value is 0x2238a.  The resulting string is compared with the "hash" attribute of the <document> element.  If they match, the client can be sure that it has the most up to date version.  If they don't match, the client MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

Of course, this mechanism for computing the most current document from the hash is optional.  A client can elect to ignore the information on what changed and simply fetch the most recent document every time it gets a change indication where the new version is not the same as the one cached by the client.  Furthermore, the server may elect to not send the hash, in which case this check cannot be made.

-00:
Once the client has obtained the versions of the documents identified in the reference XML diff, it can process NOTIFY requests on that subscription.  To process the NOTIFY requests, it makes sure that its current version matches the version in the "previous-etag" attribute of the <document> element.  It then follows the list of instructions, in order, for that <document> as defined in [9].

Once the client has finished applying the instructions to the document, it should end up with the same document the server has.  To verify this, the client applies the mandatory XML canonicalization defined in the Canonical XML 1.0 [1] specification, and computes an HMAC [13] using SHA1 over this canonical document, with a key whose value is 0x2238a.  The resulting string is compared with the "hash" attribute of the <document> element.  If they match, the client can be sure that it has the most up to date version.  If they don't match, the client MUST flush its current version of the document from memory.  It can then obtain a new XML diff reference by sending a SUBSCRIBE refresh request on the dialog.

Of course, this mechanism for computing the most current document from the hash is optional.  A client can elect to ignore the information on what changed and simply fetch the most recent document every time it gets a change indication where the new version is not the same as the one cached by the client.  Furthermore, the server may elect to not send the hash, in which case this check cannot be made.
7.3.5 Change of text from –03 to –00 (7.1 application/xcap-diff+xml MIME Type)

In –03 draft, both File Extension: .xdf and .xml was allowed:

Additional Information:

         Magic Number: None

         File Extension: .xdf or .xml

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.

In the –00 draft only .xdf is allowed:

Additional Information:

         Magic Number: None

         File Extension: .xdf

         Macintosh file type code: "TEXT"

         Personal and email address for further information: Jonathan

         Rosenberg, jdrosen@jdrosen.net

         Intended usage: COMMON

         Author/Change controller: The IETF.
7.4 OMA specifications and impacts

7.4.1 OMA-TS-Presence_SIMPLE-V1_0-20050317-C.doc

This specification references the following of the above mentioned IETF drafts (The one actually referenced is underlined):

[COMMONPOL] draft-ietf-geopriv-common-policy-03.txt
----
draft-ietf-geopriv-common-policy-04.txt
7.4.1.1 Impacts from [COMMONPOL]

(7.2.1) The change of references and authors does not change this OMA-specification.

(7.2.2) This is change of guidelines, since this OMA-specification references the IETF draft, it references these guidelines as well. 

(7.2.3) What is added is an example if there is no authenticated identity. This does not affect this specification, rather the OMA-TS-XDM_Core-V1_0-20050204-C.doc, see (7.4.5).

(7.2.4) There is a schema change in the new IETF draft. The element <anonymous> has been added with the possible child element <domain>. Also the element <any-identity> has been added. The reason for this is to extend the possibilities of authentication.

The <identity> element is referenced from this OMA-specification and these new elements are child elements of <identity> and thereby referenced and included as well. The reference is towards OMA-TS-XDM_Core-V1_0-20050204-C.doc for specifying other authentication alternatives, see (7.4.5). 

Summary

Despite the fact that there is a change in the schema, it should not impact this specification directly. There is no direct reference that is dependent on these new elements added. 

No need for any CR’s.

7.4.2 OMA-TS-XDM_Shared-V1_0-20050204-C.doc

This specification references the following of the above mentioned IETF drafts (The one actually referenced is underlined):

[XCAP_List] draft-ietf-simple-xcap-list-usage-04.txt
----
draft-ietf-simple-xcap-list-usage-05.txt 

7.4.2.1 Impacts from [XCAP_List]

Need to update to reference the new version of the IETF-draft (this has been proposed by another CR [OMA-PAG-2005-0192-XCAP-Update-Shared_XDM.doc] and been agreed upon).

(7.1.1) URI is used everywhere instead of URL so no change is needed.

(7.1.2) The addition of Default namespace has already been included (or at least proposed by another CR [OMA-PAG-2005-0192-XCAP-Update-Shared_XDM.doc]) in this OMA-specification, no change needed.

(7.1.3) The change of text is a rephrasing, which does not affect this OMA-specification.

(7.1.4) The removal of the file extension .xml, only allowing .rl should not affect this OMA-specification since the rules for file extensions are not mentioned in this OMA-specification only that conformance to the [XCAP_List] is required.

(7.1.5) The removal of the file extension .xml, only allowing .rs should not affect this OMA-specification since the rules for file extensions are not mentioned in this OMA-specification only that conformance to the [XCAP_List] is required.
Summary

CR for updating reference is needed. No need for any other CR’s.

7.4.3 OMA-TS-Presence_SIMPLE_XDM-V1_0-20050317-C.doc

This specification references the following of the above mentioned IETF drafts (The one actually referenced is underlined):

[COMMONPOL] draft-ietf-geopriv-common-policy-03.txt
----
draft-ietf-geopriv-common-policy-04.txt
7.4.3.1 Impacts from [COMMONPOL]

(7.2.1) The change of references and authors does not change this OMA-specification.

(7.2.2) This is change of guidelines, since this OMA-specification references the IETF draft, it references these guidelines as well. 

(7.2.3) What is added is an example if there is no authenticated identity. This does not affect this specification, rather the OMA-TS-XDM_Core-V1_0-20050204-C.doc, see (7.4.5).

(7.2.4) There is a schema change in the new IETF draft. The element <anonymous> has been added with the possible child element <domain>. Also the element <any-identity> has been added. The reason for this is to extend the possibilities of authentication.

The <identity> element is referenced from this OMA-specification and these new elements are child elements of <identity> and thereby referenced and included as well. The reference is towards OMA-TS-XDM_Core-V1_0-20050204-C.doc for specifying other authentication alternatives, see (7.4.5).

Summary

Despite the fact that there is a change in the schema, it should not impact this specification directly. There is no direct reference that is dependent on these new elements added. 

No need for any CR’s..

7.4.4 OMA-TS-Presence_SIMPLE_RLS_XDM-V1_0-20050317-C.doc

This specification references the following of the above mentioned IETF drafts (The one actually referenced is underlined):

[XCAP_List] draft-ietf-simple-xcap-list-usage-04.txt
----
draft-ietf-simple-xcap-list-usage-05.txt 

7.4.4.1 Impacts from [XCAP_List]

(7.1.1) URI is used everywhere instead of URL so no change is needed.

(7.1.2) The addition of Default namespace has already been included in this OMA-specification, no change needed.

(7.1.3) The change of text is a rephrasing, which does not affect this OMA-specification.

(7.1.4) The removal of the file extension .xml, only allowing .rl should not affect this OMA-specification since the rules for file extensions are not mentioned in this OMA-specification.

(7.1.5) The removal of the file extension .xml, only allowing .rs should not affect this OMA-specification since the rules for file extensions are not mentioned in this OMA-specification.

Summary

No need for any CR’s.
7.4.5 OMA-TS-XDM_Core-V1_0-20050204-C.doc

This specification references the following of the above mentioned IETF drafts (The one actually referenced is underlined):

[COMMONPOL] (Informative reference) draft-ietf-geopriv-common-policy-03.txt
----
draft-ietf-geopriv-common-policy-04.txt

[XCAP_Diff] draft-ietf-simple-xcap-package-02.txt
----
draft-ietf-simple-xcap-package-03.txt
----
draft-ietf-simple-xcap-diff-00

7.4.5.1 Impacts from [COMMONPOL]

Need to update to reference the new version of the IETF-draft.
(7.2.1) The change of references and authors does not change this OMA-specification.

(7.2.2) This is change of guidelines, since this OMA-specification references the IETF draft, it references these guidelines as well. What is changed is the extended guidelines in this OMA-specification, see below.

(7.2.3) What is added in the IETF draft is an example if there is no authenticated identity. 

(7.2.4) There is a schema change in the new IETF draft. The element <anonymous> has been added with the possible subelement <domain>. Also the element <any-identity> has been added. The reason for this is to extend the possibilities of authentication.

In this OMA-specification the following is stated:

8< --------

Every rule in an authorization policy document SHALL support the following extensions to [COMMONPOL]:

· the “external-list” condition element (as defined in section 6.6.1);

· the “other-identity” condition element.

If present in any rule, the “external-list” element allows for matching those identities that are part of a URI List stored in Shared XDMS (as defined in [Shared_XDM]).

If present in any rule, the “other-identity” element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy.

It is RECOMMENDED that each rule be based on a single condition.

----->8
7.4.5.2 Impacts from [XCAP_Diff]

Need to update to reference the new version of the IETF-draft.
(7.3.1) The change is basically that instead of defining the schema for this in this IETF draft the schema "urn:ietf:params:xml:ns:xml-patch" is used and the draft “draft-urpalainen-simple-xcap-patch-ops-00.txt” is referenced for these types of actions.

(7.3.2) In this IETF draft, there has been updates to the XML schema. Reflecting the way to alter elements and attributes. This is defined in this OMA-specification by referencing the IETF [XCAP] draft, that in turn references this [XCAP_Diff] draft (or actually the old “draft-ietf-simple-xcap-package-03.txt”). This should not affect this OMA-specification. 

(7.3.3) Since this only specifies examples, that reflects the schemas, this does not imply any changes to this OMA-specification.

(7.3.4) The possibilities to add/remove/replace attributes and element has not changed and the intention is believed to be the same. So there should be no impact on this OMA-specification, see also above. 

(7.3.5) The removal of the file extension .xml, only allowing .xdf should not affect this OMA-specification since the rules for file extensions are not mentioned in this OMA-specification.

Summary

CR for updating the reference to COMMONPOL is needed.

CR for updating the reference to XCAP_Diff is needed.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to accept the two CR’s:

OMA-PAG-2005-0311-IETF-drafts-updates-XDM-Shared

MA-PAG-2005-0312-IETF-drafts-updates-XDM-Core
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