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1 Reason for Change

Due to a renumbering of the requirements in chapter 6 of the OMA-RD-Presence_SIMPLE-V1_0-20050317-C.doc references following the former numbering schema are wrong now. 
As the numbering was ok until the 7.March 2005 it seems to be the easiest way to withdraw the changes of the chapter 6 numbering as one can find as difference between to the embedded document in a contribution (OMA-REQ-2005-0129R01-Presence-RD-CONR-Updates) and the actual RD (OMA-RD-Presence_SIMPLE-V1_0-20050317-C.doc). 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

Bug fix for ETR and all other documents that reference requirements based on the former numbering schema.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group should agree this solution to avoid the mismatch of references. 
(For the editor: Please be very careful when you include/change the proposed text. I would recommend to change in the document directly (using the original (OMA-REQ-2005-0129R01-Presence-RD-CONR-Updates) and not use the copy and paste paradigm) as copied formats may not match to formats in place. This might be a source for confusing renumbering by Winword I guess. I also had those problems when I changed the numbering in text added I the next section.)
6 Detailed Change Proposal

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

6.1.1 General

1) The Presence Service SHALL be specified in such a manner that no specific execution environment, operating system, or programming language is unfairly favoured for the implementation of a conforming Presence Service. 

2) Required interfaces to the Presence Service SHALL not be specified in terms that unfairly favour any execution environment, operating system, or programming language.

3) The Presence Service SHALL be independent of the technology of the access network. For example, it would be inappropriate to specify a Presence Service that works only for GPRS networks. This requirement SHALL NOT preclude making information specific to an access network available to the Presence Service.

4) The Presence Service SHALL interact with external presence services using industry-standard protocols and data formats to the extent enabled by those industry-standard protocols and data formats.

5) The Presence Service SHALL continue to be supported when the user roams to another network that supports the presence service. 

6) The Presence Service SHALL comply with the privacy requirement described in [Privacy].

7) The presence service SHOULD allow efficient use of transport resources.

6.1.2 User Experience

8) It SHALL be possible for presentities to utilize the presence service in order to communicate to others certain information and preferences (presence information), such as their willingness and availability to communicate using particular communication means.

9) Presentities MAY communicate this information to the Presence Service by creating and activating Presence Profiles such as “Working”, “Meeting”, “Out to lunch”, “Discreet”, “Busy”, “Do Not Disturb”, etc. 

10) Presentities SHALL be able to synchronize Presence Profiles with the Presence Service.

11) The Presence Service SHALL not limit such profiles to pre-specified content.

12) The Presence Service SHALL allow for such profiles to be suitably customized to meet the needs of a variety of applications and end-users.

13) While the number and content of those profiles will vary, the presence elements that will be communicated as a result SHALL be defined such that their semantics are very precise in order to ensure that they are consistently interpreted across applications. [For more information see Section 6.1.4 Presence Information]

6.1.3 Features

 The Presence Service SHALL be configurable as detailed below.

14) It SHALL be possible for a service provider to assign appropriate permissions to certain individuals (e.g. system administrators), such that they can override settings of individual users.

15) Presence service SHALL support presence information for multiple, concurrent presence enabled services for each presence subscriber.

16) Presence service SHALL support concurrent, multiple terminal devices for each presence subscriber.

6.1.3.1 Publish

17) The Presence  Service and Presence Sources SHALL support the publication of presence information.

18) The Presence Service SHOULD support the publication of presence information on behalf of other presentities (refer to Delegation Section).

19) The Presence Service SHALL support the aggregation and storage of  multiple presence elements for each user.

20) The Presence Service SHALL support the publication of one or more presence elements at a time.

21) The Presence Service SHALL support the retrieval of presence information from presence sources (network entities, users agents, etc.) either ad-hoc or on a periodic basis

22) The Presence Service SHALL support the reception of presence information from authorized presence sources (network entities, subscribers, etc.)

23) More than one Presence Source MAY publish the same presence elements on behalf of a presentity (refer to Delegation Section)

24) More than one Presence Source MAY publish the same presence elements on behalf of another presentity.

6.1.3.2 Subscribe

25) Watchers SHALL be able to request the presence information of presentities (including lists that represent multiple presentities).

26) Watchers SHALL be able to request that notifications are sent on a subscription basis when there is new or modified presence information.

27) Watchers SHALL be able to request the presence information of presentities (including lists that represent multiple presentities) on subscription basis, where notifications are sent periodically, i.e., at regular intervals.

28) Watchers SHOULD be able to specify one or more conditions upon which presence notifications are generated and sent to them. These conditions SHOULD include at least: specific changes in presence status of a presentity or list of presentities; and, time constraint conditions, such as buffering or throttling mechanisms.

29) Watchers SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.

30) Presence subscriptions MAY have an expiration time (a.k.a. duration). When the duration of a subscription elapses, the subscription is terminated.

31) The Presence Service SHALL notify a subscribed watcher when their subscription expires, unless the subscribed watcher requested not to receive such notifications.

32) The Presence Service SHALL provide the means for a subscribed watcher to renew a subscription before it expires.

33) The Presence Service SHALL provide a mechanism for the subscribing watcher to request a particular subscription duration, which MAY be overridden by the subscribed-to presentity’s preferences or configuration parameters of the service provider..

34) The Presence Service SHALL provide a mechanism to cancel a subscribed watcher’s subscription. 

35) The Presence Service SHALL provide a mechanism that can be used to notify a subscribed watcher of the cancellation of their subscription, subject to the preferences of the presentity (see next requirement).

36) The Presence Service SHALL provide a mechanism to allow a presentity to suppress a notification to a watcher regarding a cancelled subscription. 

37) A presence service user SHALL have the ability to decide whether to accept or deny incoming presence subscription requests as those arrive.  This is named reactive authorization.

38)  A presence service user SHALL have the ability to define rules that will determine if future incoming subscription requests are accepted or denied. This is named proactive authorization.

39) Presence Service user SHALL have the ability to decide during the reactive authorization procedure to enable the watcher for proactive authorization for future requests.

40) Presence Service user SHALL determine which potential watchers or groups of watchers (e.g. friends, family) shall be proactively authorized to receive his/her Presence Information.

41) Presence Service user SHALL determine which potential watchers or groups of watchers (e.g. work mates) shall be reactively authorized in order to receive his/her Presence Information.

42) The Presence Service User MAY be provided with information related to the watchers that request his/her Presence information (e.g. his/her photo, name, MSISDN, free text etc).

43) A subscribing watcher SHALL be notified as to whether the requested subscription was accepted or denied.

44) A presentity MAY deny an incoming subscription, while indicating it accepted it (polite blocking).

45) The Presence Service SHALL provide the means to enable presentities be notified of any requests (whether ad-hoc, subscription-based, or otherwise) for their presence information.

46) The Presence Service SHALL provide the means to enable presentities be notified of any subscriptions to their presence information that have just expired.

47) A presentity SHALL be able to authorize a watcher to retrieve its presence information, via one or more of the mechanisms described here, on behalf of another watcher.

48) It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.

49) It SHALL be possible for a watcher or a presentity to perform subscription-related operations in bulk, i.e. where the target is more than one presentity or watcher respectively. 

50) It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.

51) Presence service SHALL support One-time Event subscription and Notification

52) Presence Service User MAY be able to make One-time Event subscription to Presence Service

6.1.3.3 Notify

53) The Presence Service SHALL be able to generate asynchronous notifications in response to subscribed-to events.

54) The Presence Service SHALL support a mechanism such the order of transmitted notifications can be maintained

55) The Presence Service MAY cancel a subscription, if the notifications pertaining to that subscription are undeliverable.

56) It MAY be possible for the Presence Service to buffer or otherwise store notifications, so that the subscribed watcher, in lieu of asynchronous notifications, can retrieve them.

57) It MAY be possible to retrieve buffered notifications pertaining to more than one presentity in bulk.

6.1.3.4 Preferences

58) Presentities SHALL be able to control how their presence information is disseminated

59) Presentities SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers. 

60) The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.

61) It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.

62) It SHALL be possible to apply a policy to a particular watcher, to a particular request, or to a particular request type. 

63) For each said watcher or group of watchers, presentities SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.

64) The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.

65) Presentities and/or administrators SHALL be able to define default policies on a per-presentity, per-watcher,  per presentity group, or per watcher group basis.

6.1.3.5 Delegation

66) The Presence Service SHALL allow the selective authorization of presentities to perform publication related features on behalf of other presentities.

67) The Presence Service SHALL allow the selective authorization of presentities or watchers to perform subscription related features on behalf of other presentities or watchers.

68) The Presence Service SHOULD allow the selective authorization of presentities to configure preferences on behalf of other presentities.

69) The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the presentities or watchers are out of contact.

6.1.4 Presence Information

6.1.4.1 Presence Information Content

70) Presence information relating to a particular presentity SHALL be segmented in zero or more presence elements.

71) The Presence Service SHALL provide a common mechanism that can be used to associate priorities with particular presence information elements. The semantics of this prioritization will depend on the elements being prioritized. The definitions of those presence information elements will include the semantics of the prioritization.  

72) Presence Service SHALL provide a means where presence elements may be associated with a time at which the presence element should no longer be considered valid

6.1.4.2 Presence Information Format

73) The Presence Service SHALL support a format that is able to represent a rich set of presence information.

74) Presence Information SHALL be represented using a standard format, for the purpose of exchanging presence information.

75) A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

a) Default Willingness (e.g. willing, not willing, etc.)

b) Application-specific Willingness (e.g. willing for PoC, not willing for IM etc);

c) Overriding Willingness (e.g. willing, not willing);

d) Application-specific Availability (e.g. registered with the PoC service);

e) Network Availability (e.g. the phone is attached to the network, out-of-coverage, etc.);

f) Communication address (e.g. email address, phone number, etc.);

g) Presentity supplied activity and location

i) Activity (e.g. in a meeting, at the movies, on the phone etc.);

ii) Textual location (e.g. at home, at work, at the supermarket, etc.);

h) Location (e.g. device-derived location, network-derived location, etc.);

i) Client device capabilities

i) Application capabilities(e.g. voice, text,, multimedia, etc.);

ii) Bearer capabilities (e.g. UMTS, GPRS etc);

j) Time-zone (e.g. GMT etc);

k) Personal information

i) Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)

ii) Hobbies (football, fishing, computing, dancing, etc.).

iii) Preferred language (e.g. English, Spanish etc);

iv) Icon (e.g. a status icon of the presentity’s choice)

76) The Presence Information format SHALL comply with standard IETF formats, where relevant.

77) The Presence Information format SHALL be registered with IANA as a MIME-type.

78) The Presence Information format SHOULD use a standard mark-up language.

79) In order to transfer Presence Information over a wireless link (e.g. low bandwidth, high latency, and high error rate link) it may be necessary to define an additional format. In this case, appropriate mappings to the standard format SHALL be defined.

80) The Presence Information format SHALL be able to represent the Presence Information as a set of zero or more presence elements.

81) The Presence Information format SHALL provide the means to uniquely identify a presence element.

82) The Presence Information format SHALL provide the means to associate a presence element with an expiration date.

83) It SHOULD be possible to extend the presence format, without affecting previously defined aspects.

84) The Presence Information format SHALL support multiple character sets.

85) The Presence Information format SHALL include a way to identify the presentity to which it pertains.

86) The Presence Information format SHOULD include a way to include Presence Information indirectly (e.g. by providing a link to a different location)

6.1.4.3 Enabler specific issues

87) The Presence Service SHALL specify the presence elements in such a way that they can be used consistently and without ambiguity across multiple enablers.

88) Enablers that use the presence service SHOULD re-use the presence elements defined above where appropriate, instead of redefining them in an application-specific manner.

89) The Presence Service SHALL allow other enablers to define new presence elements that are application specific.

90) Enablers that use the presence service and need to define new presence elements SHOULD define a standard format and information semantics (including values where applicable) for those presence elements.

6.1.5 Group Management for the Presence Service

91) The Presence Service SHALL allow presentities and watchers to utilize group lists, e.g. contact lists as defined in [XDMREQ].

6.1.6 Network Interfaces

92) The Presence Service SHALL support a SIP-based network interface [RFC-3261].

93) The supported network interfaces SHALL make it possible for a logical entity, such as presentity or watcher, to simultaneously access the Presence Service from multiple physical locations.

94) The supported network interfaces SHALL be suitable for a variety of other enablers or applications to access the Presence Service.

95) The supported network interfaces SHALL be designed to support extensions, while maintaining backwards compatibility.

6.1.7 Security
96) Presence Service SHALL include mechanisms to securely authenticate entities that require access to the Presence Service.

97) Presentities and watchers SHALL support mechanisms to securely authenticate themselves to the Presence Service.

98) The supported network interfaces SHALL include mechanisms to support non-authenticated watchers that require access to the Presence Service.

99) The supported network interfaces SHALL include suitable mechanisms to prevent denial-of-service attacks.

100) The supported network interfaces SHALL include suitable mechanisms to prevent replay attacks.

101) The supported network interfaces SHALL include suitable mechanisms to prevent maintain the privacy of exchanged information.

102) The supported network interfaces SHALL include suitable mechanisms to prevent third parties from interfering with the provided services.

103) The supported network interfaces SHALL include suitable mechanisms to verify the authenticity of the source of the published presence information.

104) The supported network interfaces SHALL include suitable mechanisms to verify the integrity of exchanged messages.

6.1.8 Presence Sources and Watchers 

The Presence source and watchers SHALL 

105) Support the authentication with the Presence service.
The Presence Source and watchers SHOULD

106) Support default presence settings (e.g. default profile, default groups) that are automatically selected when a device is powered up for the first time (5.2.5).

6.1.9 Collecting accounting information

The Presence service SHALL collect accounting information for all presence transactions. 

The Presence Service SHALL support the following:

· Both online and offline charging.

· Pre-paid and post-paid charging.

· Different tariff rules depending on service providers’ policies.

· Flat fee: per time period independent of usage.

· Correlation between presence service charging data and transport or bearer level charging data (e.g. charging at GPRS).

· Correlation between presence service charging data and session level charging data (e.g. charging at IMS).

· Correlation between presence service charging data and other presence service enabled service’s charging data (e.g. charging of PoC).

6. Charging of Presentity

The charging of presentity can be made on at least the following events:

· Presence Information Publication 

The tariff rule can be based on at least the following criteria:

· The size of the presence information notified to watchers.

· The number of watchers subscribed.

6.1.9.2 Charging of Watcher

The charging of watcher can be made on at least the following events.

· Presence Information Subscriptions

· Presence Information Notifications 

· Searching for Presentities

The tariff rule can be based on at least the following criteria.

· The size of the presence information retrieved from the Presence Server
· The number of presentities subscribed to.
6.1.10 Operational & Quality of Experience

1. Presence Service notifications SHALL be sent out as close as possible to the generating event, subject to throttling requirements.

6. Interoperability between Presence Service Providers & Service Entities

· Presence subscribers SHALL be able to seamlessly utilise Presence features involving other Presence subscribers regardless of their Presence service provider.  For example, a list of presentities to subscribe to may  include Presence sources that are subscribed to another service provider.
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