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1 Reason for Change

The specified handling for XCAP Directory does not follow the XCAP principles and philosophy. The [XCAP] section 8.3 states:
8.3  GET Handling

   The semantics of GET are as specified in RFC 2616.  This section

   clarifies the specific content to be returned for a particular URI

   that represents an XCAP resource.

   If the request URI contains only a document selector, the server

   returns the document specified by the URI if it exists, else returns

   a 404 response.  The MIME type of the body of the 200 OK response

   MUST be the MIME type defined by that application usage (i.e.,

   "application/resource-lists+xml").

   If the request URI contains a node selector, the server obtains the

   document specified by the document selector, and if it is found,

   evaluates the node-selector within that document.  If no document is

   found, or if the node-selector is a no-match or invalid, the server

   returns a 404 response.  Otherwise, the server returns a 200 OK

   response.  If the node selector identifies an XML element, that

   element is returned in the 200 OK response as an XML fragment body

   containing the selected element.  The MIME type of the response MUST

   be "application/xcap-el+xml".  If the node selector identifies an XML

   attribute, the value of that attribute is returned in the body of the

   response.  The MIME type of the response MUST be "application/

   xcap-att+xml".

Since the XDM server behavior on the GET request SHALL conform to [XCAP], the retrieval of all documents corresponding with a certain AUID should not return an XML Document. The XCAP request specifies the retrieval of the <folder> element; so the response should return that.

R01 covers a comment received during the telco 12.7.2005.

R02 solves the problem raised by Motorola with a small text change to express “the list of URI list documents” more adequate.
R03 addresses changes to the text, to appropriately specify the correct use.
R04 clarifies the change requests and addresses the comment received during 050913 CC regarding the handling of xcap-directory request targeted at the specific AUID; the request shall be forwarded not to all XDMSes but to the specific XDMS that serves the targeted AUID.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group should follow the proposal since there is no reason for the XCAP Directory application usage to deviate from the XCAP principles and philosophy.

6 Detailed Change Proposal

Change 1:------------------------------------------------------------------------------------------------------------------------------------
6.3.3.3  XCAP Directory retrieval

Upon receiving an XCAP GET request for the “org.openmobilealliance.xcap-directory” AUID (described in section 6.7.2), the Aggregation Proxy:

1. SHALL act as an HTTP reverse proxy;

2. SHALL obtain the requested XCAP Directory from the corresponding XDM Servers that serve the request originator. To perform this operation the Aggregation Proxy SHALL:

a. forward the XCAP request either to all XDM Servers that serve the request originator if the request is targeted at the directory document, or to the XDM Server serving the specific AUID if the request is targeted at the specific AUID;

b. if the target XDM Server responded with HTTP “200 OK” response, collect the <folder> elements.

3. SHALL return the HTTP “200 OK” response either with the “application/oma-directory+xml” body that contains xcap-directory document including all received <folder> elements, or with the “application/xcap-el+xml” body that includes the received <folder> element for the targeted AUID.

Upon receiving of other HTTP request for an “org.openmobilealliance.xcap-directory” document, the Aggregation Proxy shall respond with an HTTP “405 Method Not Allowed” response.

Change 2:------------------------------------------------------------------------------------------------------------------------------------
6.7.2  XML Documents Directory

The XML Documents Directory application usage allows an XDM Client (corresponding to a given XUI) to fetch: 

1.   the list of all XCAP managed documents corresponding to that XUI across all XDMSes, or 

2. the list of all documents for a given AUID corresponding to that XUI stored in an XDMS.

An XDMS SHALL support an application usage named “org.openmobilealliance.xcap-directory” and SHALL maintain one document in the “users” tree per XUI named “directory.xml”.


The structure of the “directory.xml” document is as follows: it is a well-formed and valid XML document encoded in UTF-8 that begins with the root element <xcap-directory>. It consists of a number of <folder> elements. 

Each <folder> element SHALL have an attribute “auid”, whose value corresponds to an AUID that the XCAP server supports and for which there are documents in the “users” tree corresponding to.a given XUI. 

Every <folder> element consists of a number of <entry> elements or an <error-code> element. Each <entry> element containing a number of attributes, which are:

1. uri: this attribute SHALL be the Document URL for a document corresponding to  the “auid” attribute value in the parent <folder> element and for the given XUI.

2. etag: this attribute SHALL contain the server computed etag value of the current instance of the XML document identified by the “uri” attribute value. (This allows the XCAP client to determine whether the locally cached copy of a document is up-to-date.

3. last-modified: this attribute is OPTIONAL. When present, it SHALL contain the date and time the document identified as above was last modified. (This allows the XCAP client to determine if whether a document has changed recently or not.)

4. size: this attribute is OPTIONAL. When present, it SHALL contain the size, in octets, of the document as identified above. (This can help an XCAP client determine if it wants to upload the entire document or a fragment, as appropriate based on any resource limitation such as bandwidth.) 

The <error-code> element shall contain the error message returned by an XDMS.

For a XCAP GET request targeted at the directory document belonging to a user, for example, URI http://[XCAP Root URL]/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml, all XDMSes should return to the Aggregation Proxy a list of all XML documents associated with all supported AUIDs for the user identified by sip:joe@example.com.
The Aggregation Proxy SHALL aggregate responses from all XDMSs before sending the composite “directory.xml” back to the XDM Client.  When an XDMS response is received with an error message, the Aggregation Proxy shall insert a <folder> element for the corresponding AUID and an <error-code> element with the error message included.  When the Aggregation Proxy receives an HTTP 200 OK response with no XML content or no <folder> elements, it SHALL not include a <folder> element in the composite “directory.xml”.

For a XCAP GET request targeted at the specific AUID for a user, for example, URI http://[XCAP Root URL]/org.openmobilealliance.xcap-directory/users/sip:joe@example.com/directory.xml/~~/xcap-directory/folder[@auid=”org.openmobilealliance.poc-groups”], the XDMS serving the AUID should return to the Aggregation Proxy  a <folder> element containing a list of all XML documents associated with the AUID for the user. The list in this example would be a list of all documents for PoC Group belonging to sip:joe@example.com. The content type SHALL be “application/xcap-el+xml”.
The Aggregation Proxy SHALL aggregate the response from the serving XDMS and send it back to the XDM Client.
Note: The character escaping SHALL be applied in HTTP URI representation according to [XCAP] Section 6.3.

Change 3:------------------------------------------------------------------------------------------------------------------------------------

B.4 Sample XCAP Directory Retrieval Operation of specific user documents

….

3) The Shared XDMS responds with a HTTP 200 OK including the <folder> element containing the list of URI List documents belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA1.0

Date: Thu, 08 Jan 2004 10:55:39 GMT


Content-Type: application/xcap-el+xml

Content-Length: (...)




  <folder auid=”resource-lists”>

    <entry uri="http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends" etag=”pqr999”/>

    <entry uri="http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/colleagues" etag=”xyz123”/>

  </folder>


4) The Aggregation proxy returns the same entity body as in step 3 to the XDMC is a HTTP 200 OK message.
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

