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1 Reason for Change

Due to there is location information within presence information document, presence server shall be feed with the location server’s information in a configurable way (periodically, request-response etc.). In such way,  presence enabler would be performed with trustful, complete and synchronized location information from the location server. This document is based on OMA-PAG-2005-0369-LATE-New-Use-Case-Presence-SIMPLE-2.0 input contribution and posterior comments.
Appropriate normative requirements have been added.
2 Impact on Backward Compatibility

There is no reason for not assuring backward compatibility with the release 1 of the presence enabler.

3 Impact on Other Specifications

Presence SIMPLE AD 2.0

Presence SIMPLE TS 2.0

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes.

6 Detailed Change Proposal

********************************************FIRST CHANGE*******************************************************************

3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	CIPID
	Contact Information in Presence Information Data Format

	DND
	Do Not Disturb

	FIFO
	First In, First Out

	GGSN
	Gateway GPRS Support Node

	GMT
	Greenwich Mean Time

	GPRS
	General Packet Radio Service

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMPS
	Instant Messaging and Presence Service (aka Wireless Village)

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	ISDN
	Integrated Services Digital Network

	MLP
	Mobile Location Protocol

	MLS
	Mobile Location Service

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Station International ISDN Number

	OMA
	Open Mobile Alliance

	PEP
	Presence Enabled Phonebook

	PoC
	Push to talk Over Cellular

	RFC
	Request For Comments

	RPID
	Rich Presence Information Data

	SGSN
	Serving GPRS Support Node

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	SMS
	Short Messaging Service

	UMTS
	Universal Mobile Telecommunications System

	URL
	Universal Resource Locator

	VIP
	Very Important Person

	VMS
	Voicemail Service

	VoIP
	Voice over IP

	WV
	Wireless Village (aka IMPS)

	XCAP
	XML Configuration Access Protocol

	XML
	Extensible Markup Language


********************************************SECOND CHANGE****************************************************************
5.5.1.9 Operational and Quality of Experience Requirements
· Subscribing to events shall be intuitive. 

· Presence service may be preconfigured with presentities that represent specific social events such that watchers can subscribe to them.

5.6 Presence Server-Location Server Interaction

5.6.1 Requesting Other Presence User’s Location based on a temporary condition

5.6.1.1 Short Description

This use case describes a presence service, which allows getting the location information (from the network) of a user, based on a temporary condition (it is also possible to get this information based on a combination of information stored at the Presence Server).

5.6.1.2 Actors

· Jan – A presence service end user who can be located by Boss in a time limited period (e.g. during work time)

· Bob - A presence service end user who can be located by Boss in a time limited period (e.g. during work time)

· Boss – The presence service end user who can get Jan’s and Bob’s location information in a time limited period (e.g. during work time)

· Presence Server – This is the server that is providing the presence service to Bob, Jan and Boss

· Location Server – This is the server that is providing the location service to Jan and Bob
5.6.1.2.1 Actor Specific Issues

Boss is able to get Jan´s and Bob’s location information in a time limited period (e.g. during work time) from Presence Server.

5.6.1.2.2 Actor Specific Benefits

Boss will be able to get Jan’s and Bob’s location information in a time limited period. This location information will be complete and trustful due to the location server features. Jan’s and Bob’s location info will be private out of this period.

5.6.1.3 Preconditions

Boss, Bob and Jan have a subscription to a presence service. Jan and Bob have already setup their privacy settings to allow Boss to see their location information in a limited period.

Note: In some countries, it could be necessary to store some additional information on Location Server, to allow the location depending on the local regulations. This issue is out of the scope of this Enabler and it will be depending on service design.

5.6.1.4 Postconditions

Boss will get Jan’s and Bob’s location information with the completeness of the location server during working time. Jan and Bob will assure their privacy outside the temporary condition.

5.6.1.5 Normal Flow

1) Boss selects Jan and Bob from his phonebook and submits a request for Jan’s and Bob’s location information.

2) The presence client will then send a “get presence request” to the presence server.

3) Presence Server checks if Boss is authorized to locate Jan and Bob at this moment.
4) The presence server will send back to Boss Jan’s and Bob’s location information including the time when the location information was updated. Synchronization between presence server location information and location server location information shall be achieved off-line of this flow in a configurable manner (periodically or via request-response mechanism).
5) Boss gets Jan’s and Bob’s presence information including precise and complete Jan’s and Bob’s location information

5.6.1.6 Alternative flow

None.

5.6.1.7 Operational and Quality of Experience Requirements

The Presence Server has the ability to modify/manage the level of presence information provided to an end user based on privacy rules set by the users whose presence information is requested for. This use case proposes a synchronization between the presence server and the location server. With the usage of the presence server, privacy, authorization, security and a mechanism for dissemination information is achieved. With the usage of the location server, complete and  trustful location information is granted.

5.7 Security And Privacy

Privacy protects user data against unwanted and unauthorized access. The presence privacy protects the data about the availability and presence information of a mobile user against unwanted and unauthorized data access. 

All watchers that want to get data about the Presence Information status of another user need to be authorized for their access. This authorization is realized in three different modes:

· The user who owns the mobile terminal (presentity) is directly asked for permission if a watcher tries to fetch or subscribe his presence information. (Reactive Authorization mode) To accomplish users comfort the reactive mode should enable the transition to proactive mode by decision reuse.

· A system that acts on behalf of the user decides for permission if a watcher that is known tries to fetch or subscribe his presence information. (Proactive Authorization mode) 

· Reactive Authorization and transition from reactive to proactive authorization mode could be substantially enhanced, if decision supporting features are available as basis for the presentity’s evaluation. 

Effective support during the decision process for reactive authorization mode will be very beneficial for the presentity. For the users comfort the number of decisions should be as small as possible decisions. Define once reusable for future access. 

Since the proactive authorization is normally done without any notification to the presentity, he needs to be sure that his privacy is managed in a way he is able to control and to understand completely. 

For authorization the presentity is thinking in relation of trust. Therefore authorization lists (Family, Friend, Colleague…) that connect contacts with the same relation should be used. Since the trust relations normally didn’t drive the list generation of communication lists (e.g. used for Instant Messaging and Chat session) a reuse of such lists should normally be avoided.

Additionally it might be meaningful to support relations that are hosted outside the mobile domain. (E.g. Companies Directory Service to decide for proactive authorization or support with public key infrastructure)
************************************THIRD CHANGE************************************************
6.1.3 Features
 The Presence Service SHALL be configurable as detailed below.

6) It SHALL be possible for a service provider to assign appropriate permissions to certain individuals (e.g. system administrators), such that they can override settings of individual users.

7) Presence service SHALL support presence information for multiple, concurrent presence enabled services for each presence subscriber.

8) Presence service SHALL support concurrent, multiple terminal devices for each presence subscriber.
9) Presence service SHALL support synchronization with the OMA MLS in a configurable way (either ad-hoc or on a periodic basis) for each user.
**************************************FOURTH CHANGE*************************************************

6.1.4.2 Presence Information Format

10) The Presence Service SHALL support a format that is able to represent a rich set of presence information.

11) Presence Information SHALL be represented using a standard format, for the purpose of exchanging presence information.

12) A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

a) Default Willingness (e.g. willing, not willing, etc.)

b) Application-specific Willingness (e.g. willing for PoC, not willing for IM etc);

c) Overriding Willingness (e.g. willing, not willing);

d) Application-specific Availability (e.g. registered with the PoC service);

e) Network Availability (e.g. the phone is attached to the network, out-of-coverage, etc.);

f) Communication address (e.g. email address, phone number, etc.);

g) Presentity supplied activity and location

i) Activity (e.g. in a meeting, at the movies, on the phone etc.);

ii) Textual location (e.g. at home, at work, at the supermarket, etc.);

h) Location (e.g. device-derived location, network-derived location, etc.); when the location information comes from the OMA location service, appropriate mapping SHOULD be done if necessary.
i) Client device capabilities

i) Application capabilities(e.g. voice, text,, multimedia, etc.);

ii) Bearer capabilities (e.g. UMTS, GPRS etc);

j) Time-zone (e.g. GMT etc);

k) Personal information

i) Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)

ii) Hobbies (football, fishing, computing, dancing, etc.).

iii) Preferred language (e.g. English, Spanish etc);

iv) Icon (e.g. a status icon of the presentity’s choice)

13) The Presence Information format SHALL comply with standard IETF formats, where relevant.

14) The Presence Information format SHALL be registered with IANA as a MIME-type.

15) The Presence Information format SHOULD use a standard mark-up language.

16) In order to transfer Presence Information over a wireless link (e.g. low bandwidth, high latency, and high error rate link) it may be necessary to define an additional format. In this case, appropriate mappings to the standard format SHALL be defined.

17) The Presence Information format SHALL be able to represent the Presence Information as a set of zero or more presence elements.

18) The Presence Information format SHALL provide the means to uniquely identify a presence element.

19) The Presence Information format SHALL provide the means to associate a presence element with an expiration date.

20) It SHOULD be possible to extend the presence format, without affecting previously defined aspects.

21) The Presence Information format SHALL support multiple character sets.

22) The Presence Information format SHALL include a way to identify the presentity to which it pertains.

The Presence Information format SHOULD include a way to include Presence Information indirectly (e.g. by providing a link to a different location)
************************************FIFTH CHANGE******************************************************

6.1.6 Network Interfaces

23) The Presence Service SHALL support a SIP-based network interface [RFC-3261].

24) The supported network interfaces SHALL make it possible for a logical entity, such as presentity or watcher, to simultaneously access the Presence Service from multiple physical locations.

25) The supported network interfaces SHALL be suitable for a variety of other enablers or applications to access the Presence Service.

26) The supported network interfaces SHALL be designed to support extensions, while maintaining backwards compatibility.
27) The Presence service SHALL support MLP V3.2 defined in OMA MLS V1.0 or next OMA MLS releases when available.
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