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1 Reason for Contribution

During the PAG 24th January conference call, during the discussion of OMA-PAG-2006-0013-XDM2-IM-Requirements-mapping, requirements UPROF-7 to UPROF-10 were assigned to the author for further investigation. The contribution proposes some resolutions to the XDM RD to address these IM requirements.
2 Summary of Contribution

The contribution makes some proposals for requirements needed in the XDM RD to address UPROF-7, UPROF-8, UPROF-9 and UPROF-10. Once agreement is reached based on the proposals contained in this document, detailed CRs will be provided at a later date.

3 Detailed Proposal

	UPROF-7
	The IM system SHOULD NOT allow searching based on Public Profile if the requesting user did not fill out a set of mandatory fields in his/her own profile.


Discussion: If a profile has mandatory parts, then the view should be that a profile cannot be created or modified if the mandatory parts of the profile are not completed (otherwise why would they be mandatory?). If we can assume this is the case, then we can fulfil UPROF-7 by not allowing searches on other users’ profiles unless the requesting user has a profile. For inter-network searches, we may need to take into account that the destination network may not know if the requester has a profile, so a possible way to ensure this is to force the search proxy of the originating user’s network to determine whether to forward searches outside the network (or is this implicitly done by the search proxy ?)

Proposed resolution: 

Change to XDM RD section 6.1.3.9 (Search)

“Searches on the User Profile SHALL only be allowed by XDM Clients that have an associated User Profile”.

Contribution “OMA-PAG-2006-0009R02-User-Profile-to-XDM2-RD” does not at this stage specify any mandatory parts of the user profile; all fields seem to be optional. It is not clear from the IM RD which fields are actually mandatory.

If contribution “OMA-PAG-2006-0024-XDM2-RD-Search-and-Aggregation-Proxy “ is agreed, then the implication for searches across network boundaries should take into account the following:

“A search proxy may route user profiles search requests to the correct XDM Servers of other networks provided that the requesting XDM client has a user profile”


	UPROF-8
	The IM server SHALL send a system message to users who did not fill in the mandatory part of their Public Profile – explaining the consequences to privacy of filling the Public Profile.


Discussion: It is not clear what the correlation between mandatory parts of the profile is and the privacy issue (is this the inability to do searches?). Also it is not clear if this means that all IM users are have a user profile by default. On the mandatory fields this is addressed in UPROF-7 above.  

Potential impact to RD on the User Profile section, after identifying which parts of the profile are mandatory, add the following requirement,

 “ The User Profile can not be created/updated if the fields designated to mandatory attributes of the user profile are not completed”

This assumes that an IM user is not created with a default ‘useable’ profile.


	UPROF-9
	The IM system SHALL NOT include, in a Public Profile-based search, users who did not fill out the mandatory fields in their own profiles.


Discussion: If recommendation in UPROF-7 is agreed, then this automatically gets catered for.


	UPROF-10
	The IM server SHALL allow group administrators to specify a minimum age requirement for joining chat groups. 


Discussion: The implication is that the XDM RD needs a section to cover an “IM Specific Document”. One can be created based on the PoC specific document but to address UPROF-10, a specific entry regarding age is required. 

Proposed Solution: Create a new IM Specific Document, looking at the PoC Specific document identifying what is similar (see table A below).

Once this is completed, add the following requirement

“The service provider or a principal with appropriate management permission SHALL be able to set a minimum age enforcement policy for joining the IM Group”

Table A

	Extract from Section 6.3.2.1 (PoC Specific Documents)
	Applicable to IM Specific Document
 (Y/N)? 

	1) A document describing a PoC Group SHALL have the following content, in addition to the meta-data specified in Section 6.1.1:
	

	a) Display name:  This is a human readable name.
	

	b) Session Type:  This identifies the nature of the PoC Group, which is one of two – “chat” or “instant”.  (In chat group sessions, members join a group session individually, whereas in an instant group session, whether pre-defined or an ad-hoc group, all other members are invited simultaneously at a group member’s request.)
	

	c) Membership:  This identifies the nature of the membership in the PoC Group, which is one of two – “open” or “restricted”.
	

	d) Session initiation policy:  Session initiation policy: This describes who, apart from the Owner, may initiate a PoC group session.. 
	

	e) Group member list:  This provides a list of end-users and/or URI lists who will be invited to a PoC session. 
	

	f) Group reject list:  This is the list of end-users and/or URI lists who SHALL be barred from joining a PoC chat session.  (Only for Session Type = “chat”).  
	

	g) Maximum number of members:  This is the maximum number of end-users who can be active in the session. 
	

	h) Anonymous access allowed:  This is used to reveal, or not reveal, the end-user identities of all members of a “Chat” type group session taking the values - “yes” or “no”, respectively.
	

	2) Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	

	3) Each URI in the Group member list SHALL be unique.
	

	4) Each URI in the Group reject list SHALL be unique.
	

	The following requirements apply to PoC Group document management, in addition to those specified in Section 6.1.3:
	

	Create:
	

	5) The service provider SHALL be able to set the maximum number of members that can be added to a group member list or group reject list in a PoC Group document.  
	

	6) A principal with appropriate management permissions MAY be able to set the maximum number of members in a PoC Group document to a value that does not exceed the maximum number set by the service provider.
	

	7) It SHALL be possible to create a PoC Group document that contains members in the group member list or group reject list that belong to different service providers.
	

	Copy:
	

	8) PoC Group members MAY use PoC Groups to which they belong to create a new PoC Group document by copying an existing PoC document, subject to service provider policy and access rules.
	

	Get:
	

	9) Principals SHALL be able to retrieve the Group members list contained in PoC Group documents.
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG is kindly asked to review these proposals. 










� Assuming that there is a change from “PoC Group” to “IM Group”
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