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1 Reason for Contribution

This contribution introduces the concept of an additional component to be added to the Presence Data Model to represent the ‘Network’ to which a device is connected to. An additional contribution in the form of a PowerPoint presentation is linked to this explanatory contribution.

2 Summary of Contribution

The current Presence Data Model provides a building block to allow a relationship to be formed between a Person, the Services that are used by that person, and the Devices that are used to deliver that service. However, the current Presence data Model only provides the capability to identify the type of network to which the device is connected, and does not support the capability to uniquely identify the network, over which the service is being delivered, and the Presence related to that particular network. It is this capability that is highlighted as the key requirement within this contribution.
3 Detailed Proposal

This contribution introduces the concept of an additional component to the Presence Data Model. At this stage this contribution does not propose any additional text to be added, only to raise awareness of the requirement and to discuss in order that an agreement can be reached as to whether this work should be progressed. It is the intention of this contribution to provide additional understanding as to the reasoning of the additional requirement to the Presence Data Model. The key contribution used to explain this new concept can be found in contribution <<???>>>. Please note the format of the contribution is Microsoft PowerPoint.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
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Introduction

The current Presence Data Model as defined in Section 10 of the [1] is categorised into three key components; 

· The Person,

· The Service

· The Device

Although this model supports the ability for a service to be delivered over one or more devices, it is restricted in the ability to support a device that can connect to one or more networks.

This contribution introduces the concept of a further component to be added to the Presence Data Model to represent the ‘Network’ to which a device is connected to. An additional contribution is linked to this explanatory contribution with the proposing text to be added to the [1]

Presence Data Model

The current Presence Data Model provides a building block to allow a relationship to be formed between a Person, the Services that are used by that person, and the Devices that are used to deliver that service. 

The Presence information that collated with regards to these components can be exposed to provide an indication to a watcher as to how best to communicate with that particular person. For example a Watcher can have visibility of the services that a Person is using and the devices over which the services are delivered. However the enhance the visibility of this Presence information the Watcher would benefit from the knowledge of the network to which the device is connected in order that the status of the network can be represent to enhance the validity of the Presence information relating to the service and the device.

To understand this enhancement to the Presence being viewed by the Watcher, regarding a Service and Device, it is important to consider the Presence of the network to which the device is connected to. In the case where the physical device can only connect to a single network it is implied that any network Presence relating to that device also relates to the services being delivered by that device. 

For example, consider the scenario where a Watcher has subscribed to the Presence of the Instant Message service being used by a particular Person. The information viewed by the Watcher will show the Presence state of the service as well as the Presence state of the device being used to deliver the Service. Because the device can only connect to a single network, the watcher can assume that the Service is being delivered over the network which the device is connected and therefore the Presence relating to the network is implicitly related to the services being delivered by that device.

The Presence that relates to the network is currently seen within the Presence Data Model as being part of the ‘Device’ component. However, as devices become more complex, and human demands grow be able to use the most appropriate network for service delivery, the physical device will evolve to support more than one network over which a service can be delivered. It is at this point that representing the Presence that relates to the network can no longer be consider as part of the ‘Device’ component. 

For example, consider the case where a Person has signed up to an Instant messaging service that is delivered via a physical device that can connect to both the GSM/GPRS network and a WiFi network at the same time.  The service itself is delivered via the same physical device, but the network being used to deliver the service maybe the WiFi network, or it maybe be the GSM/GPRS network. Theoretically it is also feasible to consider that both networks are being used to deliver the service at the same time. Therefore based on the current Presence Data Model the Watcher is no longer able to determine which network the service is being delivered on. 

The OMA document [1] highlights the fact that the Network Availability’ attribute contains a network id that is to be used to indicate the network type. The value included within this attribute is to be registered the OMNA such that it is unique for that type of network. Each type of network will need to define the meaning of ‘connected’ as well as any additional information that is relevant for that type of network. However, although an indication can be provided as to the type of network the device is connected to (and possibly further attributes and values to represent that connection), there is no relationship between the network and the service. Therefore it is still not possible for a watcher to be provided with an indication as to the type of network a service is being delivered on when the physical device is connected to more than one network. 

To summarize the above consider the following two scenarios. The first scenario provides an understanding of the current Presence Data Model where the physical device has a one to one relationship with the network over which the service is being delivered. The second scenario introduces the concept of where the physical device is connected to more than one network and the understanding of the issues that this brings with it.

Scenario 1

In this scenario Person A (Mike) has subscribed to an Instant Messaging Service which is delivered via his mobile device (Device A). The device is connected to the GSM/GPRS network, with the Instant Message service being delivered via GPRS. 


[image: image1]
Mike provides information regarding himself via the mobile, for example his mood, maybe his location during certain times of the day etc. He also has several services that he has access to via his mobile device, a device that connects to the GSM/GPRS network. Therefore, this information could be represented in the following way within the Presence Server environment. 


[image: image2]
The diagram above provides at a high level, the representation of the Presence information within the Presence Server. The Presentity holds information relating to the service within the Tuple. The device ID attribute, within the Tuple, points to the device identity through which the service is being delivered. This identity can be used to gain further information regarding the device from which the Network Availability attribute can be found to indicate the type of network the deivce is connected to. 

From the Watcher point of view it will be possible to indicate the status of the service, in this case Instant Messaging and the status of the device. The attributes of the device indicate that the device is only connected to the GSM/GPRS network, and therefore the watcher may deduce that the Instant Message service is being delivered via the GSM/GPRS network since the device can only connect to one network.   
Scenario 2

In this scenario Mike has upgraded his device to one that includes WiFi access. Mike is using his Instant Messaging service via the WiFi network. Mike is also using a PoC service that is being delivered via the GSM/GPRS network.  
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As with Scenario 1, Mike can provide Presence information that relates to the person, for example his mood, as well as information that relates to the service via the device. Also the Tuple will include the Deivce ID over which the service or services are delivered. In this case both the PoC and the Instant Messaging service Tuple will include the same Device ID.
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The diagram above provides at a high level, the representation of the Presence information within the Presence Server. The Presentity holds information relating to the service within the Tuple. The device ID attribute, within the Tuple, points to the device identity through which the service is being delivered. This identity can be used to gain further information regarding the device from which the Network Availability attribute can be found to indicate the type of network the device is connected to. In this example the device is connected to both the WiFi network and the GSM/GPRS network and will therefore have to values relating to this device. 

The issue comes from a Watcher viewpoint. The Watcher can request to view the Presence information relating to the requested service, but instead of being able to relate the service to the device and network that provide that service it is now no longer possible to distinguish which network the service is being delivered on. For example the Watcher will be able to determine that the Instant Message service is being delivered via the mobile, but will not be able to determine if the service is via the WiFi network to which the device is connected, or the GSM/GPRS network.
Further Thoughts

The previous sections have provided a high level understanding to the issue of being able to support the capability of being able to indicate the type of network that a service is being delivered. Although it is not the intention of this contribution to examine the attributes that should be supported to represent a Network, it is important to understand the concept that there will be Presence information relating to the network that will be provided by the network via Presence Network Agents and Presence External Agents. (See 3GPP for an explanation of the definition of the two types of agents). Published Presence information has a unique identity in order to distinguish the Presence relating to the network that the device is being used to connect to the device. It is this identity that requires further thought, as well as studying as to how this identity of the network can be related back to the service that the network is delivering via the device that is attached to that network.

For example, in the case of Scenario 1 the device, a GSM mobile, connects to the network via an authorisation and authentication procedure that identifies the device by the IMSI. In the case of GSM, the network is aware of certain states of the network connected to the device. For example, the HLR is aware of when the device is attached to the GSM network, and is some case when the device is no longer attached to the network. The network can also determine when a device is busy or when it is no longer reachable. This information could be recorded within the Presence Server to provide further information to the Watcher to assist in them determining how they should best communicate with the owner of that Presence. The single identity used to by the device to connect to the network also represent the identity in the network to determine the status of the network connecting to that device. 

However, a network that is being used to connect to a device can take many forms; WiFi, UMTS, GSM, ADSL, etc. Where in a GSM environment there is a unique and consistent way to identify the device that is connected to the network (strictly speaking it is the recognition of the SIM and not the device), this is not always the case with other types of network connections. For example, two PCs that are connected to a ADSL line provide no clear distinction from the view point of the network. However, it could be argued that the device is sharing the network, in which case the requirement is to be able to identify the network and not the device. An example of this is the POTS network where most access lines have a unique identity, the phone number. Effectively the phone number represents the access network and not the device. 

The area of being able to uniquely identify the network that is used to connect to the device is an area that requires further study, but is necessary in order that there is a mechanism that can link the network to the device, and ultimately be able to provide an indication as to which services are being delivered by that network via the device connected to it.

The following diagrams provides a summary of the above. It should be noted that these ideas are not being put forward as a proposal. The idea is to provide ideas that help to identify the issue of being able to meet the requirement in being able to uniquely identify the network that is used to connect to the device in order that a service can be delivered.
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In the diagram above the network to which the device is attached is identified by the PSTN number, in this case 0044 1473 608251. It should be noted that is the diagram above is a high level representation and may not reflect the POTS implementation in all countries. 
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In the diagram above the network to which the device is attached is identified by the IMSI of the SIM card. Therefore any Presence Status with regards to the network is reported against an identity that is carried within the device on a SIM card.
Issues

This contribution has highlighted the fact that a physical device may have the capability to connect to more than one network, irrespective of whether the networks are the same or not. With this capability comes the issue of being able to identify which network the device is attached to, is delivering which service in order that the Presence information being notified to a Watcher provides enough clarity to assist in being able to determine the best form of communication.
Conclusion

The Presence Data Model introduces the concept of a Service being able to identify the device(s) over which the service is being delivered by the use of the DeviceID attribute. This provides the ability for a Tuple within the Presence Server to supply an identity of a device(s) in order that is can be used to provide further information as to the characteristics of the device. 
The Presence information regarding the device already introduces the concept of being able to identify the type of network to which the device is connected, however this contribution has introduced the concept of not only being able to identify the type of network the device is connected to but uniquely identify the network in order that the Presence status of the network can be published. 
End of Contribution
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