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1 Reason for Change

The version of the  XCAP base draft has changed from -09 to -11. 

The changes between -09 and -10 are according to the author:

* changed example URIs to conform to recommendations; namely, no subdirectories and naming of files as 'index'. Also updated example XUI from 'bill' and 'joe' to AOR per recommendations

(sip:user@example.com)

* noted that, since XUI = SIP AOR, you may need to percent encode SIP URI characters that are not permitted in the HTTP path segment, such as ? and /

* updated auid grammar so that the '.' is not allowed

* updated XML schema reference to most recent version

* in discussion on percent-encoding of unicode characters, mention that escape coding is needed when utf-8 octets are outside of pchar. Previously, it said outside of reserved.

* noted some of the limitations of get(put(x))=x in terms of operations that you can't do, and suggest alternatives

* mentioned that Location header field and descriptive content can appear in a 201 per RFC 2616 guidelines

* Re-defined the <no-parent> error to include the case where the insertion failed because a parent sub-directory doesn't exist.

* note that canonicalization includes comments

* clarified cases in which DELETE is permitted positionally without a unique attribute selector

* removed extraneous reference to CPP (RFC3859)

* ran idnits and verified


The XML schema in chapter 12.2 is removed by mistake.
The change between XCAP-10 and XCAP-11 is:

* The XML schema in chapter 12.2 that by mistake was removed in version -10 is added.


No impact has been found on the OMA-TS apart from changing the XCAP reference and to align the examples not to use ‘services’ as a part of a XCAP Root URI.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the workgroup accepts the proposed changes in 6.
6 Detailed Change Proposal

Change 1:  Replace the [XCAP] reference in section 2.1 Normative References
	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 05, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-11.txt
Note: IETF Draft work in progress.


Change 2:  Replace B.1.1 and B.1.2  ( services/ is removed in a number of places)

B.1.1 Obtaining a Shared Group Document

Figure B.1 describes how XDM client obtains a particular Shared Group document.
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Figure B.1- XDM Client obtains a particular Shared Group document

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain the document, gossips.xml, describing the shared group “sip:myconference@example.com”. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.

GET http://xcap.example.com 
/org.openmobilealliance.shared-groups/users/sip:ronald.underwood@example.com/gossips.xml HTTP/1.1

...

Content-Length: 0

2) Based on the AUID the Aggregation Proxy forwards the request to Shared Group XDMS.

3) After the Shared Group XDMS has performed the necessary authorisation checks on the request originator, the Shared Group XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "et53"

...

Content-Type: application/list-service+xml
<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:params:xml:ns:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"

   xmlns:ocr="urn:oma:params:xml:ns:common-policy"
   xmlns:ext="urn:oma:params:xml:ns:shared-group">
  <list-service uri="sip:myconference@example.com">
    <display-name xml:lang="en-us">Friends</display-name>

    <list>

      <entry uri="tel:+1-212-555-1234"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <max-participant-count>10</max-participant-count>

    <ext:subject>My conference</ext:subject>

    <cr:ruleset>

      <cr:rule id="a7c">

        <cr:conditions>

          <is-list-member/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>

          <allow-anonymity>true</allow-anonymity>

          <allow-invite-users-dynamically>true</allow-invite-users-dynamically> 

          
<ext:allow-subconf>true</ext:allow-subconf>





<ext:allow-private-message>true</ext:allow-private-message>





<ext:allow-media>




   <ext:audio>mand</ext:audio>





   <ext:message>mand</ext:message>




   <ext:video>supp</ext:video>

          </ext:allow-media>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

4) The Aggregation Proxy routes the response to the XDM Client.

B1.2 Conference URI negotiation

Figure B.2 describes how the Shared Group XDMS can negotiate a Conference URI.
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Figure B.2- Shared Group XDMS negotiates a Conference URI

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to create a document with a conference URI “sip:wrongname@example.com”. For this purpose the XDMC sends an HTTP PUT request to the Aggregation Proxy.

PUT http://xcap.example.com 
/org.openmobilealliance.shared-groups/users/sip:ronald.underwood@example.com/MyGroup.xml HTTP/1.1

...

Content-Type: application/list-service+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:params:xml:ns:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:params:xml:ns:common-policy"

   xmlns:ext="urn:oma:params:xml:ns:shared-group">

  <list-service uri="sip:wrongname@example.com">

    <list>

      <entry uri="tel:+1-212-555-1234"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <ext:subject>My conference</ext:subject>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>




<ext:allow-private-message>true</ext:allow-private-message>





<ext:allow-media>




   <ext:audio>mand</ext:audio>





   <ext:message>mand</ext:message>





   <ext:video>supp</ext:video>





</ext:allow-media>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

creating the file “MyGroup.xml” to describe the pre-arranged Shared  Group whose proposed name is “sip:wrongname@example.com”.

2) Based on the AUID the Aggregation Proxy forwards the request to Shared Group XDMS.

3) The Shared Group XDMS detects that the conference URI does not conform to the local policy. The Shared Group XDMS generates a valid conference name “sip:correctname@example.com” and sends an HTTP “409 Conflict” response including the generated URI.

HTTP/1.1 409 Conflict

...

Content-Type: application/xcap-error+xml

<?xml version="1.0" encoding="UTF-8"?>

<xcap-error xmlns="urn:ietf:params:xml:ns:xcap-error">

  <uniqueness-failure phrase="URI constraint violated">

    <exists field="group/list-service/@uri">

      <alt-value>sip:correctname@example.com</alt-value>

    </exists>

  </uniqueness-failure>

</xcap-error>

4) The Aggregation Proxy routes the response to the XDM Client.

5) The XDM Client repeats the XCAP request (sent in step 1) using the received conference URI value.

PUT http://xcap.example.com
/org.openmobilealliance.shared-groups/users/

   sip:ronald.underwood@example.com/MyGroup.xml HTTP/1.1

...

Content-Type: application/list-service+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:params:xml:ns:list-service"

xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:params:xml:ns:common-policy"

   xmlns:ext="urn:oma:params:xml:ns:shared-group">

  <list-service uri="sip:correctname@example.com">

    <list>
      <entry uri="tel:+1-212-555-1234"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <ext:subject>My conference</ext:subject>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>




<ext:allow-private-message>true</ext:allow-private-message>





<ext:allow-media>




  <ext:audio>mand</ext:audio>





  <ext:message>mand</ext:message>





  <ext:video>supp</ext:video>





</ext:allow-media>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

where the file “MyGroup.xml” is the document created in step 1)

6) Based on the AUID the Aggregation Proxy forwards the request to Shared Group XDMS.

7) The Shared Group XDMS creates the requested conference URI and sends an HTTP “201 Created” response.

HTTP/1.1 201 Created

Etag: "et17a"

...

Content-Length: 0

The Aggregation Proxy routes the response to the XDM Client.
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