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1 Reason for Change

The following shows the lists of requirements relevant to Watcher’s notification regulations in Presence V2.0 RD. This CR is purposed to cover these in Presence V2.0 AD.
	FEAT-SUB-003
	Watchers SHALL be able to request the presence information of presentities (including lists that represent multiple presentities) on subscription basis, where notifications are sent periodically, i.e., at regular intervals.
	

	FEAT-SUB-004
	Watchers SHOULD be able to specify one or more conditions upon which presence notifications are generated and sent to them. These conditions SHOULD include at least: 

1) specific changes in presence status of a presentity or list of presentities;

2) time constraint conditions, such as buffering or throttling mechanisms;

3) a condition whether the current state of presence information should be delivered upon successful subscription refresh;

4) a condition on which the presence information from a list of presentities should be delivered.
	

	FEAT-SUB-005
	Watchers SHALL be able to specify that a particular subscription generates full or partial (i.e. incremental) notifications.
	

	FEAT-SUB-024
	It SHALL be possible for a watcher to request that they receive a particular subset of a presentity’s presence information, subject to the presentity’s preferences.
	

	FEAT-SUB-026
	It SHALL be possible for a subscribing watcher to specify a maximum desired notification frequency.
	

	FEAT-SUB-030
	Watchers MAY be able to request notifications to be selectively delivered upon the state of their presence status.
	Presence V2.0


R02: 
· Remove detailed descriptions on watcher’s notification control  in section 6.1.1.3 Watcher, to follow the same style as presence v1.0 AD.
· Revived ‘Shared List XDMS’ in section 6.1.3.3.
Impact on Backward Compatibility

None.
2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

To review the proposed changes and agree on these changes. 
5 Detailed Change Proposal

Change 1:  Section 6.1.1   Presence Functional Entities
6.1.1 Presence Functional Entities

This section describes the entities specified as part of the Presence Enabler.

6.1.1.1 Presence Server

The Presence Server (PS) supports the following:

· Accepts and stores Presence Information published to it.

· Distributes Presence Information and Watcher Information. 
· Retrieves Presence Information from Presence Sources.
· Regulates the distribution of Presence Information and Watcher Information in the manner as requested by Watchers.
The PS is able to subscribe to changes to documents stored in the Shared List and Presence XDMS.  The PS is able to fetch documents from the Shared List XDMS and the Presence XDMS.
6.1.1.2 Presence Source

The Presence Source is an entity that provides presence information to a Presence Service [RFC2778]. The Presence Source can be located in a user’s terminal or within a network entity.
6.1.1.3 Watcher

A Watcher is an entity that requests Presence Information about a Presentity, or Watcher Information about a Watcher, from the Presence Service. For this, a Watcher supports the following:

· Subscribes to Presentity’s Presence Information or Watcher Information.
· Specifies how notifications to be generated and delivered to the Watcher.

· 
· 
· 
· 

· 
· 
6.1.1.4 Resource List Server (RLS)

The Resource List Server (RLS) is the functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription transaction.  

The RLS is able to subscribe to changes to documents stored in the Shared List and RLS XDMS.  The RLS is able to fetch documents from the Shared List XDMS and the RLS XDMS.
6.1.1.5 XML Document Management Client (XDMC)

The XDMC supports the following functions depending on its different instantiations (e.g., PoC XDMC, Presence XDMC, Shared List XDMC):

· Manage related XML documents (e.g., Presence authorisation rules)

· Subscribe to SIP event package for changes to XML documents stored in any XDMS

The XDMC includes an XCAP client and a SIP User Agent.
6.1.1.6 Presence XML Document Management Server (Presence XDMS)

The Presence XDMS is an XCAP server and SIP Notifier as defined in [RFC3265] that supports the following functions:

· Manages XML documents (e.g. Presence authorization policies) which are specific to the Presence service Enabler.

· Enables single subscription to changes to multiple documents stored on the Presence XDMS.

· Notifies subscribers of changes to the Presence-specific documents stored in the network.
6.1.1.7 Resource List Server XML Document Management Server (RLS XDMS)

The RLS XDMS is an XCAP server and SIP Notifier as defined in [RFC3265] that supports the following functions:

· Manages XML documents (e.g. Presence lists), which are specific to the use of a RLS.

· Enables single subscription to changes to multiple documents stored on the RLS XDMS.

· Notifies subscribers of changes to such documents stored in the network.
6.1.1.8 Content Server

The Content Server is the functional entity that is capable of managing MIME objects for Presence, allowing the Presence Sources or the Presence Server to store MIME objects within, and support retrieval of those objects by Watchers or the Presence Server as required for content indirection [RFC4483].

The Content Server relies on external authentication and authorization done for the Presence Sources and Watchers.  When realized with 3GPP IMS or 3GPP2 MMD networks, GAA [3GPP TS 33.222] can be used for that purpose, acting as an Authentication Proxy.

Note: Any usage of the content server for tasks not related to presence content indirection is outside the scope of this document.

Change 2:  Section 6.1.3   Description of the Reference Points
….
….

6.1.3.2 Reference Point PRS-2: Watcher – SIP/IP Core network
The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to either PS or RLS via the SIP/IP Core.

PRS-2 is used to:

· Subscribe to a Presentity's Presence Information and receive notifications

· Subscribe to Presence Information and receive notifications for Presence Lists 

· Subscribe to Watcher Information and receive notifications

· Request the Presence Server to retrieve a Presentity’s Presence Information
· Request the manners by which the Watcher wants to receive notifications
PRS-2 supports SIP compression when the Watcher resides in the terminal.
6.1.3.3 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.

PRS-3 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate PS in order to:

· Publish Presence Information 

· Subscribe to Presence Information and receive notifications 

· Subscribe to Watcher Information and receive notifications

· Subscribe to changes to documents stored in the Shared List, RLS or Presence XDMS

· Regulate publications of Presence Information
· Retrieve Presence Information from Presence Sources
· Regulate notifications of Presence Information or Watcher Information, as requested by Watchers.
6.1.3.4 Reference Point PRS-4: SIP/IP Core – Resource List Server

The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-4 reference point is SIP.

PRS-4 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate RLS in order to 

· Receive a subscription and send aggregated notifications for a Presence List

· Subscribe to Presence Information  and to receive notifications for each Presentity in a Presence List 
· Regulate the aggregated notifications of a Presence List, as requested by Watchers.
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