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1 Reason for Contribution

In current architecture User Access Policies (UAP) have been defined as a service specific policy. PoC XDM contains PoC User Access Policy Document and IM XDMS contain IM User Access Policy Document.

IM User Access Policy uses <allow-invite> element from PoC UAP and <media> extensions from XDM2 Core Specification. PoC 2 also uses <media> extension from XDM2 Core. So these UAPs are almost same and they overlap with each others. 

XDM2 Shared Group Document was made based on PoC 1 level group definition and it was extended to suit also for IM needs. Same thing should be done for User Access Policy as well as these documents is already almost same. 

This cause some problems and might cause bad user experience as if user wants to block i.e. Group Advertisements from a certain person in PoC 2 application, it has only effect for that and he may still get Group Advertisements from that person if he is sending those via IM enabler or they are generated by Shared Group XDMS. For not have this kind of conflicting situations PAG WG proposes to have shared User Access Policy document, which is not tight to certain enabler.

By having service independent UAP it is easier for end-user to define what kind of media he/she wants to accept/reject without defining same thing for several services as some elements of different services overlap with each other. 

But as there still might be need to have enabler specific user access policy it’s still possible to do so by using e.g. feature tag of that enabler in user access policy to differentiate it from other enablers, but by default Shared User Access Policy affects all enabler that utilize it.

From Specifications point of this means that PAG will introduce new logical entity called Shared Policy XDMS for XDM 2 Architecture and PAG WG advise PoC 2 and SIMPLE IM 1.0 to utilize this already in this release instead of using enabler specific User Access Policies.

This operation doesn’t cause any trouble for PoC 2 and IM 1.0 specification as content of UAP definition what they are currently using will remain same. Only change is that content is not anymore defined in enabler specific XDM. It’s defined in Shared Profile XDM spec that is created based on current PoC User Access Policy Document. In Enabler Specification User Accessb Policy chapter needs to only refer to this new spec.

2 Summary of Contribution

PAG WG who is expert of XDM issues sees that enabler specific User Access Policies should be replaced with generic Shared User Access Policy Document to avoid conflict situations for an end user.

Enablers in question benefits from this change as they don’t anymore need to think whether changes in their or in any other enabler might affect overall user experience. PAG WG will take responsibility that overall user experience shall not be disturbed when new rules will be added to user access policy. This will decrease work of enablers in question and guarantee that needed functionality will work also other enablers in a network.
What will change compared to enabler specific User Access Policy stored in enabler specific XDMS is following:

1) The AUID SHALL be “org.openmobilealliance.user-access-policy”.

2) The name of the Shared User Access Policy document SHALL be “user-access-policy”.
3) User Access Policy document is defined in Shared Policy XDM Specification instead of Enabler specific XDM Specification and it will belongs to XDM 2 enabler.
4) Some generalization is needed for Validation Constraints and Data Semantics to make current definition of poc-rules reusable also for other enablers. 
What will remain same:

1) Structure and schema of User Access Policy Document (described in [COMMONPOL] and extended in [OMA-XDM_CORE-TS] with the extensions described in [XSD_UAP-RULES] and [XSD_MEDIA-EXT].

2) Default namespace “urn:ietf:params:xml:ns:common-policy” as defined in [COMMONPOL].
3) MIME type SHALL be “application/auth-policy+xml” as defined in [COMMONPOL].
Backward compatibility with PoC 1 poc-rules document SHALL be guarantee in a similar way as it will be done with PoC 1 Groups and Shared Groups. 
4) 
Some changes are needed to Service Enabler specific XDM Specification and Service Enabler AD. Contributions for these changes has been uploaded to the portal to be able agreed them during this meeting and so NOT cause any harm for Service Enabler to start consistency review as planned.
Changes for XDM 2 Enabler are described in PAG CRs 693 and 722.
3 Detailed Proposal

In PAG Architecture point of view this proposal adds one new logical element to Shared XDMSs.
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New Shared User Access Policy Specification will be created. See Input Contribution OMA-PAG-2006-0722-INP_Baseline_for_Shared_Policy_XDM_Specification.
For PoC 2.0 Changes in Architectural level is following:
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And similar kind of changes are needed to PoC XDM Spec that is was done due introducing Shared Group XDMS.

For SIMPLE IM 1.0 Architecture change is following:
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And some changes to IM XDM Spec (reference from User Access Policy chapter to Shared Policy XDM Spec)
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG recommends PoC 2 and SIMPLE IM 1.0 to adopt proposed solution for their current release.
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