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1 Reason for Change

	ID
	Open Date
	Type
	Section
	Description
	Status

	C378
	2007.01.24
	T
	6.7.3
	Source: Motorola

Form: OMA-REL-2007-0065

Comment: Why is it necessary to define an Application Usage for the Search document, when it is not managed by XCAP?
	Status: OPEN


R1:
· Moved section 6.2.1.4 to section 6.2 since it was not related to XCAP Requests.
· Replaced HTTP POST related text in 6.3.1.1 with a pointer to 6.3.1.5.
· Moved section 6.3.1.5 to 6.3.1.1 & 6.3.1.2 to resolve some redundancy issues.
· Some text in 6.12.1.3 was deleted or moved to section 6.2.3 (moved text is consistent with CR 209)
R2:

· Alignment with changes in CR 209 in section 6.2.3.

· Other minor modifications.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

OMA-AD-XDM-V2_0.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below for the latest version of the XDM Core Specification.
6 Detailed Change Proposal

Change 1:  6.1.3
6.1.3
Searching for Data in XML Documents
The XDMC MAY support searching for data in XML documents using Limited XQuery over HTTP as described in this subsection. 

When searching, the XDMC SHALL generate the Search Request by using HTTP POST request containing a Search document as defined in chapter 6.12.1 “Search Document”. 
The HTTP Request-URI for the Search Request SHALL be constructed as http://[XCAP Root URI]/ org.openmobilealliance.search. For routing purposes, the HTTP Request-URI of the Search Request SHALL include the mandatory query parameter of “target” and whose value is equal to the parameter of the collection input function of the XQuery request in the Search document that identifies the document(s) to be searched as described in section 6.12.1 “Search Document”. When the search target is the set of all documents stored in the Users Tree of an appropriate Application Usage, there needs to specify which domain is to be searched for. For the identification of target search domain, the HTTP Request-URI of the Search Request MAY include the optional query parameter of “domain” and whose value includes ‘home’ to request home domain search, ‘all’ to request to expand the search to all possible remote domains, or target domain names to request the particular domain to be searched. Multiple values are separated using the percent encoded whitespace (i.e., “%20”) as specified in [RFC3986]. The default interpretation in the absence of “domain” query parameter SHALL be home domain search.

When using the “target” and “domain” query parameter, the HTTP Request-URI for the Search Request SHALL be constructed as http://[XCAP Root URI]/org.openmobilealliance.search?target=[value of collection input function]&domain=[home, all, or target domains].

Example: http://xcap.example.com/org.openmobilealliance.search?target=org.openmobilealliance.user-profile/users/&domain=all
The Search Request SHALL include the XML body of the content type “application/vnd.oma.search +xml” as defined in chapter 6.12.1.1 “MIME Type”. 

The XQuery expression in the Search Request SHALL conform to the constraints as defined by the target Application Usage to be searched for.

Change 2:  6.2 through 6.2.1.4

6.2
Procedures at the XDM Server

An XDMS is a HTTP origin server that manipulates XCAP Resources according to the conventions described in [XCAP], and processes Search Requests.

An XDMS SHALL authorize the requests as described in section 6.4.5 “Authorization”.
An XDMS receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search SHALL be processed as described in chapter 6.2.3. All other HTTP POST requests SHALL be rejected with an HTTP 405 “Method not allowed” response.
An XDMS receiving an XCAP Request SHALL process the request as described in section 6.2.1 “Document Management”.
When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDMS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

6.2.1
Document Management

The XDMS SHALL support document management as described in this subsection. 


An XDMS SHALL conform to [XCAP] section 8.5 for the management of Etags. 

An XDMS SHALL implement the conditional operations of [XCAP] section 7.11.

If the XDMS implements parallel processing of requests, it SHALL ensure the integrity of the resulting document.

6.2.1.1
PUT handling

HTTP PUT requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.2.

6.2.1.2
GET handling

HTTP GET requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.3.

6.2.1.3
DELETE handling

HTTP DELETE requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.4.




Change 3:  6.2.3

6.2.3
Searching for Data in XML Documents

The XDMS MAY support searching for data in XML documents using Limited XQuery over HTTP as described in this subsection. 
The Search Request SHALL contain a Search document as defined in chapter 6.12.1 “Search Document”.
Upon receiving the Search Request, the XDMS:

1. SHALL verify whether the Search document included in the body of the Search Request conforms to the structuredefined in chapter 6.12.1.3 “Structure”;

2. SHALL get the AUID from the “collection” input function of the XQuery and based on this AUID validate the XQuery expression included in the body of the Search Request against the XQuery restrictions as defined by the corresponding target Application Usage of the XDMS and also against possible operator’s local policy if defined.

When the XQuery expression fits to the defined restrictions and operator’s local policy, the XDMS SHALL execute the query over all XML documents stored in the Users Tree of the corresponding Application Usage included in the “collection” input function of the XQuery request. The XDMS SHALL based on the results of the query generate a response.
In addition, each Application Usage that supports the Search feature SHALL define one or more basic XQuery expressions that are supported by the Application Usage. Such basic XQuery expressions allows the Application Usage to restrict the data that can be searched and also restrict the results provided to the XDMC.

Each request violating defined restrictions SHALL be responded with HTTP “409 Conflict” error response with the <constraint-failure> error condition element defined in [XCAP].

· If the basic XQuery expressions as defined by the corresponding Application Usage does not allow the Search operation as requested in the included XQuery expression, the “phrase” attribute, if it is included, SHOULD be set to “Search request not allowed”. 

· If the basic XQuery expressions as defined by the corresponding Application Usage does not allow the types of Search Result as requested in the included XQuery expression, the “phrase” attribute, if it is included, SHOULD be set to “Search result types not allowed”. 
Change 4:  6.3 through 6.3.1.2
6.3
Procedures at the Aggregation Proxy

The Aggregation Proxy is the contact point for XDMC implemented in an UE to access XCAP Resources stored in XDMS.
The Aggregation Proxy: 
1. SHALL act as an HTTP Proxy defined in [RFC2616] and be configured as an HTTP Reverse Proxy [RFC 3040]. 
2. SHALL, upon receiving an XCAP or HTTP request targeted to the Aggregation Proxy, authenticate the originating XDMC as specified in the subclause 6.4.1 “Authentication”;
3. SHALL, upon the successful authentication, assert the identity of the originating XDMC as described in the subclause 6.4.2 “XDM Client Identity Assertion”;
4. SHALL forward the requests as described in the subclause 6.3.1 “HTTP Request Handling”.
6.3.1
HTTP Request Handling
6.3.1.1
General

Upon receiving an XCAP Request targeted to the Aggregation Proxy, the Aggregation Proxy 
1. SHALL check whether the domain of the XUI matches with the domain of the Aggregation Proxy;
2. SHALL, if the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XCAP request to the corresponding XDMS based on the AUID in the HTTP Request-URI, or
3. SHALL, if the domain of the XUI does not match the domain of the Aggregation Proxy and the identified domain is trusted, forward the XCAP request to the domain of the XUI’s Aggregation Proxy of the remote network with the XCAP Root URI set to the XCAP Root URI of the domain of the XUI.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search, the Aggregation Proxy SHALL forward the HTTP POST request to the Search Proxy. 

Upon receiving the responses to the XCAP Request, the Aggregation Proxy SHALL aggregate and forward responses back to the XDMC.
Upon receiving the responses to the HTTP POST request, the Aggregation Proxy SHALL forward the responses back to the XDMC.
The Aggregation Proxy SHALL protect the HTTP traffic between the XDMC and the Aggregation Proxy and between the Aggregation Proxy and the Aggregation Proxy of Remote Network as specified in section 6.4.4 “Integrity and Confidentiality Protection”.
6.3.1.2
Error Cases

If the Aggregation Proxy receives an XCAP Request where the domain of the XUI does not match with the domain of the Aggregation Proxy and the domain of the XUI is not a a domain of a trusted remote network, the Aggregation Proxy SHALL reject the request with an HTTP “403 Forbidden” error response.
Upon receiving an HTTP request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search where HTTP Method is different from POST, the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.
Upon receiving an HTTP POST request that does not contain an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search, the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.
Change 5:  6.3.1.5


1. 
2. 


Change 6:  6.7.3 moved to new section 6.12.1.  As a result, section 6.7.3 is DELETED.
NOTE TO EDITOR: Text shown as existing text is actually moved from 6.7.3 to new section 6.12.
6. Common Content Types
6.12.1
Search Document
The XDMC SHALL support the Search document if the XDMC supports the search feature as described in subclause  6.1.3 “Searching forData in XML Documents”.

The XDMS SHALL support the Search document if the XDMS supports the search feature as described in subclause 6.2.3 “Searching forData in XML Documents”.
6.12.1.1
MIME Type

The MIME type for the Search document SHALL be “application/vnd.oma.search +xml”.
6.12.1.2
XML Schema
The Search document SHALL conform to the XML schema described in [XSD_SEARCH].

6.12.1.3
Structure
The Search document SHALL conform to the XML Schema described in subclause 6.12.1.2 “XML Schema”, with the clarifications given in this subclause.

The <search> element SHALL include the “id” attribute with the value unique among the Search Requests generated by the same XDMC. The Search Request generated by the XDMC SHALL include a <request> element. The non-error response generated by the XDMS SHALL include a <response> element. The value of the “id” attribute in case of response SHALL be the same as in the request for which the response was generated.


The <query> element SHALL include an XQuery expression [W3_XQUERY]. It is RECOMMENDED to include the XQuery expression into the CDATA section.
The XQuery expression SHALL include one input function – collection. The collection of the data to be searched is created as a set of all documents stored in the Users Tree of an appropriate Application Usage, as a set of all documents in the particular User’s home directory of an appropriate Application Usage, or as a particular document in the particular User’s home directory of an appropriate Application Usage. As such, the parameter of the collection function SHALL be either the string of “[AUID]/users/”, that of “[AUID]/users/[XUI]”, or that of “[AUID]/users/[XUI]/<document_name>”. For example, 

collection(“org.openmobilealliance.user-profile/users/”)

represents all User Profile documents stored in the Users Tree on Shared Profile XDMS to which the Search Request is targeted;

collection(“org.openmobilealliance.groups/users/sip:joebloggs@example.com”)

represents all Group documents stored in the home directory of “sip:joebloggs@example.com” on Shared Group XDMS to which the Search Request is targeted;
collection (“resource-lists/users/sip:joebloggs@example.com/index”)

represents the URI List document with the name “index” stored in the home directory of “sip:joebloggs@example.com” on Shared List XDMS to which the Search Request is targeted.

The <request> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

The <response> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

In addition, each Application Usage that supports the Search feature SHALL define one or more basic XQuery expressions that are supported by the Application Usage. Such basic XQuery expressions allows the Application Usage to restrict the data that can be searched and also restrict the results provided to the XDMC. Additional extensions to the basic XQuery expressions MAY be supported by the XDMS based on the operator’s local policy.


· 
· 
· 
· 
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