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1 Reason for Change

Clarify cid URI usage.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  Change Section 2.1
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Change 2:  Change Section 5.1.1.2
Handling of large objects

The Presence Source MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to aggregate other MIME objects with the ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ content types. 

If a presence information element has a value of a reference to a MIME object, the Presence Source can either:

· Use the content indirection mechanism as defined in [RFC4483], upload the content to the Content Server and send the MIME object indirectly by utilising the cid URI as described in [RFC2392] referring to the indirected content part of the ‘multipart/related’ content-type in the PUBLISH request; or

· Send the MIME object directly together with the presence document by utilising the cid URI as described in [RFC2392] referring to the embedded content part of the ‘multipart/related’ content-type in the PUBLISH request.

The MIME object format SHALL conform to [3GPP TS 26.141] and [3GPP2 C.P0071-0].

Change 3:  Change Section 5.1.1.2.1

Performing content indirection

If the Presence Source decides to use the content indirection mechanism for publishing an initial or modified value of a presence information element, the Presence Source SHALL follow the following procedures:

1.  Store the MIME object.

NOTE: The procedure for storing MIME objects is not defined by this specification.

The Presence Source MAY be provisioned with the HTTP or optionally HTTPS URI of the content server where the MIME objects will be stored. This can be done with OTA Provisioning or local configuration. In case it is performed with OTA Provisioning it SHALL use the value of the CONTENT-SERVER-URI defined in Appendix B.1.
2. Construct an HTTP URI or optionally an HTTPS URI referencing the stored MIME object.

3. Use the ‘multipart/related’ content type as described in [RFC2387] with the content indirection mechanism as specified in [RFC4483] for the publication of presence information format as follows:

a) Set a cid URI as described in [RFC2392] referencing to other MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content; 

b) Include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content;

c) Specify the part having information about the MIME object by using the ‘message/external-body’ content type, defining the HTTP or HTTPS URI, versioning information and other information about the MIME object as described in [RFC4483]. The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not.

Change 4:  Change Section 5.1.1.2.2

Handling of direct content

When the Presence Source decides to publish the MIME object as a direct content inside the presence document, the Presence Source SHALL utilise the ‘multipart/related’ content type as described in [RFC2387] in the PUBLISH request with the following procedures:

· Set a cid URI as described in [RFC2392] referencing to other multipart body which contains the MIME object;

· Include the presence document of the format ‘application/pidf+xml’ or ‘application/pidf-diff+xml’ in the root of the body of the ‘multipart/related’ content.

If the Presence Source supports OTA Provisioning, the size limit for MIME data direct content in a PUBLISH request as set via OTA Provisioning SHALL NOT be exceeded. 

In case it is performed with OTA Provisioning, it SHALL use the value of CLIENT-OBJ-DATA-LIMIT parameter is defined in Appendix B.1.

If the Presence Source does not support OTA Provisioning, the size limit for MIME data direct content in a PUBLISH request SHOULD be set by other means at the Presence Source and its value SHALL be the same as defined for OTA Provisioning compliant Presence Sources.
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