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1 Reason for Change

This CR incorporates CONRR F071 comment on OMA-TS-XDM_Policy and it includes the changes needed to adapt to the new XDM2 extensions XML schema to close all issues in this document related to action item A014. 

The CONNRR comment included is the one listed below.

	F071
	2007.01.24
	T
	Appendix C
	Source: NOKIA

Form: 

Comment: Examples are missing.

Proposed Change: Copy examples from POC XDM Spec and generalize them.
	Status: 

CLOSED partly by PAG-275 and PAG-303


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal.
6 Detailed Change Proposal

Change 1:  Modify  section the following table entry in section 2.1
	[XSD_XDM2_EXT]
	“XDM2 Extensions ”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_xdm2-extensions-V1_0, URL: http://www.openmobilealliance.org/


Change 2:  Modify section 5.1.1

5.1.1   Structure

The User Access Policy document SHALL conform to the structure of the “ruleset” document described in [RFC4745], with the extensions and constraints given in this subclause.

The User Access Policy document makes use of the following two elements defined for the <rule> element in [RFC4745]: 

· <conditions>

· <actions>

The <transformations> child element defined for the <rule> element in [RFC4745] SHALL be ignored, if present.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element, as defined in [RFC4745], except the sub-elements that are ignored as defined in [XDM_Spec] “Common Extensions”;

b) MAY include the <external-list> element, as defined in [XDM_Spec]  “Common Extensions”;

c) MAY include the <other-identity> element, as defined in [XDM_Spec]   “Common Extensions”;
d) MAY include the <anonymous-request> element, as defined in [XDM_Spec] “Common Extensions” ;
e) MAY include the <media-list> element, as defined in [XDM_Spec]  “Common Extensions”;
f) MAY include the <service-list> element, as defined in [XDM_Spec] “Common Extensions”;
g) MAY include other elements from other namespaces for the purposes of extensibility.
The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element;

b) MAY include the <allow-offline-storage> element;

c) MAY include the <allow-auto-answermode> element;
d) MAY include other elements from other namespaces for the purposes of extensibility.
Change 3:  Modify section 5.1.2 

5.1.2  XML Schema

The User Access Policy document SHALL conform to the XML schema described in [RFC4745], with extensions described in [XSD_COMMONPOL], [XSD_UAP-RULES] and [XSD_XDM2_EXT] and with extension described in enabler defined XML schemas.
Change 4:  Modify  section 7.1
7.1  Procedures at the Shared Policy XDMS
If the Shared Policy XDMS allows access by PoCv1.0 Clients, the Shared Policy XDMS SHALL support the PoC User Access Policy Application Usage defined in [PoC_XDM_V1] “PoC User Access Policy”, with the clarifications given in this subclause.

The Shared Policy XDMS SHALL maintain, for each User, both the “pocrules” document of the PoC User Access Policy Application Usage and the “access-rules” document of the User Access Policy Application Usage.  There is a one-to-one correspondence between the “pocrules” and “access-rules” documents, and the contents of the documents at any point in time SHALL be syncronized as described below.

NOTE:
This does not imply that the Shared Policy XDMS must actually store the “pocrules” document, but must always be prepared to process requests against the “pocrules” document.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the PoC User Access Policy Application Usage, apply the same modifications to the User Access Policy Application Usage with the following exceptions:

1) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “reject”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-reject-invite> action set to “true”; and

b. SHALL NOT contain the <allow-auto-answermode> action.
2) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “accept”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-auto-answermode> action set to “true”; and

b. SHALL NOT contain the <allow-reject-invite> action.
3) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “pass”, the corresponding rule(s) in the “access-rules” document

a. SHALL NOT contain the <allow-auto-answermode> action; and

b. SHALL NOT contain the <allow-reject-invite> action.

The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the User Access Policy Application Usage, apply the same modifications to the PoC User Access Policy Application Usage with the following exceptions:

1) If the resulting “access-rules” document contains rule(s) with the <service-list> condition and <media-list> condition not specifying a  PoC v1.0 service and/or PoC v1.0 media the rule(s) SHALL be omitted from the “pocrules” document;

2) If the resulting “access-rules” document contains rule(s) with the <allow-reject-invite> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “reject”;

3) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “false”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “pass”;

4) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “accept”;

The Shared Policy XDMS SHALL, when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Spec] “XML Documents Directory”, include the “pocrules” document in addition to the “access-rules” document.
When responding to a request for the XCAP Server Capabilities as defined in [XDM_Spec] “XCAP Server Capabilities”, the Shared Policy XDMS SHALL include the XCAP Server Capabilities for the PoC User Access Policy Application Usage, in addition to the User Access Policy Application Usage.
Change 5:  Modify  section C.1.1

C.1.1    Obtaining User Access Policy document
Figure C.1 describes how XDM Client obtains Shared User Access Policy document. In this example is the XDMC residing in a UE in the same domain as Shared Policy XDMS. It is also assumed that the address of Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is xcap.example.com/”.
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Figure C.1- XDM Client obtains PoC User Access Policy rules

The details of the flows are as follows:

1) The user "sip:ronald.underwood@example.com" wants to obtain the document describing his User Access Policy. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.

GET /org.openmobilealliance.access-rules/users/sip:ronald.underwood@example.com/access-rules HTTP/1.1

Host: xcap.example.com

...

where the filename "access-rules" is a standardized naming convention (see section 5.1.8).

2) Based on the AUID the Aggregation Proxy forwards the request to Shared Policy XDMS.

3) After the Shared Policy XDMS has performed the necessary authorisation checks on the request originator, the Shared Policy XDMS sends an HTTP "200 OK" response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "etu15"

...

Content-Type: application/auth-policy+xml

<?xml version="1.0" encoding="UTF-8"?>

<ruleset xmlns="urn:ietf:params:xml:ns:common-policy"
     

xmlns:ocp="urn:oma:xml:xdm:common-policy "

     

xmlns:oxe="urn:oma:xml:xdm:xdm2-extensions"
 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <rule id="f3g44r1">

    <conditions>

      <identity>

        <one id="tel:+43012349999"/>

        <one id="sip:percy.underwood@example.com"/>

      </identity>

  
  <oxe:media-list>
        <oxe:all-media-except>

   
   <oxe:pager-mode-message/>
        </oxe:all-media-except>



  </oxe:media-list>

    </conditions>

    <actions>

      <oxe:allow-reject-invite>true</oxe:allow-reject-invite>

    </actions>

  </rule>

  <rule id="ythk764">

    <conditions>

      <ocp:anonymous-request/>

    </conditions>

    <actions>


  <oxe:allow-reject-invite>true</oxe:allow-reject-invite>

    </actions>

  </rule>

  <rule id="ythk780">

    <conditions>

      <oxe:service-list>

        <oxe:service featuretag="+g.poc.groupad"/>
      </oxe:service-list>
    </conditions>

    <actions>


  <oxe:allow-reject-invite>true</oxe:allow-reject-invite>

    </actions>

  </rule>
  <rule id="ythk790">

    <conditions>
      <identity>
        <many>

          <except id="sip:alice@example.com"/>
        </many>
      </identity>
      <oxe:service-list>

        <oxe:service featuretag="+g.poc.talkburst"/>

      </oxe:service-list>
    </conditions>

    <actions>


  <oxe:allow-offline-storage>true</oxe:allow-offline-storage>

    </actions>

   </rule>
   <rule id="ythk7000">

    <conditions>
      <ocp:external-list>

         <ocp:entry anc="http://xcap.example.com/resource-lists/users/sip:ronald.underwood@example.com/index/~~/resource-list/list%5b@name=%22oma_pocbuddylist%22%5d"/>
      </ocp:external-list>
      <oxe:service-list>

        <oxe:service featuretag="+g.poc.talkburst"/>

      </oxe:service-list>
    </conditions>

    <actions>


  <oxe:allow-auto-answermode>true</oxe:allow-auto-answermode>

    </actions>

   </rule>
  </ruleset>

The Aggregation Proxy routes the response to the XDM Client.
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