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1 Reason for Change

This contribution removes “– SCR item was missing” –text from SCR items as should text don’t belong there.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal

Change 1:  Remove text “– SCR item was missing” from SCR tables
B.1 XDM Client

B.1.1 XDMC implemented in a UE

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-C-001-M
	Support rules for constructing HTTP URIs  (XDMv1.0)
	6.1.1.1
	

	XDM_Core-XOP-C-002-M
	Including “User-Agent” HTTP header with the required value (XDMv2.0)
	6.1
	

	XDM_Core-XOP-C-003-M
	Support for XDM Operations
(XDMv1.0)
	6.1.1.2
	

	XDM_Core-SUB-C-001-O
	Initial Subscription using the SIP SUBSCRIBE message
(XDMv1.0)
	6.1.2.1
	XDM_Core-SUB-C-002-O

	XDM_Core-SUB-C-002-O
	Processing Received SIP NOTIFY Request (XDMv1.0)
	6.1.2.2
	XDM_Core-SUB-C-001-O

	XDM_Core-SEC-C-001-M
	Support HTTP Digest authentication  (XDMv1.0)
	6.1, 5.1.1
	

	XDM_Core-SEC-C-002-M
	Support HTTP over TLS using the required cipher suite  (XDMv1.0)
	6.1, 5.1.4
	

	XDM_Core-SEC-C-003-O
	Support other cipher suites defined in RFC2246  (XDMv1.0)
	5.1.4
	

	XDM_Core-HCOM-C-001-O
	Support HTTP Compression  (XDMv1.0)
	6.1.1.2
	

	XDM_Core-SRC-C-001-O
	Searching for XML documents (XDMv2.0)
	6.1.3
	XDM_Core-SRC-C-002-O

	XDM_Core-SEC-C-004-O
	Support GAA (XDMv1.0)
	5.1.1
	

	XDM_Core-CAPS-C-001-O
	Support Application Usage “xcap-caps” (XDMv1.0 )
	5.3.1
	

	XDM_Core-DIR-C-001-O
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.0)
	5.3.2
	

	XDM_Core-SRC-C-002-O
	Support Search document  (XDMv2.0)
	5.4.1
	XDM_Core -SRC-C-001-O

	XDM_Core-SEC-C-005-M
	XDM Client Identity Assertion (XDMv1.0)
	6.1, 5.1.2
	


B.1.2 XDMC implemented in an AS

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-C-001-M
	Support rules for constructing HTTP URIs (XDMv1.0)
	6.1.1.1
	

	XDM_Core-XOP-C-003-M
	Support for XDM Operations (XDMv1.0)
	6.1.1.2
	

	XDM_Core-SUB-C-001-O
	Initial Subscription using the SIP SUBSCRIBE message (XDMv1.0)
	6.1.2.1
	XDM_Core-SUB-C-002-O

	XDM_Core-SUB-C-002-O
	Processing Received SIP NOTIFY Request (XDMv1.0)
	6.1.2.2
	XDM_Core-SUB-C-001-O

	XDM_Core-HCOM-C-001-O
	Support HTTP Compression (XDMv1.0)
	6.1.1.2
	


B.2 XDM Server

	Item
	Function
	Reference
	Requirement

	XDM_Core-XCAP-S-001-M
	Support for XCAP  (XDMv1.0)
	6.2
	XDM_Core-XOP-S-001-M

	XDM_Core-XOP-S-001-M
	Processing different HTTP requests (XDMv1.0)
	6.2.1.1,
6.2.1.2,
6.2.1.3
	

	XDM_Core-SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received
(XDMv1.0)
	6.2.2.1
	XDM_Core-SUB-S-002-O

	XDM_Core-SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv1.0)
	6.2.2.2
	XDM_Core-SUB-S-001-O

	XDM_Core-SEC-S-001-M
	Support XDMC identity access authorization (XDMv1.0)
	6.2, 5.1.5
	

	XDM_Core- ERR-S-001-M
	Support Error Handling
(XDMv1.0)
	5.1.1, 5.1.5, 6.2.1.1, 6.2.2, 6.3.1.2,
	

	XDM_Core-CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.0)
	5.3.1
	

	XDM_Core-DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.0)
	5.3.2
	

	XDM_Core-SRC-S-001-O
	Support Search document
	5.4.1
	XDM_Core -SRC-S-002-O

	XDM_Core-SRC-S-002-O
	Searching for XML documents (XDMv1.0)
	6.2.3
	XDM_Core-SRC-S-001-O

	XDM_Core-XOP-S-002-O
	Including “Server” HTTP header with the required value in HTTP response to XDMC (XDMv2.0)
	6.2
	


B.3 Aggregation Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-S-003-M
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv1.0)
	6.3
	

	XDM_Core-SEC-S-002-M
	Support HTTP Digest authentication (XDMv1.0)
	6.3, 5.1.1
	

	XDM_Core-SEC-S-003-M
	Support HTTP over TLS using the required cipher suite (XDMv1.0)
	6.3.1.1, 5.1.4

	

	XDM_Core-SEC-S-004-O
	Support other cipher suites defined in RFC2246
(XDMv1.0)
	6.3.1.1,

5.1.4
	

	XDM_Core-CIA-S-001-M
	Support XDMC Identity Assertion (XDMv1.0)
	6.3, 5.1.2

	

	XDM_Core-XRF-S-001-M
	Support XCAP request forwarding (XDMv1.0)
	6.3, 6.3.1

	

	XDM_Core-XRF-S-002-M
	Sending XCAP response back (XDMv1.0)
	6.3, 6.3.1.1
	

	XDM_Core-XRF-S-003-M
	Handling error cases with appropriate HTTP  error response (XDMv1.0mod)
	6.3.1.2
	

	XDM_Core-HCOM-S-001-O
	Support Compression (XDMv1.0)
	6.3.2
	

	XDM_Core-SEC-S-005-O
	Support for GAA (XDMv1.0)
	6.3, 5.1.1

	

	XDM_Core-CAPS-S-002-M
	XCAP Server Capabilities retrieval (Application Usage “xcap-caps”) (XDMv1.0)
	6.3.1.3, 5.3.1
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M

	XDM_Core-DIR-S-002-M
	XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”) (XDMv1.0)
	6.3.1.4, 5.3.2
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M

	XDM_Core-ERR-S-001-M
	Support Error Handling (XDMv1.0)
	6.5
	


B.4 Search Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core-SRC-S-003-M
	Forwarding Search Requests (XDMv2.0)
	6.4.1
	XDM_Core -SEC-S-006-M

	XDM_Core-SRC-S-004-M
	Aggregating Search results from XDMSs and forwarding those back (XDMv2.0)
	6.4.2
	XDM_Core -SEC-S-006-M

	XDM_Core-SRC-S-006-M
	Handling error cases (XDMv2.0)
	6.4.1.1
	

	XDM_Core-SEC-S-006-M
	Integrity and Confidentiality Protection support (XDMv2.0)
	6.4, 5.1.4 
	

	XDM_Core -SEC-S-007-M
	Sharing XDMC authentication and its identity assertion provided by the Aggregation Proxy (XDMv2.0)
	6.4, 5.1.3
	


B.5 Aggregation Proxy of Remote Network
	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-S-004-M 
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv2.0)
	6.5
	

	XDM_Core-XRF-S-003-M
	Forwarding XCAP requests (XDMv2.0)
	6.5
	

	XDM_Core-XRF-S-004-M
	Aggregating and forwarding responses back to trusted domains (XDMv2.0)
	6.5
	

	XDM_Core-SEC-S-008-M
	Protecting HTTP traffic (XDMv2.0)
	6.5, 5.1.4
	

	XDM_Core -SEC-S-009-M
	Reject a request from untrusted remote network with an HTTP “403 Forbidden” error response (XDMv2.0)
	6.5
	

	XDM_Core-SEC-S-010-M
	Reject a request for a target domain that is not responsible for with an HTTP “404 Not Found” error response (XDMv2.0)
	6.5
	

	XDM_Core -SEC-S-011-M
	Sharing the XDMC identity assertion with the originating Aggregation Proxy (XDMv2.0) 
	6.5, 5.1.3
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