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1 Reason for Change

It was agreed to follow the recommendation in OMA-PAG-2007-0409R01-INP_Ambition_level_for_1_1_work and to limit the updates of the PRS 1.0.1 documents to updates of references PR bugfixes:

This CR updates the obsolete references to the internet-drafts/draft-ietf-simple-xcap-12 to the new RFC4825. 
As usual the main differences are listed and analysed below. 
(E) means purely editorial changes with no technical impact.
(see http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap/rfc4825-from-12.diff.html for all details)
a) - Status if this memo (E)

b) - Abstract , TOC  (E)

c) - 1 Introduction (E, added limited scope)

d) - 2 Overview of Operations (E)

e) - 4 Definitions (E)

f) - 5.1 Application Usages (changed auid to a-uid)

g) - 5.2 Default Document namespace (E)

h) - 5.4 Data Semantics (E)

i) - 5.5 Naming Conventions (E)

j) - 5.7 Authorisation Policies (E)

k) - 5.9 Documenting Application Usages (E)

l) - 5.10 Guidelines for Creating Application Usages (E)

m) - 6.1 XCAP Root (E)

n) - 6.2 Document Selector (E)

o) - 6.3 Node Selector (E)

p) - 7  Client Operations (E)

q) - 7.4 Create or Replace an Element (E)

r) - 7.5 Delete an Element (E)

s) - 7.6 Fetch an Element (E)

t) - 7.7 Create or Replace an Attribute (E?)

u) - 7.8 Delete an Attribute (E)

v) - 7.9 Fetch an Attribute (E)

w) - 8 Server Behavior (clarified text)

x) - 8.2.1 Locating the Parent (E)

y) - 8.2.3 Creation (E, corrected schema: missing quotes and /)

z) - 8.2.4 Replacement (E)

aa) - 8.2.5  Validation (E)

ab) - 8.2.6 Conditional Processing (E)

ac) - 8.2.7 Resource Interdependencies (E)

ad) - 8.3 GET Handling (E)

ae) - 9 Cache Control (E)

af) - 10 Namespace Binding Format (E)

ag) - 11 Detailed Conflict Reports (E, added new error element <not-utf-8>) 

ah) - 12 XCAP Server Capabilities (E)

ai) - 12.7 (E)

aj) - 14 Security Considerations (E)

ak) - 15.1 XCAP Application Unique IDs (E)

al) - 15.2 MIME Types (Updated RFC ref)

am) - 15.2.1-5 application/xcap-XXX MIME Type (E)

an) - 15.3. URN Sub-Namespace Registrations (E)

ao) - 15.3.2 urn:ietf:params:xml:ns:xcap-caps (E)

ap) - 16 Acknowledgements (E)

aq) - 17.1 Normative References (Corrected W3C references, RFC2048 replaced by RFC4288)

ar) - 17.2 Informative References (Corrected W3C references, updated simple-event-list-07 to RFC 4662, xcap-list-usage-05 to RFC4826, edited copyright part)and copyright notice (editorial)

Summary of change: 
-The impact on the OMA-TS-XDM_Core-V1_1-20070701-D is that the reference is updated.
-As xcap-06 changed the definition of “AUID” and “XCAP Root URI” the current definitions in RFC4625 are used in 3.2 

-Some incorrect chapter references to RFC4825 are corrected

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the XDM AD.

6 Detailed Change Proposal

Change 1:  Section 2.1 
2.1  Normative References
	[RFC3986]
	“Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, R. Fielding, L. Masinter, January 2005, http://www.ietf.org/rfc/rfc3986.txt

	[RFC4745]
	“Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. February 2007 Rosenberg,
URL: http://www.ietf.org/rfc/rfc4745.txt 

	[RFC4825]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May, 2007, URL: http://www.ietf.org/rfc/rfc4825.txt

	[XDM RD]
	“XML Document Management Requirements”, Version 1,0, Open Mobile Alliance(,  OMA-RD-XDM-V1_0, URL:http://ww.openmobilealliance.org/ 


Change 2:  Chapter 3.2 Definitions
3.2    Definitions

	Application Unique ID (AUID)
	A unique identifier within the namespace of application unique IDs created by this specification that differentiates XCAP resources accessed by one application from XCAP resources accessed by another. (Source: (RFC4825]

	Document Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML document within an XCAP root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP root and document selector, resulting in the selection of a specific document.  (Source: [RFC4825])

	Global document
	A document placed under the XCAP global tree that applies to all users of that application usage.

	Global tree
	A URI that represents the parent for all global documents for a particular application usage within a particular XCAP root. (Source: [RFC4825])

	Node Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML node (element or attribute) being selected within a document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters "~~" that is used to separate the document selector from the node selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP root, document selector, node selector separator and node selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	The principal who has full access rights (e.g., read, write, delete) for a given document, including the right to delegate some of these rights to other principals. (Source: [XDM RD])

	Reverse Proxy
	A reverse proxy is a web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the reverse proxy.
(Source: [3GPP TS 33.222])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [RFC4825])

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [RFC4825]

	XCAP Root URI
	An HTTP URI that represents the XCAP root. Although a syntactically valid URI, the XCAP Root URI does not correspond to an actual resource on an XCAP server. Actual resources are created by appending additional path information to the XCAP Root URI. (Source: [RFC4825]

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [RFC4825])

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. (Source: [RFC4825]

	XCAPApplication Usage
	Detailed information on the interaction of an application with an XCAP server. (Source: [RFC4825])


Change 3:  Chapter 6.1
6.1  Procedures at the XDM Client

An XDM Client is an entity that accesses a XCAP resource in an XML Document Management Server (XDMS). Such XCAP resources correspond to elements and attributes of an XML document. An XCAP resource is identified via an HTTP URI following the conventions for constructing URIs in [RFC4825]. 

6.1.1  Document Management

6.1.1.1   XDM URI Construction

An HTTP URI represents each element and attribute of an XML document in a XDM respository. The rules for constructing such URIs SHALL follow the rules described in [RFC4825] Section 6 with the clarifications given in this sub-clause.

Therefore, for example, a generic XCAP URI would be of the form [XCAP Root URI]/[AUID]/users/[XUI]/… (See Appendix B for examples.)

The XCAP Root URI SHALL be the URI of the Aggregation Proxy in the XDMC’s home domain; The XDMC that resides in an UE SHALL use the XCAP Root URI as provided by XDMC provisioning in Appendix C. The XDMC that resides in an application server SHALL use the XCAP Root URI as preconfigured.
The path segment corresponding to the XUI SHALL either be a Public SIP URI of form sip: user@domain or TEL URI, e.g., tel:+1720-555-1212, identifying the document owner. If the XDMC resides within an AS (within a trusted environment) it SHALL have the possibility to address the XDMS directly without going through the Aggregation Proxy.

If a user has multiple Public URIs available, each single Public URI constitutes an independent and unrelated XUI. For example, if a user has two Public SIP URIs of sip:user_public1@example.com and sip:user_public2@example.com, the XUIs of sip:user_public1@example.com and sip:user_public2@example.com represent two different XUIs. Any relationship between Public URIs of a user, allowing e.g. interchangeable XUI usage, is out of the scope of this specification.
If a user has both a Public TEL URI and its associated SIP URI then the XDMC SHALL use the SIP URI in preference to the TEL URI as an XUI Here the term 'associated' means that the TEL URI can be translated to the SIP URI and vice versa, for interchangeable usage in the SIP / IP Core system. Both the translation and the interchangeable usage are out of the scope of this specification.

If the Node Selector Separator is used in the URI, then:

· The Node Selector Separator SHALL convey the meaning as defined in [RFC4825].

· The Node Selector Separator SHALL appear only once, as a URI separator (i.e. in the form of “/~~/”). 
· The Node Selector Separator SHOULD NOT be percent-encoded according to the procedures defined in [RFC 3986].

Note: Using double tilde or the percent-encoded format as part of a name is still allowed. For example, “/first~~last/”, “/first~~/” and “/~~last/” are valid expressions.

6.1.1.2   XDM Operations

An XDM Client manipulates an XML document by invoking certain HTTP operations (defined in sub-sections below) on the XDM resource identified in the Request-URI of the HTTP header. 

The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document.

An XDM client MAY implement the conditional operations of [RFC4825] section 7.11.

An XDM client MAY support HTTP compression using content encoding. If the XDM client utilizes HTTP compression, it SHALL set the “Accept-Encoding” header as defined in [RFC2616].

6.1.1.2.1 Create or Replace a Document

Creating or replacing an XML document SHALL follow the procedures described in [RFC4825] Section 7.1.

6.1.1.2.1 Delete a Document

Deleting an XML document SHALL follow the procedures described in [RFC4825] Section 7.2.

6.1.1.2.1 Retrieve a Document

Retrieving an XML document SHALL follow the procedures described in [RFC4825] Section 7.3.

6.1.1.2.1 Create or Replace an Element

Creating or replacing an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.4.

6.1.1.2.1 Delete an Element

Deleting an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.5.

6.1.1.2.1 Retrieve an Element

Retrieving an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.6.

Note: When an XML-fragment is received as a result of a retrieve operation, the XML-fragment does not always contain all needed namespace bindings. XDM clients that do not already have knowledge about the namespace bindings must fetch these by doing a separate namespace binding request as defined in Section 6.1.1.2.10.

6.1.1.2.1 Create or Replace an Attribute

Creating or replacing an attribute of an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.7.

6.1.1.2.1 Delete an Attribute

Deleting an attribute of an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.8.

6.1.1.2.1 Retrieve an Attribute

Retrieving an attribute of an element in an XML document SHALL follow the procedures described in [RFC4825] Section 7.9.

Note: When an XML-fragment is received as a result of a retrieve operation, the XML-fragment does not always contain all needed namespace bindings. XDM clients that do not already have knowledge about the namespace bindings must fetch these by doing a separate namespace binding request as defined in Section 6.1.1.2.10.

6.1.1.2.1 Fetch Namespace Bindings

Fetching namespace bindings of an element in a XML document SHALL follow the procedures described in [RFC4825] Section 7.10.

Change 4:  Chapter 6.2
6.2 Procedures at the XDM Server

A XDM Server (XDMS) is a HTTP origin server that manipulates XML resources according to the conventions described in [RFC4825].

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDM Server SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

6.2.1 Document Management

An XDM Server receiving an HTTP request targeted at an XCAP resource identified by the HTTP Request-URI follows the following procedures based on the method requested.

An XDM server SHALL conform to [RFC4825] section 8.5 for the management of Etags. 

An XDM server SHALL implement the conditional operations of [RFC4825] section 7.11.

If the XDM Server implements parallel processing of requests, it SHALL ensure the integrity of the resulting document.

6.6.2.2 POST handling

HTTP POST requests targeted at an XDM resource SHALL be rejected with an HTTP 405 “Method not allowed” response as described in [RFC4825] Section 8.1.

6.6.2.3 PUT handling

HTTP PUT requests targeted at an XDM resource SHALL be processed as described in [RFC4825] Section 8.2.

6.6.2.4 GET handling

HTTP GET requests targeted at an XDM resource SHALL be processed as described in [RFC4825] Section 8.3.

6.6.2.5 DELETE handling

HTTP DELETE requests targeted at an XDM resource SHALL be processed as described in [RFC4825] Section 8.4
7 Chapter 6.5

6.5  Error Cases

If the Aggregation Proxy or XDM server receives an HTTP request targeted at an XCAP resource whose application usage is not recognized or understood, the Aggregation Proxy or XDM Server SHALL reject the request with an HTTP 404 (Not Found) response.

Additional validation constraints might be applied which may result in a HTTP 409 Response. An HTTP 409 error response SHALL include a document in the HTTP body that conforms to that defined in [RFC4825] Section 11 and the extensions defined in this specification Section 6.6.3. For additional details of the handling of those, see [RFC4825] Section 8.2.5. Other specifications MAY define the value of the “phrase” attribute, which contains text for rendering to a human user, that is optionally present in an error element identifying an error condition.
An HTTP “403 Forbidden” error response SHALL be sent to the XDMC if the HTTP request by the XDMC fails to get authorized by the XDMS per the authorization policy defined by the target Application Usage.
An HTTP “403 Forbidden” error response SHALL be sent to the XDMC after several failed responses to a challenge. The exact count of challenges is decided by local implementation policy.

8 Chapter 6.6.1

6.6.1   Lists defined in Shared XDMS

Various application usages may wish to refer to URI Lists stored in the Shared XDMS (see [Shared_XDMS]).  The <external> element provides the means to make such references, in a similar manner across different application usages.

The <external> element SHALL contain either an XCAP document URI pointing to a “resource-lists” document in the Shared XDMS or an XCAP node URI pointing to a <list> element within a “resource-lists” document in the Shared XDMS. 

If the <external> element contains an XCAP node URI, then the node selector part SHALL be percent-encoded as defined by the procedures in [RFC4825] section 6 before it is inserted into an XCAP document. 

NOTE: There is an <external-list> condition element defined in section 6.6.2. It points to URI Lists in the Shared XDMS, against which the authorization rules are specified according to [RFC4745].

9 end of chapter 6.6.2.1

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, an AS SHALL use the procedures as defined in chapter 5.7.1.4 in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A] to identify the source of the anonymous request.

If present in any rule, the <other-identity> element, which is empty, SHALL match all identities that are not referenced in any rule. It allows for specifying a default policy.

The <conditions> element of a rule SHALL contain no more than one of <identity>, <external-list>, <anonymous-request> or <other-identity>.

If the <external-list> element contains an XCAP node URI, then the node selector part SHALL be percent-encoded as defined by [RFC4825] section 6 before it is inserted into an XCAP document.

10 Chapter 6.6.3

6.6.3    Detailed Conflict Reports

Detailed conflict reports provide the means to indicate the possible cause of a validation error. They are based on the definition specified in [RFC4825], and extended by OMA defined common extensions in order to handle violations of constraints defined by local policy appropriately.

The XDMC SHALL support the types of <error-element> defined in [RFC4825] and this section. Other types of <error-element> elements MAY be ignored by the XDMC. It is thus RECOMMENDED that the XDMS does not use other types of <error-element> elements than those defined in [RFC4825] and this section. 

6.6.3.1 Structure

The <extension> element defined in the xcap-error namespace in [RFC4825] MAY include the <local-constraint-failure> element. 

The <local-constraint-failure> SHALL be used when a constraint is violated that is defined by the local policy.

The <local-constraint-failure> element:

a. MAY include the “phrase” attribute;

b. MAY include one or more <alt-value> elements with the mandatory “field” attribute, providing one or more alternate values for the element or attribute indicated by the “field” attribute;

c. MAY include one or more <description> elements with an optional “lang” attribute, providing one or more descriptions documenting the local constraint failure, possibly in different languages.

The <local-constraint-failure> SHALL NOT be used when a constraint is violated that is defined by the application usage. The <constraint-failure>, as defined in [RFC4825], SHALL be used for this, unless specified otherwise by the application usage.

When the <local-constraint-failure> contains one or more <alt-value> elements, the XDMC MAY repeat the XCAP request in which the indicated field SHOULD be assigned one of the proposed values.

11 Chapter 6.7.1

6.7.1    XCAP Server Capabilities

Every XDM server SHALL support the Application Usage “xcap-caps”, which defines the capabilities of the server, as defined in [RFC4825] Section 12.

The single document in the “global” tree corresponding to the “xcaps-caps” Application Usage SHALL be available to all principals as a part of the global URI tree.

12 end of chapter 6.7.2

For an XCAP GET request targeted at a specific AUID as specified by the node selector, for a user, for example URI http://[XCAP Root URI]/org.openmobilealliance.xcap-directory/users/sip:joe@example.com/directory.xml/~~/xcap-directory/folder[@auid=”org.openmobilealliance.poc-groups”], the XDMS serving the AUID SHOULD return to the Aggregation Proxy a <folder> element containing a list of all XML documents associated with the AUID for the user. The list in this example would be a list of all documents for PoC Group belonging to sip:joe@example.com. The content type SHALL be “application/xcap-el+xml”.
The Aggregation Proxy SHALL forward the response from the serving XDMS and send it back to the XDM Client. The character escaping SHALL be applied in HTTP URI representation according to [RFC4825] Section 6.3.

6.7.2.1   Application Unique ID

The AUID SHALL be “org.openmobilealliance.xcap-directory”.

13 Chapter 6.8

6.8   Global Documents
[RFC4825] specifies a global tree which is used to place documents applicable to a particular application usage but which are not specific to any particular user. An example of this is the "xcap-caps" document (see section 6.7.1) describing the application usages supported by an XDMS.
If global documents are used, each application usage SHALL describe how each global document is constructed and whether there is any associated authorization policy that controls the access to the global document.
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