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5 Reason for Change
This contribution proposes two new Presence Authorisation Rule templates. 
The wp_prs_allow_one_<id> is a template defining a grant rule for one single watcher.

The wp_prs_allow_onelist_<id> is a template defining a grant rule for one single list in Shared XSDMS.

<id> is a unique value set be the client to make it possible to have more then one rule of this type.

The purpose of the rules is to limit the number of combination of elements that are allowed to be changed in a certain rule to improve smooth device migration. These rule templates are to be used when granting presence only to a limited set of presence attributes. Such are rule is only valid for one URI or for one list in Shared XDMS.
6 Impact on Backward Compatibility

None.
7 Impact on Other Specifications

None.

8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation
Approve proposed modifications to the PRS Implementation Guideline document.
10 Detailed Change Proposal

Change 1:  Propose changes in Section 5.8
5.8  Authorization Rules

5.8.1 Authorization Rules Templates

Presence authorization rules offer a lot of flexibility when implementing Presence authorization rules in a client. 
This section defines a number of template rules with predefined “id” attributes. A client implementation using the predefined “id” attributes below is expected to follow these templates. By doing so other client implementations are able to easily recognize a certain type of rule. 

The following template rules are recommended to be used by client implementations. Client implementations that have a need to specify other types of rules are recommended not to use “id” attributes with the names as below but create new ones.

	<rule> element “id” attribute
	<Sub-handling> element
	<Transformations> child elements
	<Conditions> child element

	wp_prs_blockedcontacts
	block or polite-block is used as content of the element. The implementation allows the user to select which type of blocking is desired for users in the “oma_blockedcontacts” list.
	N/A
	<external-list> element is used to link to the list with “name” attribute oma_blockedcontacts in Shared XDMS

	wp_prs_confirm_default
	confirm
	N/A
	Conditions child element <other-identities> is used in this rule. 
This rule is recommended to be used when the default action is to confirm an incoming request not covered by any other rule and to override the default behaviour to block such request.


	wp_prs_grantedcontacts
	allow
	Provide all Services, Persons, Devices and Attributes
	<external-list> element is used to link to the list with “name” attribute oma_grantedcontacts in Shared XDMS

	wp_prs_anonymous_request
	polite-block, block, confirm or allow is allowed to be used as content of the element. 
	Applicable for sub-handling allow. All presence information to be allowed. i.e. Provide all Services, Persons, Devices and Attributes
	Conditions child element  <anonymous_requests> is used.

	wp_prs_allow_all
	allow
	Provide all Services, Persons, Devices and Attributes
	Conditions element is empty. This rule overrides all other rules and the default behaviour to block every one that is not covered by a rule. 
This rule is recommended to be used when it exists a need to give everyone access to all Presence Information. 

	wp_prs_allow_one_<id>


<id> is a value set by the client that makes the rule unique within the document..
	allow
	All types of transformations are possible.
	<identity> is the only child element used. This element contains only one <one> child element containing a SIP or a TEL URI.

	wp_prs_allow_onelist_<id>


<id> is a value set by the client that makes the rule unique with the document.
	allow
	All types of transformations are possible.
	 <external-list> is the only child element used. This element contains only one <entry> child element containing a reference to an URI list in Shared XDMS.


Editor’s Note: The oma_grantedcontacts “name” attribute is not defined in XDM1.
5.8.2 Examples of a Presence Rule Document with Template Rules. 

The example contains a presence rule document with all rules above apart from the last one. Red italic text is used to indicate things that an implementation of a client is recommended to be allowed to change.
The example has been created using namespace prefixes to make them easy to read.

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule is recommended to always exist-->

  <cr:rule id="wp_prs_blockedcontacts">

    <conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_blockedcontacts%22%5d"/>

       </ocp:external-list>

    </conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>  
 <cr:rule id="wp_prs_confirm">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>confirm</pr:sub-handling>

    </cr:actions>

  </cr:rule>   
   <cr:rule id="wp_prs_grantedcontacts">

    <conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_grantedcontacts%22%5d"/>

       </ocp:external-list>

    </conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>
      <pr:provide-all-attributes/>      
    </cr:transformations>

  </cr:rule>

  <cr:rule id="wp_prs_anonymous-requests">

    <cr:conditions>

      <ocp:anonymous-requests/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>
<!-- This type rule is expected to exist when a single user is granted access to a certin set of presence information -->
<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>
    </cr:transformations>
  </cr:rule>
<!--This type rule is expected to exist when users on a single list in Shared XDMS is granted access to a certin set of presence information -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22list-e%22%5d"/>

       </ocp:external-list>
    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>
    </cr:transformations>
  </cr:rule>
</cr:ruleset>










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

