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1 Reason for Change

It was decided by PAG to document new (i.e. post Presence SIMPLE V1.1 TS) presence information and extensions in the Presence Data Extensions reference enabler.  Therefore, this CR removes text from Presence SIMPLE V2.0 TS that is either already covered by Presence SIMPLE V1.1 or will be handled by Presence Data Extensions.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

This CR requires changes to the Presence SIMPLE Data Specification (see OMA-PAG-2008-0011), and reorganization of SUP files (see OMA-PAG-2008-0012).

Also, some requirements will need to be moved from the Presence SIMPLE V2.0 RD to the Presence Data Extensions RD.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the Presence SIMPLE V2.0 TS.

6 Detailed Change Proposal

Change 1:  Deletion of references that no longer exist in Presence V2.0 due to deletions in change 2 & 3.
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Change 2:  Presence information semantics are now defined in Presence SIMPLE V1.1 TS, or in Presence Data Extensions.  So content of section 10 is either moved to PDExt, or replaced by pointer to Presence_SIMPLE_V1_1.  
10. Content of the Presence Document

10.1 Presence data model

The Presence Data Model as defined in IETF [RFC4479] is categorized in four key components: the Presentity URI, the Person, the Service and the Device. 

· The Presentity’s URI component indicating the Presentity’s identifier (SIP URI, tel URI or pres URI)

· The Person components model the information about the Presentity.

· The Service components model the forms of communication used by the Presentity. 

· The Device components model the physical pieces of equipment used by the Presentity. 

The relationship between the data elements is according to the following scheme:
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Figure 1: Relationship between the elements of the Presence Data Model

Each of these data elements models Presence information (i.e. Presence attributes) that provides a description about a form of communication, a Presentity, or piece of equipment.  

10.1.1 Person

The “person” component models information about the Presentity whom the presence data is trying to describe.  Examples of  Presence information that can be represented by the “person” component are the activity that the Presentity is involved in, his/her overall willingness for any kind of communication, his/her physical appearance and mood.

The model supports only one “person” component per presentity; nevertheless this does not preclude representing a group which appears to the watcher as a single Presentity. However there may be cases where more than one “person” component instances exist in the Presence document, in cases where composition policy in the PS cannot clearly semantically differentiate between the multiple instances of the same component. In that case the conflict is resolved according as defined in section Error! Reference source not found..

The “person” component SHALL be mapped to the <person> element. The <person> element is specified in [RFC4479].

10.1.2 Service

The “service” components model the forms of communication that the Presentity has potentially access to. Examples Presence information that can be represented by the “service” components are the Presentity’s willingness to communicate with PoC or IM, the availability of SMS service in his/her terminal.  

One other important characteristic of each “service” might be the devices on which that service executes.  Each device is uniquely identified by the device identifier <deviceID> defined in [RFC4479]. A service may contain zero or more <deviceID> elements to indicate which devices that service is available on.  The Presence document may contain information on each device, but this is a separate part of the document modeled by the “device” component described in the next section.  

The “service” component (defined in [RFC4479]) SHALL be mapped to the <tuple> element. The <tuple> element is specified in [RFC3863].

10.1.2.1 Service identification

The OMA SIMPLE Presence 1.0 enabler [PRESTS_V1] defines the <service-description> element to uniquely identify the OMA specific services. 

In this enabler, services MAY be uniquely identified in one of the following manner:

· using the <service-description> element as defined in [PRESTS_V1]; or 

· using the URI scheme of the URI in the <contact> element; assuming that the specific URI scheme uniquely identifies the service.

Alternatively, services that cannot be uniquely identified as above, MAY have their service characteristics described in the following manner:

· using the URI scheme of the URI in the <contact> element; and

· using the Application-specific Media Capabilities building block as specified in [DATASPEC].

10.1.3 Device

The “device” components model the physical piece of equipment in which services execute.  Examples of Presence information that can be represented by “device” elements include mobile phones, PCs and PDAs. As the same services may execute in multiple devices (e.g. IM running in the home PC and the mobile phone) the mapping of services to devices are many to many. Devices are uniquely identified with a device identifier. The model supports only one “device” component per device identifier, however the Presence Sources publish their own “device” component instances. The PS composes the multiple instances into one component and resolves conflicts among the Presence Sources according to the section 5.5.3.1.

The “device” component SHALL be mapped to the <device> element. The <device> element is specified in [RFC4479].

For a given presentity, the value of the <deviceID> element of the <device> element SHALL be unique for each device used by the presentity. In case that multiple presence sources exist on a device, the Presence Sources SHALL ensure that irrespective of how many network access means are available in the device only one unique device identifier is used for presence publication. 

A version 4 UUID as defined in [RFC4122] SHALL be used for <deviceID> to uniquely identify the device .  This is a purely random identifier, providing uniqueness.  As this pseudo-random used for <deviceID> is supposed to uniquely identify the particular device it SHALL not change over the lifetime of the device and has to be stored in a non-volatile memory. It SHALL be used in all the Presence publications requiring the use of <deviceID>.
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10.4 Presence Information
The OMA Presence RD [PRESREQ] specifies a set of building blocks of presence information that need to be supported by the Presence enabler and their semantics.

The mapping of those presence information building blocks initially to some presence data model components and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID [RFC4480], Location Types [RFC4589], geographical, location object [RFC4119], and Presence Data Model [RFC4479]) is described in [PRESTS_V1] “Presence Information Elements semantics”. In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed as described in [PRESTS_V1] “OMA specific PIDF extensions”. 

Additional PIDF extensions are defined in [DATASPEC].

The mandatory instance identifier “id” attribute in the <person>, <tuple> and <device> elements of a presence document serves no other purpose than to syntactically distinguish between the elements.
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Change 3:  Appendix D is moved “as is” to an appendix in the Presence Data Extensions specification.
Appendix D. 
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