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1 Reason for Change

Watcher’s presence based notification blocking is a mechanism where a Watcher can set the specific conditions of its own presence attributes with which the delivery of the presence notifications to the Watcher can be controlled. 

The relevant requirement is:
	FEAT-SUB-034
	Watchers MAY be able to request Notifications to be selectively delivered upon the state of their presence status.
	PRESENCE 2.0


This CR aims to meet the above requirement and the following are proposed:
· The presence notification blocking filter is newly defined, which describes the conditions when the watcher wishes not to receive presence notifications.

· The watcher embeds the presence notification blocking filter in the initial or re-SUBSCRIBE request to the presence event package, and send it to Watcher Agent.
· Watcher Agent, as B2BUA, generates backend presence subscription to PS for the target that the watcher intends, receives presence notifications from PS for the target, then stores those.

· Based on the evaluation of the Watcher’s presence notification blocking filter against the watcher’s current presence information, the Watcher Agent selectively delivers the received notifications to Watcher. 

R01: 
In the January interim meeting, OMA-PAG-2008-0023R02-INP_PRS2_presence_based_notification_block was discussed and the followings have been agreed (See the interim meeting minutes at OMA-PAG-2008-0056R01-MINUTES_28Jan2008_Madrid_F2F):
· Watcher can request PS to suppress the notification (Approach 3 in PAG-23R02)
· Watcher Agent can request PS to suppress the notification per Operator policy (Approach 2.5)
· Watcher Agent can request PS to suppress the notification per Watcher’s preference based on its presence (Approach 2 in PAG-23R02)
This revision aims to implement the above agreed.

In the interim meeting, it has also been noted that there are two possible approaches to suppress the notification based on draft-niemi-sipping-event-throttle-05 or draft-vakil-sipping-notify-pause-01. As the discussion is ongoing, this part has remained blank in this CR.
Some further changes can be summarized as follows:
· Definition of B2BUA is added.

· ‘notification block’ is reworded to ‘notification suppress’.
· The watcher procedure description is relocated as section 5.2.10.
· The description on the Watcher Agent routing is separated in another CR.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to implement the changes in section 6. Also, the relevant SCR need to be updated.
6 Detailed Change Proposal
Change 1:  Add the missing reference [RFC2046] for ‘multipart/mixed’ content type in Section 2.1
2.1 Normative References

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, et. al., November 1996, RFC 2046, (http://www.ietf.org/rfc/rfc2046.txt)


Change 2:  Add definition for “B2BUA” in Section 3.2

3.2 Definitions
	Back-to-Back User Agent (B2BUA)
	A back-to-back user agent (B2BUA) is a logical entity that receives a request and processes it as a user agent server (UAS). In order to determine how the request should be answered, it acts as a user agent client (UAC) and generates requests. Unlike a proxy server, it maintains dialog state and must participate in all requests sent on the dialogs it has established. Since it is a concatenation of a UAC and UAS, no explicit definitions are needed for its behavior. 

Source: [RFC3261]


Change 3:  Add abbreviation for “B2BUA” in Section 3.3.

3.3 Abbreviations
	B2BUA
	Back-to-Back User Agent


Change 4:  Add the following new Section 5.2.10 (Watcher procedure)
5.2.10  Event Notification Suppress
Event notification suppress is the mechanism with which Watchers can request the event notifiers to suppress from generating event notifications while keeping the corresponding event subscription states. 
5.2.10.1  Presence based event notification suppress
Presence based event notification suppress enables Watchers to set specific conditions of their own presence attributes according to which the delivery of the event notifications to the Watchers are controlled or suppressed while keeping the corresponding event subscriptions. Such conditions are specified in the Presence based event notification suppress filters and are evaluated against the presence status of the Watchers who have set those filters.

A Watcher MAY support the Presence based event notification suppress. If this is supported the Watcher SHALL support the Presence based event notification suppress filter as defined in Appendix C.
When a Watcher wants to set this filter, theWatcher subscribing to presence information:

1. SHALL specify in the Presence based event notification suppress filter the conditions of its own presence attributes when the Watcher does not wish to receive presence notifications;

2. SHALL include the above specified filter as ‘application/vnd.oma.suppnot+xml’ MIME content in the body of the SUBSCRIBE request, and; SHALL, if there are other MIME contents, use ‘multipart/mixed’ content type as described in [RFC2046] to aggregate those contents.

3. SHALL send the formulated SUBSCRIBE request.
The Watcher MAY be able to cancel the previously set Presence based event notifcation suppress filter by sending the re-SUBSCRIBE request with the empty filter.
5.2.10.2  Instant event notification suppress
Instant event notification suppress enables Watchers to instantly request the suppression of the event notifications to the Watchers while keeping the corresponding event subscriptions.

A Watcher MAY support the Instant event notification suppress.

When a Watcher wants to instantly suppress the presence notifications, the Watcher SHALL request the suppression of the presence notifications per the procedures described in [see Editor’s Note].
Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppress. They are draft-niemi-sipping-event-throttle-05 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.
Change 5:  Changes to section 5.4 Watcher Agent (WA procedure)
5.4  Watcher Agent

The Watcher Agent is an entity that controls the Watcher’s presence service use in Watcher domain. 

5.4.1  Watcher Service Authorization

Upon receiving the presence SUBSCRIBE request from a Watcher, the Watcher Agent:

1. SHALL check whether the Watcher is authorized to use the presence service per local policy or any other appropriate mechanism that is out of scope of this specification;

2. SHALL, if the authorization fails, generate the SIP "403 Forbidden" error response and SHALL NOT proceed the subsequent procedures, or;
3. SHALL, if the authorization is successful, check whether the body contains ‘application/vnd.oma.suppnot+xml’ MIME content as described in section 5.2.10.1 “Presence based event notification suppress” or whether there is local policy that requests Watcher Agent to perform the event notification suppress;
4. SHALL, if there exists the above described MIME content or local policy, perform the following subclause 5.4.2;
5. SHALL, otherwise, forward the received presence SUBSCRIBE request to SIP/IP Core network. 

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the above functionalities of the Watcher Agent MAY be implemented in P-CSCF or S-CSCF as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002] respectively.

Note: The method how the presence SUBSCRIBE request is routed to Watcher Agent depends on the underlying SIP/IP Core network and is out of scope of this specification.
5.4.2  Handling of Event Notification Suppress
The Watcher Agent SHALL support to control the presence notifications to Watchers by requesting the PS to suppresss from generating presence notifications per Presence based event notification suppress filters set by the Watchers as described in section 5.2.10.1 or per any other presence notification suppress conditions according to the local policy. The Watcher Agent SHALL support the Presence based event notifcation suppress filter as defined in Appendix C.
As subsequent from the step 4 in the previous section 5.4.1, the Watcher Agent:
1. SHALL act as B2BUA according to [RFC3261];
2. SHALL, if there exists the ‘application/vnd.oma.suppnot+xml’ MIME content, extract the Presence based event notification suppress filter from the body of the received SUBSCRIBE request, validate it per Appendix C, and then store it if the validation is successful;
3. SHALL generate the backend presence subscription request towards the PS, for the received presence subscription request from the Watcher, with the following clarification; 
a. SHALL, when generating the backend presence subscription request, include in the body of the request any other bodies of the received SUBSCRIBE request if they exist, than the extracted Presence based event notification suppress filter;
4. SHALL, if the Presence based event notification suppress filter has been successfully extracted and the Watcher Agent does yet know the Watcher’s presence information, generate and keep the presence subscription request targeted to the Watcher’s presence information;
5. SHALL, upon receiving responses for the backend presence subscription from the PS, forward the received to the Watcher.
During the active presence event subscription per the above procedure, the Watcher Agent: 
1. SHALL keep evaluating the stored Presence notification suppress filter against the Watcher’s presence information or the presence notification suppress conditions per local policy;

2. SHALL, if any match is found per the above evaluation, request the PS to suppress the presence notifications per the procedure described in [see Editor’s Note].
Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppress. They are draft-niemi-sipping-event-throttle-05 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.
Change 6:  Changes to section 5.5.3 (PS procedure)
5.5.3  Presence information processing 

The PS processes the Presence Information published by the Presence Sources before delivering it to the watchers by applying the following steps in this order (see Figure 4):

· Composition Policy  (See section 5.5.3.1)

· Presence Authorization Rules (See section 5.5.3.2) 

· Event notification filtering (See section 5.5.3.3)

· Entity-tag generation (See section 5.5.3.4)

· Partial notification processing (See section 5.5.3.5)

· Event notification throttling (See section 5.5.3.6)

· Event notification suppress (See section 5.5.3.7)

· Notification generation (See section 5.5.3.8)

Change 7:  Insert the following new section in between section 5.5.3.6 and section 5.5.3.7 (PS procedure)

5.5.3.6 Applying event notification throttling

The PS MAY have local throttling configuration setting that limit the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY messages for a given watcher). In this case, the PS SHALL NOT generate NOTIFY messages more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.
The PS MAY also support watcher requested event notification throttling. If supported, the PS SHALL follow the notifier procedures described in [Throttling]. If the PS has local throttling configuration setting and that is lower than the watcher proposed throttle value, it MAY lower the watcher proposed throttle value to the configured setting as described in [Throttling]. If the local throttling configuration setting is higher than the watcher proposed throttle value, the PS SHALL apply the local throttling configuration setting and ommit the throttle parameter from the NOTIFY request.

Editor’s Note: Further investigation is required how the PS can adjust the watcher proposed throttling value based on its configuration setting.

5.5.3.7 Applying event notification suppress

5.5.3.8 The PS MAY support event notification suppress according to the following procedure as described in [see Editor’s Note].

If it is supported, the PS SHALL, upon receiving the event notification suppress requests per [see Editor’s Note], suppress the generation of presence event notifications per the received requests.

Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppress. They are draft-niemi-sipping-event-throttle-05 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.
5.5.3.9 Generation of Notifications

At the last stage of the presence information processing the PS SHALL generate new NOTIFY requests for each watcher and transmit each of those to the respective watcher when the content of the new notification is different from the last one that was transmitted.

If the PS supports the notifier procedures defined in [SUBNOT-ETAGS] and the watcher requested condition for suppressing a NOTIFY request or a NOTIFY request body matches to true, the PS SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [SUBNOT-ETAGS].

The PS SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.
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