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	Source:
	Miraj Mostafa, Nokia
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1 Reason for Change

Proposes a solution for the following CONRR comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	B181
	2008-02-07
	T
	B.2.1
	Source: Nokia

Form: OMA-CONR-2008-0014R01

Comment: While the examples include all possible rules, an implementation can skip some rules, as required. 

Proposed Change: Add a statement like: “An implementation can skip any template rule depending on its need. The bottom-line is an implementation includes the “wp_prs_allow_own” rule and a rule with “allow” as the value of the <sub-handling> child element (e.g. wp_prs_grantedcontacts rule).”
	Status: CLOSED with this contribution


	B182
	2008-02-07
	E
	B.2.1 (wp_prs_allow_own rule)
	Source: Nokia

Form: OMA-CONR-2008-0014R01

Comment: Clarify sentence as proposed. 

Proposed Change:  “<!-- This rule describes that the presentity has access to her/his own Presence Information -->” → “<!-- This rule describes that the Presentity or any entity acting on behalf of the Presentity has access to her/his own Presence Information -->”.
	Status: CLOSED with this contribution


	B183
	2008-02-07
	T
	B.2.1 (wp_prs_unlisted)
	Source: Nokia

Form: OMA-CONR-2008-0014R01

Comment: Remove “It is used if the "white-list" way is used”
Proposed Change: 
	Status:  CLOSED with this contribution


	B192
	2008-02-07
	E
	B.2.2 (wp_prs_unlisted_allow)
	Source: Nokia

Form: OMA-CONR-2008-0014R01

Comment: Remove “The rule is used when the "black-list" way is used”
Proposed Change: 
	Status: CLOSED with this contribution


	B193
	2008-02-07
	T
	B.2.2
	Source: Nokia

Form: OMA-CONR-2008-0014R01

Comment: While the examples include all possible rules, an implementation can skip some rules, as required. 

Proposed Change: Add a statement like: “An implementation can skip any template rule depending on its need. The bottom-line is an implementation includes the “wp_prs_allow_own” rule and a rule with “block” or “polite-block” as the value of the <sub-handling> child element (e.g. wp_prs_blockedcontacts rule).”
	Status: CLOSED with this contribution


	B195
	2008-02-07
	T
	B.2.2
	Source: Nokia 

Form: OMA-CONR-2008-0014R01

Comment: The example of the rule wp_prs_anonymous does not have <transformations> element, though it has “allow” as the value of <sub-handling> element.  

Proposed Change: Add <transformations> element with italic bold font.
	Status: CLOSED with this contribution



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed modifications to the PRS Implementation Guidelines document.
6 Detailed Change Proposal

Change 1:  A number of fixes in Appendix B.2 
B.2 Examples of Presence Authorization Rule Documents based on Template Rules
B.2.1 “White-List” Presence Authorization Rule Document

The example contains a Presence Authorization Rules document for the presentity sip:sara@example.com with all template rules that can be used to define a “white-list” Presence Authorization Rule document described in ‎5.10 “Presence Authorization Rules Templates. 
An implementation can skip any template rule depending on its need. The bottom-line is, an implementation includes the “wp_prs_allow_own” rule and a rule with “allow” as the value of the <sub-handling> child element (e.g. wp_prs_grantedcontacts rule).

Bold Italic text is used to indicate the values that can vary in a rule. 
The example has been created using namespace prefixes for easy reading. 

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule describes that the Presentity or any entity acting on behalf of the Presentity has access to her/his own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:sara@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>

  </cr:rule>
<!-- This rule describes how an anonymous watcher request shall be handled -->

  <cr:rule id="wp_prs_anonymous">

    <cr:conditions>

      <ocp:anonymous-requests/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>

<!-- This rule describes that a request from a watcher not listed in any other rule is to be confirmed.  --> 

 <cr:rule id="wp_prs_unlisted">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>confirm</pr:sub-handling>

    </cr:actions>

  </cr:rule>   
<!-- This rule describes that a watcher is granted access to all Presence Information if its user id is included in the oma_grantedcontacts list-->

 <cr:rule id="wp_prs_grantedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_grantedcontacts%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:provide-all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:provide-all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:provide-all-devices/>

      </pr:provide-devices>
      <pr:provide-all-attributes/>      
    </cr:transformations>

  </cr:rule>

<!-- This rule describes that a watcher is blocked from accessing all Presence Information if its user id is included in the oma_blockedcontacts list. This rule is needed to block users as the ‘wp-prs-unlisted’ rule specifies the action ‘confirm’ and not ‘block’/’polite-block’ as action to be taken for users not included in any rule with an ‘allow’ action -->

  <cr:rule id="wp_prs_blockedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_blockedcontacts%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>

<!--This rule describes that a single user is granted access to a certain set of Presence Information -->

<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>

    </cr:transformations>

  </cr:rule>

<!--This rule describes that users on a single list in Shared XDMS is granted access to a certain set of Presence Information. -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

                             sip:a@example.org/index/~~/resource-lists/list%5b@name=%22list-e%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>

    </cr:transformations>

  </cr:rule>
</cr:ruleset>

B.2.2 “Black-List” Presence Authorization Rule Document

The example contains a Presence Authorization Rules document for the presentity sip:john@example.com with all template rules that can be used to define a “black-list” Presence Authorization Rule document described in ‎5.10 “Presence Authorization Rules Templates”.
An implementation can skip any template rule depending on its need. The bottom-line is an implementation includes the “wp_prs_allow_own” rule and a rule with “block” or “polite-block” as the value of the <sub-handling> child element (e.g. wp_prs_blockedcontacts rule).

 
Bold Italic text is used to indicate the values that can vary in a rule. 
The example has been created using namespace prefixes for easy reading. 

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule describes that the presentity has access to her/his own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:john@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>

  </cr:rule>
<!-- This rule describes how an anonymous watcher request shall be handled -->

  <cr:rule id="wp_prs_anonymous">

    <cr:conditions>

      <ocp:anonymous-requests/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>
  </cr:rule>

<!-- This rule describes that a watcher not listed in any other rule is allowed to see all Presence Information.  --> 

 <cr:rule id="wp_prs_unlisted_allow">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>
 </cr:rule>   
<!-- This rule describes that a watcher is blocked from accessing all Presence Information if its user id is included in the oma_blockedcontacts list -->

  <cr:rule id="wp_prs_blockedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_blockedcontacts%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>

<!--This rule describes that a single user is granted access to a limited set of Presence Information -->

<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>

    </cr:transformations>
  </cr:rule>

<!--This rule describes that users on a single list in Shared XDMS is granted access to a limited set of Presence Information. -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22list-e%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>

    </cr:transformations>
  </cr:rule>
</cr:ruleset>
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