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1 Reason for Change

	FEAT-DEL-001
	The Presence Service SHALL allow a Presentity to selectively authorize others to perform publication on behalf of the Presentity.
	PRESENCE 2.0


During Madrid interim meeting it was agreed to follow the recomendatios of http://www.openmobilealliance.org/ftp/Public_documents/PAG/2008/OMA-PAG-2008-0045R01-INP_PRS2_PUBLISH_AUTHORIZATION___DELEG.zip in order to fulfil this requirement.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

New AUID for publication- rules needs to be specified in Presence XDMS. It will contain the rules in the users tree.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  NOTE TO THE EDITOR: Add Section references as cross-references
5.1.1   Publication of presence information
A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 

A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

The presentity SHALL be identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a tel URI (as defined in [RFC 3966]) or a pres URI (as defined in [RFC3859]). The tel URI SHALL take the international public telecommunication number format with a leading "+" sign. If the Presence Source is aware of the SIP URI of the presentity, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request rather than a pres URI or a tel URI. 
The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request.
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks:

· the Presence Source SHALL set the entity attribute of the <presence> element of the Presence Information document, defined in [RFC3863], to the presentity’s public user identity, defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].
· If the Presence Source is running on a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the P-Preferred-Identity header field, described in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the Presence Information document.
· If the Presence Source is running on an AS within the same trust domain as the PS, it SHALL set the value of the P-Asserted-Identity header field, described in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], of the PUBLISH request to the same value as the “entity” attribute of the <presence> element in the Presence Information document,

A Presence Source SHALL use the elements listed in section Error! Reference source not found. when it has to publish presence information with semantics identical to those elements.

· 
· 

The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section Error! Reference source not found., as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [RFC4479]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.
For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section 0.
Change 2:  Add new section 5.1.1.6

5.1.1.6 Publication of presence information on behalf of another presentity
A Presence Source MAY support the publication on behalf of another presentity. 
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks:
· If the Presence Source is running on a UE and more than one registered public user identity is available, the Presence Source SHALL include the authenticated originator identity it intends to use for publication authorization into the P-Preferred-Identity header field of the PUBLISH request.
· If the Presence Source is running on an AS within the same trust domain as the PS, the Presence Source SHALL include the authenticated originator identity it intends to use for publication authorization into the P-Asserted-Identity header field of the PUBLISH request. 
Change 3:  NOTE TO THE EDITOR: Add Section references as cross-references

5.1.1.5   Permanent Presence State

The Presence Source MAY support the Permanent Presence State publication functionality. If supported, the Presence Source SHALL manipulate the Permanent Presence State via an XDMC using the Permanent Presence State Application Usage as specified in [PRESXDM] section “Permanent Presence State”.
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks:

· If the Presence Source is running on a UE and more than one registered public user identity is available, the Presence Source SHALL set the value of the X-3GPP-Intended-Identity header field, described in [XDMSPEC], of the XCAP request to the same value as the “entity” attribute of the <presence> element in the Presence Information document.

5.1.1.5.1 Permanent Presence State Manipulation on behalf of another presentity
5.2.1.1.1 The Presence Source MAY support the Permanent Presence State publication on behalf of another presentity.
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks:

· If the Presence Source is running on a UE and more than one registered public user identity is available, the Presence Source SHALL include the authenticated originator identity it intends to use for publication authorization into the X-3GPP-Intended-Identity header field of the XCAP request.
Change 4:  NOTE TO THE EDITOR: Add Section references as cross-references
5.5.1.1 Applying Presence Publication

As part of the publication process, the Presence Server may need to replace existing presence information with new incoming information received by Presence Sources (see Section 4.4 of [RFC3903]).  

The PS SHALL handle incoming publications as defined in [RFC3903].

Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per Presentity policy. The rules to authorize a PUBLISH request are described in section 5.5.3.1.
When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD then the PS SHALL 
verify the identity of the Presence Source of the PUBLISH request as described in [3GPP TS 24.229]/ [3GPP2 X.S0013-004-A] section 5.7.1.4.


If the presentity is identified by a SIP URI and also a pres URI or a tel URI, the PS SHALL consider these URIs be considered equivalent for the purposes of publication and publication authorization.

In case of successful authorization, the PS accepts the PUBLISH request and SHALL process the PUBLISH request in accordance with [RFC3903].
If a <timestamp> element exists in a <tuple> element, <person> element or <device> element, the PS SHALL overwrite its value with the time the PUBLISH request was received. If a <timestamp> element does not exist in a <tuple> element, <person> element or <device> element, the PS SHALL add a <timestamp> element respectively. The PS SHALL NOT update <timestamp> element value on publication refreshes.

The PS SHALL ensure that consecutive publications never are assigned the same timestamp, such that in the case of conflicts watchers are always able to differentiate between elements by looking at the time of their publication.
5.5.1.2 Handling of partial publications

Change 5:  Section 5.5.3, NOTE TO THE EDITOR: Add Section references as cross-references

5.5.3 Presence information processing 

The PS processes the Presence Information published by the Presence Sources before delivering it to the watchers by applying the following steps in this order (see Figure 1):

· Publication Authorization and Content Rules (See section 5.5.3.1)

· Composition Policy  (See section 0)

· Presence Authorization Rules (See section Error! Reference source not found.) 

· Event notification filtering (See section Error! Reference source not found.)

· Entity-tag generation (See section Error! Reference source not found.)

· Partial notification processing (See section Error! Reference source not found.)

· Event notification throttling (See section Error! Reference source not found.)

· Notification generation (See section Error! Reference source not found.)
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Figure 1: Presence Information Processing Stages

Change 6:  Add new section 5.5.3.1
5.5.3.1 Applying Publication Authorization and Content Rules
If the PS supports Publication Authorization and Content Rules, the PS SHALL verify if the Publication Authorization and Content Rules document exists in the Presence XDMS. 
In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS publication authorization policy SHALL authorize the publication for the presentity and SHOULD reject the publication for all other users.
In case the Publication Authorization and Content Rules document exists in the Presence XDMS, the PS SHALL apply the Publication Authorization and Content Rules to all authenticated PUBLISH requests for the presence event package.
When the presentity changes the Publication Authorization and Content Rules, the PS SHALL ensure it applies the rules with those most recent changes (see section 5.5.5).
When a PUBLISH request is received for the presence event package, the PS SHALL fetch the presentity’s Publication Authorization and Content Rules document stored in the Presence XDMS according to the procedures defined in [XDMSPEC] section 6.1.1. When fetching the document, the PS SHALL construct the HTTP URI as follows:

· Set the XCAP Root URI as described in [XDMSPEC];
· Set the AUID to “org.openmobilealliance.pub-rules” as defined in [PRESXDM]; and

· Set the XUI to the SIP URI or tel URI of the presentity.
For example, the HTTP URI of the Publication Authorization and Content Rules document for a presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pub-rules/users/sip:user@domain.com/pub-rules, if the XCAP Root URI is http://xcap.example.com/services.
The PS SHALL determine which rules in the Publication Authorization and Content Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDMSPEC] section 5.2.2.4 “Combining Permissions” with the following clarifications:

· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header field (as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]) in the PUBLISH request to determine the URI value used for matching against a conditions element.
· If a presence publication is identified as anonymous (see section 7), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDMSPEC].
· If an attempt to resolve an <external-list> condition element fails, the PS SHALL regard the Publication Authorization Rules document as invalid and act according to the default policy of the PS.
· If there is no matching rule then the PS SHALL further handle the publication according to the default policy of the PS. The PS publication authorization default policy SHALL authorize the publication for the Presentity, and SHOULD reject the publication for all other users.
The PS MAY determine that the Publication Authorization and Content Rules have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared List XDMS.
5.5.3.1.1 Applying Publication Authorization Rules

As defined in [PRESXDM] the Publication Authorization Rules defined by the Presentity determine which other users are allowed to publish the Presentity’s Presence Information.

After evaluating the combined permissions the PS SHALL handle the publication from this Presence Source based on the value of the <pub-handling> action as follows:

· if the value is “block” or there is no value, then the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6.
· if the value is “allow”, then the PS SHALL accept the publication by responding to the PUBLISH request with a 200 (OK) response according to procedures described in [RFC3903] section 6.
The PS SHALL also perform authorization of the publication by verifying that the identity of the Request-URI of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the Presence information document as described in [RFC3863]. In case of no match, the PS SHALL reject the publication by responding to the PUBLISH request with a 403 (Forbidden) response according to procedures described in [RFC3903] section 6
5.5.3.2   Applying Composition Policy
Change 7:  NOTE TO THE EDITOR: Add Section references as cross-references
5.5.5   XDM Functions

Certain PS functionality depends on particular XML documents stored in the Presence and Shared List XDMSs.  In order to provide this functionality the PS SHALL support the following:

· Retrieval of XML documents stored in the Presence XDMS and Shared List XDMS, according to [XDMSPEC] section 6.1.1 (via the PRS-8 and PRS-5 reference points, respectively).

· XCAP Presence Authorization Rules and XCAP Publication Authorization and Content Rules Application Usages as specified in [PRESXDM] section 5.1 “Presence Authorization Rules” and section 5.3 “Publication Authorization and Content Rules” respectively, and all XCAP Application Usages specified in [SharedListXDM].

The PS MAY support the Permanent Presence State functionality as specified in section Error! Reference source not found.. If supported, the PS SHALL support the XCAP Permanent Presence State Application Usage as specified in [PRESXDM] section 5.2.

The PS MAY subscribe to changes made to XML documents stored in the Presence XDMS and Shared List XDMS, If so, the PS SHALL follow the procedure defined in [XDMSPEC] section Error! Reference source not found. (via the PRS-3 reference point).
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