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1 Reason for Change

	FEAT-DEL-001
	The Presence Service SHALL allow a Presentity to selectively authorize others to perform publication on behalf of the Presentity.
	PRESENCE 2.0


During Madrid interim meeting it was agreed to follow the recomendatios of http://www.openmobilealliance.org/ftp/Public_documents/PAG/2008/OMA-PAG-2008-0045R01-INP_PRS2_PUBLISH_AUTHORIZATION___DELEG.zip in order to fulfil this requirement.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

New OMA-SUP-XSD_prs_pub_rules needs to be specified.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  NOTE TO THE EDITOR: Add Section references as cross-references
5.2.11 Authorization policies
The authorization policies for deleting Permanent Presence State SHALL follow the procedures described in [XDMSPEC] section 5.1.5“Authorization”.

The authorization policies for creating and retrieving Permanent Presence State SHALL conform to those described in section 5.3.

The Presence XDMS SHALL determine which rules in the Publication Authorization Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDMSPEC] section 5.2.2.4 “Combining Permissions” with the following clarifications:

· If an attempt to resolve an <external-list> condition element fails, the Presence XDMS SHALL regard the Publication Authorization Rules document as invalid and act according to the default policy.

· If there is no matching rule then the Presence XDMS SHALL further handle the publication according to the default policy. The default policy SHALL authorize the Presentity, and SHOULD reject all other users.

After evaluating the combined permissions the Presence XDMS SHALL handle the request based on the value of the <pub-handling> action as follows:

· if the value is “block” or there is no value, then the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· if the value is “allow”, then the Presence XDMS SHALL accept the request by responding to the request with an HTTP 200 (OK) response.

When creating Permanent Presence State, the Presence XDMS SHALL also perform authorization of the request by verifying that the XUI matches against the value of the “entity” attribute of the <presence> element in the Presence information document as described in [RFC3863]. In case of no match, the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.
Change 2:  NOTE TO THE EDITOR: Add Section references as cross-references
5.3   Publication Authorization Rules

The Publication Authorization Rules document contains a set of rules which determine the identities authorized to publish a Presentity’s Presence Information.
5.3.1   Structure

The Publication Authorization Rules document SHALL conform to the structure of the “ruleset” document described in [RFC4745], with the extensions and constraints given in this section.
The Publication Authorization Rules document makes use of the following two elements defined for the <rule> element in [RFC4745]: 

· <conditions>

· <actions>

The <conditions> child element of any <rule> element MAY include the following child elements: 

a. the <identity> element as defined in [COMMONPOL];

b. the <external-list> element as defined in [XDMSPEC] section 5.2.2 “Authorization Rules”;

c. the <other-identity> element as defined in [XDMSPEC] section 5.2.2 “Authorization Rules”;
d. the <anonymous-request> element as defined in [XDMSPEC] section 5.2.2 “Authorization Rules”.

The <actions> child element of any <rule> element MAY include the <pub-handling> element defined in section 5.3.7.
5.3.2   Application Unique ID

The AUID SHALL be “org.openmobilealliance.pub-rules”.

5.3.3   Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].

5.3.4   XML Schema

The Publication Authorization Rules SHALL conform to the XML Schema described in [RFC4745], extended in [XDMSPEC] section 5.2.2 “Authorization Rules” and  [XSD_pub_rules].
5.3.5   MIME Type

The MIME type for this application usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.3.6   Validation constraints

The validation constraints SHALL conform to those imposed by the XML schema.

The <conditions> element SHALL contain no more than one child element of <identity>, <external-list>, <other-identity> or <anonymous-request>.

5.3.7   Data Semantics

The data semantics SHALL conform to the semantics defined in [RFC4745] and extended in [XDMSPEC] section 5.2.2“Authorization Rules” with the clarification given in this subclause.
The <pub-handling> element SHALL specify the publication authorisation decision. The <pub-handling> element is an enumerated Integer type. The defined values are:
“block”
This action instructs the server to reject the publication request. It has the value of zero and it represents the default value taken in the absence of the element.
“allow”
This action instructs the server to accept the publication request. This action has a value of thirty.
5.3.8   Naming conventions

The name of the Publication Authorisation Rules document SHALL be “pub-rules”.

5.3.9   Global documents

This application usage defines no global documents.

5.3.10   Resource interdependencies

This application usage defines no additional resource interdependencies.

5.3.11   Authorization policies

The authorization policies SHALL be defined according to [XDMSPEC] section 5.1.5“Authorization”.
Change 3:  Section 5.1.2.4
5.1.2.4 XML Schema

The Presence Content Rules SHALL be composed according to the XML Schema detailed in [PRESAUTH] section 6 and extended in [XDMSPEC] section 5.2.2 “Authorization Rules”, with the extensions given in [XSD_PRESRULES]. 

Change 4:  Section 5.1.2.7

5.1.2.7 Data Semantics

The data semantics SHALL conform to the semantics defined in [PRESAUTH] and extended in [XDMSPEC] section 5.2.2 “Authorization Rules”, together with the clarifications given in this section.
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