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1 Reason for Change

This CR deals with the following comments:
	B173
	2008-02-07
	T
	B.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: 

It is to be noted that the example filter does not take into account the <version> of the PoC-Session service. i.e. it applies to all <version> of the PoC-Session service.

Less obvious is the implicit inclusion of /tuple/service-description/version. 

It is nowhere specified that this element -when present- always is included in filtered notifications, though it is part of the key identifier of a service-description.

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0108

	B174
	2008-02-07
	T
	B.1.1
	Source: Nokia (Krisztian)

From: OMA-CONR-2008-0018

Comment: some prefixes are incorrect
Proposed change: replace "pidf:service-description" with “op:service-description" and "pidf:service-id" with “op:service-id"
	Status: CLOSED

Closed in OMA –PAG-2008-0108

	B175
	2008.02.11
	T
	Appendix 

B.1.1
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Revise the texts to “This section shows the example filter document when a Watcher handing PoC server wants only to be notified of the Presence Information Elements related to the PoC service.

Proposed Change: <Recommended action>
	Status: CLOSED

Closed in OMA-PAG-2008-0108

	B176
	2008.02.11
	T
	Appendix 

B.1.1
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Need to consider ‘PoC-Alert’ service.

Also, the filtering can be simplified as following: 

<include type="xpath">
//pidf:tuple[op:service-description/op:service-id="org.openmobilealliance:PoC-session"]
</include>

<include type="xpath">
//pidf:tuple[op:service-description/op:service-id="org.openmobilealliance:PoC-Alert"]
</include>

The current example is too lengthy without good justification. (What’s the criteria of the selective PoC elements?)

Consider simplification as above.

Proposed Change: <Recommended action>
	Status: CLOSED

Closed in OMA-PAG-2008-0108

	B177
	2008.02.11
	T
	Appendix 

B.1.2
	Source: Jaekwon OH, Samsung
Form: OMA-CONR-2008-0020R01

Comment: Per the description, simplify the example as following: 

<include type="xpath">
//pdm:person

</include>

The current example is too lengthy without good justification. (What’s the criteria of the selective person elements?)

Consider simplification as above.

Proposed Change: <Recommended action>
	Status: CLOSED

Closed in OMA-PAG-2008-0108

	B178
	2008-02-07
	T
	B.1.3
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0014R01

Comment: it is to be noted that all mandatory and some selected optional elements implicitly are included in notifications and therefore don’t need to be included explicitly (cfr. §3.3.2 of Simple Presence Rules).

More specific, it is not necessary to explicitly include

/presence/tuple/contact

/presence/tuple/basic/status

/presence/tuple/timestamp

/presence/person/timestamp

/presence/device/deviceID.

/presenve/device/timestamp

Less obvious is the implicit inclusion of /tuple/service-description/service-id and /tuple/service-description/version. These are “mandatory” elements for OMA services (but not for IETF), but it is nowhere specified that these elements -when present- always are included in filtered notifications.

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0108


RFC4660 specifies that the resultant XML document MUST be well formed and valid according to the XML schema.  This means that all mandatory elements and attributes, along with their values, MUST be included in the XML document regardless of the expression.  In other words, if the result of applying a filter on an XML document is a non-valid XML document, the notifier MUST add elements and attributes, along with their values, from the original XML document into the newly formulated one in order for it to be valid.

The event notification filtering is applied after the presence authorization rules. It means that only elements mandatory in XML schema must be added automatically into the notification and so does not need to be mentioned in the filter explicitly. This applies to <deviceID> under <device> element and <status> under <tuple> element.
It does not apply to elements mandatory with respect to presence authorization rules (always included in the notification – without <provide-…> transformation). 
To provide meaningful result, it is necessary to include into the resulting documents key identifiers of the data component elements. In the device data component deviceID is always included, in the service data component the service-description is recommended to be always included.
Also <timestamp> element is optional so it is recommended to include it always in the resulting document.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.
6 Detailed Change Proposal

Change 1:  Chapter 5.5
5.5 Filtering Presence Information for Performance Optimization

A Watcher can control the Presence Information received in a SIP NOTIFY by including a filter document (in terms of an XML document [RFC4660] [RFC4661]) as payload in the corresponding SUBSCRIBE request [PRS_SPEC].

It is RECOMMENDED to use filtering whenever possible.

The reasons for the recommendation include:

· limiting message sizes and number of messages gives more efficient use of air interface; and

· transferring only information that is understood and requested by the Watcher.

It is RECOMMENDED that only <what> and <include> elements are used within a <filter> element to construct a filtering document.

The reason for the recommendation includes:
· improving performance and interoperability, as a filtering document can be very complex
It is RECOMMENDED that the <deviceID> element is not included in the filter document when using a filter for specific presence information from a device component.

The reasons for the recommendation include:

· <deviceID> element is always included in the resulting document as mandatory child element of the <device> element; and
· limiting message sizes gives more efficient use of air interface
It is RECOMMENDED that the <status> element or child elements of the <status> element are not included in the filer document when using a filter for specific presence information from a service component.

The reasons for the recommendation include:

· <status> element is always included in the resulting document as mandatory child element of the <tuple> element ; and

· limiting message sizes gives more efficient use of air interface
It is RECOMMENDED to always include the <timestamp> element when using a filter for specific presence information from a person, service or device component.

The reason for the recommendation includes:

· a Watcher processing requires the <timestamp> element in case of conflicts
It is RECOMMENDED to always include the <service-description> element when using a filter for specific presence information from a service component.
The reason for the recommendation includes:

· the <service-description> element uniquely identifies the service.
It is RECOMMENDED that the “type” attribute describing the value of the <include> or <exclude> element is not used in a filter when the type of the value is ‘xpath’.
The reasons for the recommendation include:
· the default value ‘xpath’ is used when the optional attribute “type” is missing

· limiting message sizes gives more efficient use of air interface
Appendix ‎B.1 shows a few examples of filtering requests to provide guidance how to specify a filter based on three common use cases. 

Change 2:  Appendix B
Appendix B. Examples 
In this Appendix are listed examples following and clarifying recommendations given above.

The examples include formatting characters (like extra spaces, linefeeds) and comments to improve readability. These are not needed in a real XML implementation and should be omitted to limit the document sizes.
B.1 Filter Document Examples

Examples of filter documents are given based on three use cases. The examples only cover the case of controlling the content of notifications.
B.1.1 Watcher wants to be notified only about a specific service

This section provides an example filter document when a Watcher handling a PoC service comprising the OMA PoC-Session service and OMA PoC-Alert service wants to be notified only with the Presence Information Elements related to all versions of that service.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="PoC-session" uri="sip:presentity@example.com">




<what>





<include>






//pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]





</include>





<include>






//pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-alert"]





</include>






























</what>



</filter>

</filter-set>
B.1.2 Watcher wants to be notified only about person data

This section provides an example filter document when a Watcher handling information related to social communities that wants to be notified only with the Presence Information Elements under the <person> data component.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>


</ns-bindings>


<filter id="person" uri="sip:presentity@example.com">




<what>




<include>//pidf:presence/pdm:person</include>









</what>



</filter>

</filter-set>
B.1.3 Watcher wants to be notified only about specific elements

This section provides an example filter document when a Watcher wants to receive only specific Presence Information Elements. The example shows all Presence Information Elements listed in [PRS SPEC] section 10.4 that explicitly need to be included in the filter document for being reported in presence notifications.
<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="allSupportedElements" uri="sip:presentity@example.com">




<what>





<include> //pidf:presence/pdm:person/op:overriding-willingness
</include>





<include> //pidf:presence/pdm:person/rpid:activities


</include>





<include> //pidf:presence/pdm:person/rpid:place-type


</include>





<include> //pidf:presence/pdm:person/rpid:time-offset


</include>





<include> //pidf:presence/pdm:person/rpid:mood




</include>





<include> //pidf:presence/pdm:person/rpid:status-icon


</include>





<include> //pidf:presence/pdm:person/rpid:class



</include>





<include> //pidf:presence/pdm:person/pdm:note




</include>





<include> //pidf:presence/pdm:person/pdm:timestamp



</include>






<include> //pidf:presence/pidf:tuple/op:registration-state

</include>





<include> //pidf:presence/pidf:tuple/op:barring-state


</include>





<include> //pidf:presence/pidf:tuple/op:willingness/op:basic
</include>





<include> //pidf:presence/pidf:tuple/rpid:status-icon


</include>








<include> /
/pidf:presence/pidf:tuple/op:service-description

</include>








<include> //pidf:presence/pidf:tuple/rpid:class



</include>





<include> //pidf:presence/pidf:tuple/pdm:deviceID



</include>





<include> //pidf:presence/pidf:tuple/pidf:contact



</include>





<include> //pidf:presence/pidf:tuple/pidf:timestamp


</include>





<include> //pidf:presence/pdm:device/op:network-availability
</include>






<include> //pidf:presence/pdm:device/pdm:timestamp


</include>




</what>



</filter>

</filter-set>
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