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1 Reason for Change

	FEAT-SUB-036
	The Presence Service SHALL provide mechanisms to limit the number of Subscriptions requested by a Watcher.
	PRESENCE 2.0


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.
6 Detailed Change Proposal

Change 1:  Add new section 5.4.2
5.4 Watcher Agent

The Watcher Agent is an entity that controls the Watcher’s presence service use in Watcher domain. 
5.4.1 Watcher Service Authorization

Upon receiving the presence SUBSCRIBE request from a watcher, the Watcher Agent:

1. SHALL check whether the watcher is authorized to use the presence service per local policy or any other appropriate mechanism that is out of scope of this specification;

2. SHALL, if the authorization is successful, forward the received presence SUBSCRIBE request to SIP/IP Core network. 

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the above functionalities of the Watcher Agent MAY be implemented in P-CSCF or S-CSCF as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002] respectively.
Note: The method how the presence SUBSCRIBE request is routed to Watcher Agent depends on the underlying SIP/IP Core network and is out of scope of this specification.
5.4.2 Limiting the number of subscriptions
The Watcher Agent MAY have a local policy to limit the maximum number of simultaneous subscriptions for a Watcher. If the Watcher Agent determines to reject an initial subscription due to the current number of active subscriptions initiated by the Watcher being equal to or greater than the maximum, the Watcher Agent SHALL send a 480 (Maximum number of subscriptions exceeded) response. The response MAY include the Retry-After header field (e.g. based on the expiry of active subscriptions initiated by the Watcher) in order to suggest to the Watcher not to retry the subscription prior to the Retry-After time.
Change 2:  Change section 5.5.2

5.5.2 Presence state event package

The PS SHALL support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].

The PS MAY have a local policy to limit the maximum number of simultaneous subscriptions to a Presentity. The local policy MAY be on a per- Presentity basis. If the PS determines to reject an intial subscription due to the current number of active subscriptions to the Presentity being equal to or greater than the maximum, the PS SHALL send a 503 (Maximum number of subscriptions exceeded) response. The response SHOULD include the Retry-After header field (e.g. based on the expiry of active subscriptions), in order to suggest to the Watcher not to retry the subscription prior to the Retry-After time.
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