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1 Reason for Contribution

There is a lot of confusion regarding how presence data extensions are being documented by PAG enablers.  Currently, the presence data extensions are split between the Presence TS (PRS1.1 enabler) and Presence Data Extensions DDS (PRS Data Ext enabler).

This contribution proposes to move parts of section 10 out of the Presence TS into a new specification called OMA-DDS-Presence_SIMPLE-V1_0.  This specification would still be part of the PRS 1.1 ERP, and therefore should not have any technical implications.
The advantage of this proposal is that the OMA-DDS-Presence_SIMPLE-V1_0 can subsequently be moved to the Presence Data Extensions enabler, and new extensions added to it.  Therefore, one single specification will document all presence data extensions.
2 Summary of Contribution

Text from [PRS_Spec] is moved to [PRS_DDS] as follows:
· Section 10.3 of [PRS_Spec] to Appendix B of [PRS_DDS]

· Section 10.4 of [PRS_Spec] to section 10.2 of same doc (with some editorial corrections from PRS2)

· Sections 10.4.1 through 10.4.16 of [PRS_Spec] to sections 6.1 through 6.16 of [PRS_DDS], respectively
· Section 10.5.1.1 of [PRS_Spec] to sections 6.1.2.1 of [PRS_DDS].
· Section 10.5.1.2 of [PRS_Spec] to sections 6.1.2.2 of [PRS_DDS].

· Section 10.5.1.3 of [PRS_Spec] to sections 6.2.2.1 of [PRS_DDS].

· Section 10.5.1.4 of [PRS_Spec] to sections 6.4.2.1 of [PRS_DDS].

· Section 10.5.1.5 of [PRS_Spec] to sections 6.12.2.1 of [PRS_DDS].

· Section 10.5.1.6 of [PRS_Spec] to sections 6.3.2.2 of [PRS_DDS].

· Section 10.5.1.7 of [PRS_Spec] to sections 6.3.2.1 of [PRS_DDS].

· Section 10.6 of [PRS_Spec] is completely removed, since there is already an example moved from section 10.4.

· Section 7.1 of [PRS_DDS] is taken from the PRS_Data_Ext DDS.
Text that does not show change bars was copied as is from the Presence TS.  Change bars show some additional cleanup that was needed after moving the text, or text that was moved from the Presence Data Extensions enabler.
R01: Changes have been accepted, and formatting errors corrected.  Also, some email comments from Anders have been addressed (comments 2 – 5).
3 Detailed Proposal
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the following include OMA-DDS-Presence_SIMPLE-V1_0 in the Presence V1.1 ERP.  If agreed, then the following additional changes are needed:
1) CR against the Presence TS to remove sections and update references.
2) CR against the Presence ERELD to add the new document.
3) CR against the Presence XDM TS to update references.
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1. Scope


This document provides data extensions for the OMA Presence SIMPLE enabler.

2. References


2.1 Normative References


		[PRS_RD]

		“Presence SIMPLE Requirements”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/



		[PRS_Spec]

		“Presence SIMPLE Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org/



		[RFC2119]

		IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt



		[RFC3863]

		IETF RFC 3863 “Presence Information Data Format (PIDF)”, H. Sugano et al., Aug 2004, URL: http://www.ietf.org/rfc/rfc3863.txt



		[RFC4119]

		IETF RFC 4119 “Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, URL: http://www.ietf.org/rfc/rfc4119.txt



		[RFC4479]

		IETF RFC 4479 “A Data Model for Presence”, J. Rosenberg, Jul 2006, URL: http://www.ietf.org/rf/rfc4479.txt



		[RFC4480]

		IETF RFC 4480 “RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H. Schulzrinne et al., July 2006, URL: http://www.ietf.org/rfc/rfc4480.txt



		[RFC4589]

		IETF RFC 4488 “Location Types Registry”, H. Schulzrinne, July 2006, URL: http://www.ietf.org/rfc/rfc4589.txt



		[XSD_pidfOMA]

		“OMA-defined PIDF extensions”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_pidf_omapres-V1_0, URL: http://www.openmobilealliance.org/tech/profiles/



		[3GPP-TS_26.141]

		3GPP TS 26.141 “IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, URL: http://www.3gpp.org/ftp/Specs/archive/26_series/26.141/



		[3GPP2-C.P0071]

		3GPP2 C.P0071 “IP Multimedia Domain(MMD) Codecs and Transport Protocols”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm





2.2 Informative References


		[OMNA]

		Open Mobile Naming Authority, Open Mobile Alliance(, URL: http://www.openmobilealliance.org/Technical/OMNA.aspx



		[OMNA_pidfSvcDesc]

		Open Mobile Naming Authority Presence <service-description> Registry, Open Mobile Alliance(, URL:
http://www.openmobilealliance.org/Technical/omna/omna-prs-PidfSvcDesc-registry.aspx





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Presence Information Element

		See [PRS_RD].



		Presentity

		See [PRS_RD].



		Watcher

		See [PRS_RD].





3.3
Abbreviations


		3GPP

		3rd Generation Partnership Project



		CDMA

		Code Division Multiple Access



		GPRS

		General Packet Radio Service



		GSM

		Global System for Mobile communications



		IETF

		Internet Engineering Task Force



		IMS

		IP Multimedia Subsystem



		IP-CAN

		IP-Connectivity Access Network



		IMS

		IP Multimedia Subsystem



		OMA

		Open Mobile Alliance



		OMNA

		Open Mobile Naming Authority



		PAG

		Presence and Availability Group



		PIDF

		Presence Information Data Format



		PoC

		Push-to-talk over Cellular



		PS

		Presence Server



		SIMPLE

		SIP Instant Messaging and Presence Leveraging  Extensions



		SIP

		Session Initiation Protocol



		URI

		Uniform Resource Identifier



		URN

		Uniform Resource Name



		WG

		Working Group



		XML

		eXtensible Markup Language





4. Introduction


This specification describes the mapping of Presence Information to the presence data model components described in [PRS_Spec], and also to specific elements of PIDF (see [RFC3863]) or one of its extensions (e.g. RPID [RFC4480], Location Types [RFC4589], geographical location object [RFC4119], etc). In case such a mapping is not possible because elements with similar semantics have not been defined in IETF, then OMA-specific extensions to PIDF are defined.

5. Justification


Void


6. PIDF extensions

This section includes PIDF extension packages to the OMA-defined presence data model described in [PRS_Spec] “Presence Data Model”. New extension packages are created based on Input Contributions reviewed and agreed by the OMA PAG WG. A template for creating such Input Contributions is available from Appendix B.

6.1 Application-specific Willingness

6.1.1 Presence Information Element Semantics


6.1.1.1 Description

The “Application-specific Willingness” indicates whether the user of the specified communication service desires to receive incoming communication requests for the specified application and device (if specified).  


6.1.1.2 Mapping to Presence Data Model

The “Application-specific Willingness” is a part of  “service” information according to the presence data model.


6.1.1.3 Mapping to PIDF

The “Application-specific Willingness” building block SHALL be mapped to PIDF as following: <tuple>( <willingness>( <basic>( open/closed and <service-description>.


The <service-description> and <willingness> elements are defined in section 6.1.2.


6.1.1.4 Watcher Processing 

Watcher processing SHALL be performed as described in [PRS_Spec].  


If the “Overriding Willingness” element exists, then the value of that element SHALL be used and the value of the “Application-specific Willingness” SHALL be ignored.  


If none of the two elements exist, then it should be concluded that it is not known whether the user of this communication service desires or not to receive incoming requests.  


The semantics of the deduced “willingness” for a Watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the Presentity.

6.1.1.5 Limitations

None.


6.1.2 PIDF Extension Elements


6.1.2.1 <service-description>


The <service-description> element is an extension to PIDF that is used to describe OMA-specific services. The <service-description> element SHALL be used as a child element of the <tuple> element as defined in [RFC3863].


Services utilizing this element SHALL register a unique value with OMNA. The OMNA Presence <service-description> Registry is available from [OMNA_pidfSvcDesc].

The <service-description> element SHALL contain the following child elements:

a) <service-id> element: Uniquely identifies the service. This element is mandatory and it SHALL contain a string value; 


b) <version> element: Defines the version of the service. This element is mandatory and it SHALL contain a string value in the form of “x.y” where “x” is the major version and “y” is the minor version of the particular service; and

c) <description> element: This element is optional. If present, it SHALL contain a string value providing additional informative description of the service.


6.1.2.2 <willingness>


The <willingness> element is an extension to PIDF that is used to describe the “Application-specific willingness” building block. The <willingness> element SHALL be used as a child element of the <tuple> element as defined in [RFC3863]. 


The <willingness> element SHALL include the <basic> element and have two values “open” and “closed” indicating willingness for communication.


6.1.3 XML Schema


The XML schema for the PIDF extension elements is defined in [XSD_pidfOMA].

6.2 Overriding Willingness

6.2.1 Presence Information Element Semantics


6.2.1.1 Description

The “Overriding Willingness” provides an indication, set by the Presentity that takes precedence over “Application-specific willingness” settings. For example, when an “Overriding Willingness” element is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.


6.2.1.2 Mapping to Presence Data Model

The “Overriding Willingness” is part of the “person” component according to the presence data model.


6.2.1.3 Mapping to PIDF

The “Overriding Willingness” building block SHALL be mapped to PIDF as following: <person>( <overriding-willingness>( <basic>( open/closed.


The <overriding-willingness> element is defined is section 6.2.2.


6.2.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].  


The semantics of the deduced “willingness” for a Watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the Presentity.


6.2.1.5 Limitations

None.

6.2.2 PIDF Extension Elements


6.2.2.1 <overriding-willingness>


The <overriding-willingness> element is an extension to PIDF that is used to describe the “Overriding willingness” building block. The <overriding-willingness> element SHALL be used as a child element of the <person> element defined in [RFC4479].


The <overriding-willingness> element SHALL include the <basic> element with the values “open” and “closed” indicating overriding willingness.


6.2.3 XML Schema


The XML schema for the PIDF extension elements is defined in [XSD_pidfOMA].

6.3 Application-specific Availability

6.3.1 Presence Information Element Semantics

6.3.1.1 Description

The “Application-specific Availability” indicates whether it is possible to receive an incoming communication request using the specified service and device (if specified). For example, if a Presentity is provisioned with the PoC Service, within coverage, has an appropriate handset, etc., he would be available for PoC, whereas if any of those were not true, he would be “Not Available”. 


6.3.1.2 Mapping to Presence Data Model

The “Application-specific Availability” is part of the “service” component according to the presence data model.


6.3.1.3 Mapping to PIDF

The “Application-specific Availability” building block SHALL be mapped to PIDF as following: <tuple>( <status>( <basic>(open/closed and <service-description>. The “Application-specific Availability” building block MAY also be mapped to <registration-state> and <barring-state>, if the information for creating these elements is available.

The <service-description> element is defined in section 6.1.2. The <registration-state> and <barring-state> elements are defined in section 6.3.2.


NOTE: 
The semantics of the <registration-state> and <barring-state> elements are service specific. A particular service should further define the meaning of these elements in the scope of the service.


6.3.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].  


6.3.1.5 Limitations

None.

6.3.2 PIDF Extension Elements


6.3.2.1 <barring-state>


The <barring-state> element is an extension to PIDF that is used to contain the Presentity’s barring state pertaining to a particular service. The <barring-state> element, if present, SHALL be used as a child element of the <tuple> element defined in [RFC3863].


NOTE:
this element is only useful for those services, which have the option to block incoming or outgoing communication.


The <barring-state> element SHALL include either 

a) the value “active” indicating that the particular Presentity has activated communication barring pertaining to a specific service; or


b) the value “terminated” indicating that the Presentity has deactivated communication barring pertaining to a specific service.


6.3.2.2 <registration-state>


The <registration-state> element is an extension to PIDF that is used to contain the Presentity’s registration state pertaining to a particular service. The <registration-state> element, if present,  SHALL be used as a child element of the <tuple> element defined in [RFC3863].


The <registration-state> element SHALL include either 

a) the value “active” indicating that the particular Presentity has an active registration with a specific service; or


b) the value “terminated” indicating that the Presentity does not have an active registration with a specific service.


6.3.3 XML Schema


The XML schema for the PIDF extension elements is defined in [XSD_pidfOMA].

6.4 Network Availability

6.4.1 Presence Information Element Semantics

6.4.1.1 Description

A device may be “connected” to one or more networks, such as a GSM, CDMA, GPRS, 802.11x, IMS, etc.  However, connectivity to a network cannot be defined in a generic manner, as different states may exist for different networks.  As such, the <network-availability> element is defined in a generic, extensible way.  Each network that needs to be supported needs to extend this specification in order to stipulate the details.  


The <network-availability> element SHALL include one or more <network> child elements. Each <network> element SHALL contain an “id” attribute indicating the network type.  This value is defined in section 7.1 such that it is unique for that type of network.  Additionally, each network type will need to define the meaning of “connected”, as well any additional information that is relevant for that type of network. The OMNA network-availability registry is available from [OMNA]. For additional details refer to Appendix D.

6.4.1.2 Mapping to Presence Data Model

The “Network Availability” is part of the “device” component according to the presence data model.


6.4.1.3 Mapping to PIDF

The “Network Availability” building block SHALL be mapped to PIDF as following: <device>( <network-availability>. The <network-availability> element is defined is section 6.4.2. 


6.4.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].


6.4.1.5 Limitations

None.

6.4.2 PIDF Extension Elements


6.4.2.1 <network-availability>


The <network-availability> element is an extension to PIDF that is used to describe the “Network Availability” building block. The <network-availability> element SHALL be used as a child element of the <device> element as defined in [RFC4479]. 

Each <network-availability> element SHALL include one or more <network> child elements. Each <network> element SHALL contain an “id” attribute indicating the type of the network.  


Each <network> element SHALL include at least one of the following elements: 

a) the <active> element indicating that the particular device is connected to the specific network; or

b) the <terminated> element indicating that the particular device is not connected to the specific network.


6.4.3 XML Schema


The XML schema for the PIDF extension elements is defined in [XSD_pidfOMA].

6.5 Communication Address

6.5.1 Presence Information Element Semantics

6.5.1.1 Description

The value of this element is the URI used to contact invoke the specific service of the Presentity (e.g. SIP URI for a PoC service).   When defining a new “service description type” for a new service, the precise semantics of what it means to “invoke the service” SHALL be defined.


6.5.1.2 Mapping to Presence Data Model

The “Communication Address” is part of the “service” component according to the presence data model.


6.5.1.3 Mapping to PIDF

The “Communication Address” building block SHALL be mapped to PIDF as following: <tuple>( <contact>


6.5.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].

6.5.1.5 Limitations

None.

6.6 Activity

6.6.1 Presence Information Element Semantics

6.6.1.1 Description

The “Activity” building block is an enumeration  of activity-describing elements or free text provided by the Presentity indicating his/her/its current activity(ies). 


6.6.1.2 Mapping to Presence Data Model

The “Activity” is part of  the “person” component according to the presence data model.


6.6.1.3 Mapping to PIDF

The “Activity” building block SHALL be mapped to <activities> element defined in [RFC4480].


6.6.1.4 Watcher Processing


The Watcher processing rules described in [PRS_Spec] do not apply for this element.


Should more than one “activities” elements be present in different <person> elements within a presence document, Watcher SHALL consider the activities of the Presentity to be the aggregate of all <activities> elements. Duplicates SHALL be ignored.


6.6.1.5 Limitations

None.

6.7 Location Type

6.7.1 Presence Information Element Semantics

6.7.1.1 Description

The “Location-Type” building block indicates an enumerated or free text location value as provided by the Presentity.  The value of this element indicates the type of location where the Presentity physically resides at that point in time.

6.7.1.2 Mapping to Presence Data Model

The “Location-Type” is part of the “person” component according to the presence data model.


6.7.1.3 Mapping to PIDF

The “Location-Type” building block SHALL be mapped to <place-type> element defined in [RFC4480].


6.7.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec], except for the case when the <place-type> element has a “from” or “until” attribute. In that case, should more than one <place-type> element be present in different <person> elements within a presence document, the Watcher SHALL consider the location-type of the Presentity to be the aggregate of all <place-type> elements. Duplicates SHALL be ignored. 


6.7.1.4.1 Limitations

None.

6.8 Geographical Location

6.8.1 Presence Information Element Semantics

6.8.1.1 Description

The “Geographical Location” building block indicates the Presentity’s or the device’s geographical location.


6.8.1.2 Mapping to Presence Data Model

The “Geographical Location” is part of  the “person” and/or “device” components according to the presence data model.


6.8.1.3 Mapping to PIDF

The “Geographical Location” building block SHALL be mapped to PIDF as following: <person> -> <geopriv> -> <location-info> and <person> -> <geopriv> -> <usage-rules>> and/or <device> -> <geopriv> -> <location-info> and <device> -> <geopriv> -> <usage-rules>. The <geopriv>, <location-info> and <usage-rules> elements are defined in [RFC4119].

6.8.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].  


6.8.1.5 Limitations

None.

6.9 Time Zone

6.9.1 Presence Information Element Semantics

6.9.1.1 Description

The value of this element indicates the difference in minutes between the time at the current location of the Presentity and current UTC time in minutes.  The value should be such that when added to UTC, the time at the current location of the Presentity is obtained.

6.9.1.2 Mapping to Presence Data Model

The “Time-zone” is a part of  “person” component according to the presence data model.


6.9.1.3 Mapping to PIDF

The “Time-zone” building block SHALL be mapped to <time-offset> element defined in [RFC4480].


6.9.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec], except for the case when the <time-offset> element has a “from” or “until” attribute. In that case, should more than one “Time-zone” element be present in different <person> elements within a presence document, the Watcher SHALL consider the time-zone of the Presentity to be the aggregate of all <time-offset> elements. Duplicates SHALL be ignored.


6.9.1.5 Limitations

The “Time-zone” SHALL follow the limitations described in [RFC4480].


6.10 Mood

6.10.1 Presence Information Element Semantics

6.10.1.1 Description

The “Mood” building block is an enumeration of mood-describing elements or free text indicating the Presentity’s mood. 


6.10.1.2 Mapping to Presence Data Model

The “Mood” is a part of  “person” component according to the presence data model.


6.10.1.3 Mapping to PIDF

The “Mood” building block SHALL be mapped to <mood> element defined in [RFC4480].


6.10.1.4 Watcher Processing


The Watcher processing rules described in [PRS_Spec] do not apply for this element.


Should more than one “mood” elements be present in different <person> elements within a presence document, Watcher SHALL consider the moods of the Presentity to be the aggregate of all <mood> elements.  Duplicates SHALL be ignored.


6.10.1.5 Limitations

None.


6.11 Icon

6.11.1 Presence Information Element Semantics

6.11.1.1 Description

The “Icon” building block provides a small image that the Presentity may chose, such that the Watcher’s terminal can use this information to represent the Presentity in a graphical user interface.  


Presentities SHOULD provide images of sizes and aspect ratios that are appropriate for mobile devices. 


The “Icon” SHALL be expressed in one of the following image formats:  JPEG, PNG and GIF, as described in [3GPP TS 26.141] and [3GPP2 C.P0071-0].


6.11.1.2 Mapping to Presence Data Model

The “Icon” is part of  the“person” and/or “service” component according to the presence data model.


6.11.1.3 Mapping to PIDF

The “Icon” building block SHALL be mapped to <status-icon> element defined in [RFC4480].


6.11.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec], except for the case when the <status-icon> element has a “from” or “until” attribute. In that case, should more than one “Icon” element be present in different <person> or <tuple> elements within a presence document, the Watcher SHALL consider the icon of the Presentity to be the aggregate of all <status-icon> elements. Duplicates SHALL be ignored.


6.11.1.4.1 Limitations

None.

6.12 Session Participation

6.12.1 Presence Information Element Semantics

6.12.1.1 Description

The “Session Participation” building block indicates that the user is involved in at least one session of a specific service (e.g. PoC session).  However definition of a “session” cannot be described in a “generic” manner, as it depends on the semantics of the specific enabler. As such the “session-participation” element is defined in a generic, extensible way. Each enabler that needs to support this element needs to extend this specification in order to stipulate the details.  The participation in a session indicates to the Watcher that the Presentity may not be able to communicate with him/her even though it is possible technically.


6.12.1.2 Mapping to Presence Data Model

The “Session Participation” is part of  the “service” component according to the presence data model.


6.12.1.3 Mapping to PIDF

The “Session Participation” building block SHALL be mapped to PIDF as following: <tuple>( <session-participation>( <basic>( open/closed, and  <service-description>.


The <session-participation> element is defined is section 6.12.2.


The <service-description> element is defined in section 6.1.2.


6.12.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].  


6.12.1.5 Limitations

None.

6.12.2 PIDF Extension Elements


6.12.2.1 <session-participation>


The <session-participation> element is an extension to PIDF that is used to describe the “Session Participation” building block. The <session-participation> element SHALL be used as a child element of the <tuple> element as defined in [RFC3863]. 


The <session-participation> element SHALL include the <basic> element and have either 

a) the value “open” indicating that the particular Presentity is participating in at least one session of a specific service; or

b) the value “closed” indicating that the Presentity is not participating in any session of the specific service.


6.12.3 XML Schema


The XML schema for the PIDF extension elements is defined in [XSD_pidfOMA].

6.13 Timestamp

6.13.1 Presence Information Element Semantics

6.13.1.1 Description

The “Timestamp” building block provides a timestamp specifying the time when the PS received the most recent information pertaining to the data component instance that contributes to the data component instance’s aggregation.  The Watcher may use this information to compare information  provided in data compont instances. A “Timestamp” building block supplied by a Presence Source on publication of Presence Information is ignored by the PS when composing a presence document.


6.13.1.2 Mapping to Presence Data Model

The “Timestamp” can be part of  “service”, “device” or “person”  components according to the presence data model.


6.13.1.3 Mapping to PIDF

The “Timestamp” building  block SHALL be mapped to <timestamp> element defined in [RFC3863] for “service” and [RFC4479] for “device” and “person”.


6.13.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].  

6.13.1.5 Limitations

The <timestamp> SHALL follow the limitations as defined in [RFC3863] for “service”and [RFC4479] for “device” and “person”.


6.14 Class

6.14.1 Presence Information Element Semantics

6.14.1.1 Description

The “Class” element describes the class of the “service” element or  “person” element.  Multiple elements can have the same class name within a presence document.  The naming of classes is left to the Presentity. The Presentity can use this information to group similar “services” or “person” elements or to convey information that the PS can use for filtering or authorization.


6.14.1.2 Mapping to Presence Data Model

The “Class” is a part of  “service” and/or “person” information according to the presence data model.


6.14.1.3 Mapping to PIDF

The “Class” element SHALL be mapped to <class> element defined in [RFC4480].


6.14.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].


6.14.1.5 Limitations

None.

6.15 Note

6.15.1 Presence Information Element Semantics

6.15.1.1 Description

The “Note” building block is a free text value used to provides any type of written information  to a potential Watcher.


6.15.1.2 Mapping to Presence Data Model

The “Note” element is part of  the “person” component according to the presence data model.


6.15.1.3 Mapping to PIDF

The “Note” building block SHALL be mapped to the <note> element defined in [RFC4479].


6.15.1.4 Watcher Processing


The Watcher processing rules described in [PRS_Spec] do not apply for this element.


Should more than one “Note” element be present in different <person> elements within a presence document, the Watcher SHALL consider the notes of the Presentity to be the aggregate of all <note> elements.


6.15.1.5 Limitations

None.

6.16 Per-service Device Identifier

6.16.1 Presence Information Element Semantics

6.16.1.1 Description

The “Per service device identifier” building block identifies the device or devices where a particular “service” component executes. 


6.16.1.2 Mapping to Presence Data Model

The “Per service device identifier” is part of  the “service”  component according to the presence data model.


6.16.1.3 Mapping to PIDF

The “Per service device identifier” building  block  SHALL be mapped to the <deviceID> element defined in [RFC4479].


6.16.1.4 Watcher Processing


Watcher processing SHALL be performed as described in [PRS_Spec].

6.16.1.5 Limitations

The value of the “Per service device identifier” SHALL be following the methodology and restrictions of [PRS_Spec] “Device”.


7. Registry for Presence Information Elements

This section includes mappings and values associated with Presence Information Elements definedin [PRS_TS]. New mappings or values are created based on Input Contributions reviewed and agreed by the OMA PAG WG.

7.1 Network Availability


This section includes registered values for the <network-availability> element defined in [PRS_TS]. New values are created based on Input Contributions reviewed and agreed by the OMA PAG WG. A template for creating such Input Contributions is available from Appendix C.

7.1.1 Network IMS


7.1.1.1 “id” attribute


The “id” attribute has the value of “IMS”.

7.1.1.2 Specification reference


The Stage-3 specification of the IP Multimedia Core Network Call Control Protocol is available in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

7.1.1.3 Network-specific description of the <active> element


The IMS registration procedures are defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. The presentity’s “active” IMS registration status indicates whether the presentity has performed a successful registration procedure with the IMS network and that registration is not expired or otherwise deregistered. Otherwise, the presentity’s IMS registration status is set to “terminated”.

7.1.1.4 Any additional information relevant for this type of network

N/A.


7.1.2 IP-CAN used to access IMS


7.1.2.1 “id” attribute

The “id” has the same value as the attribute “access-type” in the P-Access-Network-Info header defined in section 7.2A.4.2 “Syntax” in [3GPP TS 24.229].


7.1.2.2 Specification reference


The specification how to specify an IP-CAN in an “access-type” attribute in a P-Access-Network-Info header is available in [3GPP TS 24.229], [3GPP2 X.S0013-004-A] and [RFC3455].

7.1.2.3 Network-specific description of the <active> element


The presentity’s “active” IP-CAN status indicates that the presentity’s device is connected via the indicated IP-CAN.

7.1.2.4 Any additional information relevant for this type of network

N/A


8. Operational Considerations

Void.
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Appendix B. Presence Document Overview and Example

Information structured according to the OMA presence data model is exchanged in an XML document that conforms to the basic Presence Information Data Format as defined in [RFC3863], and extended in other documents for the purpose of interworking.


The scheme below provides a high level overview of the data elements that may comprise an OMA presence XML document (<presence>).


Column 1:
Presence Information (as defined in this TS)


Column 2:
document where the associated <element> schema is defined 


Column 3:
location of the <element> within the <presence> document


· data elements defined in [RFC3863] are written in italic


· data elements defined in this document are written in bold

Person
schema
<person> ( [RFC4479] )

Overriding Willingness
[XSD_pidfOMA]§
<overriding-willingness>




→<basic> open/closed

Activity
[RFC4480]
<activities>

Location
[RFC4480]
<place-type>

Time-zone
[RFC4480]
<time-offset>

Mood
[RFC4480]
<mood>

Icon
[RFC4480]
<status-icon>

Class
[RFC4480]
<class>


Geographical Location
[RFC4119]
<geopriv>
→<location-info>



<geopriv>
→<usage-rules>

Note
[RFC4479] 
<note>


Timestamp
[RFC4479] 
<timestamp>

Note that according to the definition of the <person> element in [RFC4479], all child elements outside of [RFC4479] namespace MUST be placed before the <note> element.


Service
schema
<tuple> ([RFC3863])


Application-specific Availability
[RFC3863]
<status>
→<basic> open/closed

                                                      [XSD_ pidfOMA]
<registration-state>



[XSD_ pidfOMA]
<barring-state>

Application-specific Willingness
[XSD_ pidfOMA]
<willingness>






→<basic> open/closed

Icon 
[RFC4480]
<status-icon>

Session Participation
[XSD_ pidfOMA]
<session-participation>





→<basic> open/closed

Service Description
[XSD_ pidfOMA]
<service-description>
Class
[RFC4480]
<class>
Per service device identifier
[RFC4479]
<deviceID>


Communication Address
[RFC3863]
<contact>

Timestamp                                    [RFC3863]
<timestamp>


Note that according to the definition of the <tuple> element in [RFC3863], all child elements outside of [RFC3863] namespace MUST be placed between the <status> and the <contact> element.


Device
schema
<device> ( [RFC4479] )


Network Availability
[XSD_ pidfOMA]
<network-availability>





→<network>


Geographical Location
[RFC4119]
<geopriv>
→<location-info>



<geopriv>
→<usage-rules>


Device identifier
[RFC4479]
<deviceID>
Timestamp
[RFC4479]
<timestamp>


Note that according to the definition of the <device> element in [RFC4479], all child elements outside of [RFC4479] namespace MUST be placed before the <deviceID> element.


The following is an example of a raw OMA presence XML document.


<?xml version="1.0" encoding="UTF-8"?>


<presence xmlns="urn:ietf:params:xml:ns:pidf"


    xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data-model"


    xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"

xmlns:op="urn:oma:xml:prs:pidf:oma-pres"


    xmlns:gp="urn:ietf:params:xml:ns:pidf:geopriv10"


    xmlns:cl="urn:ietf:params:xml:ns:pidf:geopriv10:civicLoc"


    xmlns:gml="urn:opengis:specification:gml:schema-xsd:feature:v3.0"


    xmlns:lt="urn:ietf:params:xml:ns:location-type"


    entity="sip:someone@example.com">


    <tuple id="a1231">


      <status>


        <basic>open</basic>


      </status>


      <op:willingness>


        <op:basic>open</op:basic>


      </op:willingness>


      <op:session-participation>


        <op:basic>open</op:basic>


      </op:session-participation>


      <rpid:status-icon> http://example.com/~my-icons/PoC-Session</rpid:status-icon>


      <op:registration-state>active</op:registration-state>


      <op:barring-state>terminated</op:barring-state>


      <rpid:class>forfriends</rpid:class>


      <op:service-description>


        <op:service-id>org.openmobilealliance:PoC-session</op:service-id>


        <op:version> 1.0 </op:version>


        <op:description>This is the OMA PoC-Session service</op:description>


      </op:service-description>


      <pdm:deviceID>urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a</pdm:deviceID>

      <contact>sip:my_name@example.com</contact>


      <timestamp>2005-02-22T20:07:07Z</timestamp>

    </tuple>


    <tuple id="a1232">


      <status>


        <basic>closed</basic>


      </status>


      <op:willingness>


        <op:basic>closed</op:basic>


      </op:willingness>


      <rpid:status-icon>http://example.com/~my-icons/PoC-Alert</rpid:status-icon>


      <op:registration-state>active</op:registration-state>


      <op:barring-state>active</op:barring-state>


      <rpid:class>forfriends</rpid:class>


      <op:service-description>


        <op:service-id>org.openmobilealliance:PoC-alert</op:service-id>


        <op:version>1.0</op:version>


        <op:description>This is the OMA PoC-Alert service</op:description>


      </op:service-description>


      <contact>sip:my_name@example.com</contact>


      <timestamp>2005-02-22T20:07:07Z</timestamp>

    </tuple>


    <pdm:person id="a1233">


      <op:overriding-willingness>


         <op:basic>open</op:basic>


      </op:overriding-willingness>


      <rpid:activities>


          <rpid:meeting/>


      </rpid:activities>


      <rpid:place-type> <lt:office/> </rpid:place-type>


      <rpid:mood> <rpid:happy/> </rpid:mood>


      <rpid:status-icon>http://example.com/~my-icons/busy</rpid:status-icon>


      <rpid:time-offset>120</rpid:time-offset>


      <gp:geopriv>


        <gp:location-info>


          <cl:civicAddress>


            <cl:country>US</cl:country>


            <cl:A1>New York</cl:A1>


            <cl:A3>New York</cl:A3>


            <cl:A6>Broadway</cl:A6>


            <cl:HNO>123</cl:HNO>


            <cl:LOC>Suite 75</cl:LOC>


            <cl:PC>10027-0401</cl:PC>


          </cl:civicAddress>


        </gp:location-info>


      </gp:geopriv>


      <rpid:class>forfriends</rpid:class>


      <pdm:note xml:lang="en">I’m in a boring meeting!!</pdm:note>


      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:person>


    <pdm:device id="a1234"> 


      <op:network-availability>


        <op:network id="IMS">


           <op:active/>


         </op:network>


      </op:network-availability>


      <gp:geopriv>


          <gp:location-info>


             <gml:location>


                <gml:Point gml:id="point1" srsName="epsg:4326">


                  <gml:coordinates>37:46:30N 122:25:10W</gml:coordinates>


                </gml:Point>


             </gml:location>


          </gp:location-info>


           <gp:usage-rules>


             <gp:retransmission-allowed>no</gp:retransmission-allowed>


             <gp:retention-expiry>2003-06-23T04:57:29Z</gp:retention-expiry>


           </gp:usage-rules>


        </gp:geopriv>


      <pdm:deviceID>urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a</pdm:deviceID>


      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:device>


</presence>


Appendix C. Template for Input Contributions defining a new PIDF extension package

C.1 PIDF extension package A

<< Describe the semantics of the PIDF extension package and how it relates to the Presence Data Model, person-service-device concept >>

<< Optionally show the structure of the information; map the presence information elements under the appropriate person-service-device component >>


<< Optionally give an example document >>


C.1.1 Presence Information Element semantics

<< Describe the Presence Information Element semantics >>


C.1.1.1 Presence Information Element A


C.1.1.1.1 Description

C.1.1.1.2 Mapping to presence data model

<< Describe the the mapping to the presence data model.  For example, the “Presence Information Element A” is a part of  “person/service/device” information according to the presence data model. >>

C.1.1.1.3 Mapping to PIDF

<< Describe the mapping to PIDF.  For example, The “Presence Information Element A” building block SHALL be mapped to PIDF as following: <xxx>( <yyy>( <zzz>.the “Presence Information Element A” is a part of  “person/service/device” information according to the presence data model. The <xxx> element is defined in section B.1.4.1>>

C.1.1.1.4 Watcher Processing


<< Describe Watcher Processing >>


C.1.1.1.5 Limitations

<< Describe Limitations >>

C.1.2 PIDF extension elements


<< Define PIDF extension elements >>


C.1.2.1 <example>

C.1.3 PIDF extension attributes


<< Define PIDF extension attributes >>


C.1.3.1 “example”


C.1.4 XML Schema


<< Define the XML schema, include it as a separate txt file and reference the file from here.  >>


Appendix D. Template for Input Contributions defining values for the <network-availibility> element


D.1 Network XXX


D.1.1 “id” attribute


<< Define the id attribute to be allocated. >>

D.1.2 Specification reference

<< Include the reference where the particular network is defined. >>

D.1.3 Network-specific description of the <active> element


<< Describe the semantics of the <active> element > for the particular network. >>

D.1.4 Any additional information relevant for this type of network

<< Include “N/A” if none. >>

( 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-DataDefSpec-20080101-I]
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